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DEPARTMENT OF HOMELAND SECURITY
APPROPRIATIONS FOR FISCAL YEAR 2007

TUESDAY, FEBRUARY 28, 2006

U.S. SENATE,
SUBCOMMITTEE OF THE COMMITTEE ON APPROPRIATIONS,
Washington, DC.
The subcommittee met at 10:30 a.m., in room SD-192, Dirksen
Senate Office Building, Hon. Judd Gregg (chairman) presiding.
Present: Senators Gregg, Allard, Byrd, Leahy, Mikulski, Kohl,
and Murray.

DEPARTMENT OF HOMELAND SECURITY
STATEMENT OF MICHAEL CHERTOFF, SECRETARY
OPENING STATEMENT OF SENATOR JUDD GREGG

Senator GREGG. We’'ll begin the hearing. I'm advised that Sen-
ator Byrd is on his way but he asked that we proceed and I appre-
ciate Secretary Chertoff’s participation in this hearing. This is obvi-
ously the subcommittee which has jurisdiction over the Department
of Homeland Security, and the appropriations responsibility that
goes with that. There’s a lot to talk about; in fact, it’s hard to know
where to begin. But, obviously, the topic of the moment, and it’s a
very serious one, is the issue of ownership and management of
American ports by the UAE and a company owned by Dubai Ports
World (DPW), and the question of whether or not there’s been ade-
quate vetting of the potential that ownership may have for enhanc-
ing the threat to the ports.

The initial representation of course from the administration was
that it was adequately vetted. There is now a number of different
views of that. As I understand it, in the initial vetting, the Depart-
ment of Homeland Security raised issues and then, in addition, the
Coast Guard, which is part of the Department, raised issues. The
Coast Guard, issues went to the question of whether or not there
were concerns about gaps in intelligence for DPW ownership and
the fact that the Coast Guard didn’t feel it could adequately assess
those gaps. The language being in the report that the breadth of
the intelligence gaps also infer potential unknown threats against
large numbers of potential vulnerabilities and the intelligence gaps
include but are not limited to the following major themes; oper-
ations it lists that; personnel, it list’s that; and foreign influence,
it lists that.

So the Coast Guard appeared to have severe reservations, now
whether they were specific to the issue of the Dubai ownership, DP
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World, or whether they were just generally concerns is not clear.
However, they were represented as fairly significant.

Today, however, the Coast Guard has put out a statement that
says, and I'll quote it to give them fair representation, “What is
being quoted is an excerpt from a broader Coast Guard intelligence
analysis that was performed earlier on, as part of its due diligence
process. The excerpts made public earlier today, when taken out of
context do not reflect the full classified analysis performed by the
Coast Guard.” That analysis concludes: “That DP World acquisition
of PNO in and of itself does not pose a significant threat to U.S.
assets in continental United States ports.” Upon subsequent and
further review, the Coast Guard and the entire CFIUS panel be-
lieve that this transaction, when taking into account strong secu-
rity assurances from DP World, does not compromise U.S. security.

Now that appears to be the position of the Coast Guard today,
which appears to be inconsistent with the excerpt, and they’re ex-
plaining that that is an excerpt, in part, of an overall intelligence
analysis. And it just, I think, leads to further confusion. Because
I think there’s a genuine concern, and its legitimate, that turning
these ports over to an Arab/operated owned-state sponsored entity
is an issue which deserves significant review, especially when the
country in question, although definitely friendly and supportive,
has had individuals from that country who have actually, according
to the 9/11 attack, been participants in the event and, therefore
clearly represent—those individuals clearly intended to do us
harm. And, thus, I think it’s very appropriate that we pursue a
pause here and review further the security issues since there is
confusion, it appears to me, within even the Coast Guard’s position;
and get an analysis which is unquestioned and factual which we
can have confidence in. I understand that sort of an agreement has
been reached with the leadership of the Senate, Senator Warner
specifically, and I would be interested when the Secretary gives his
opening statement, if he could address that issue specifically, be-
cause it is one of major concern.

On a larger concern, or not a larger concern but a concern I have
of equal significance, is the entire budget that was sent up here by
the administration relative to Homeland Security. Homeland Secu-
rity, as we know, has gone through a major restructuring and a pe-
riod of assimilation as it has tried to get up and running. And let
me begin by congratulating the Secretary, I'm not one of these folks
who feels the Secretary has not done a good job. I think the Sec-
retary has worked very hard to do a good job. And I believe that
he has set out a system and he has done it from a systematic ap-
proach, and that’s exactly the way we need to address the Depart-
ment of Homeland Security. But that doesn’t mean the job is done,
as I'm sure the Secretary would be the first to acknowledge, and
there are very definite gaps in the Homeland Security department,
and the way it is delivering service and protecting us.

The biggest gap I believe is the way it is viewed by this adminis-
tration, to be very honest. I believe it is used a stepchild of national
defense. I can’t think of anything more significant to national de-
fense than protecting our border and making sure that our Home-
land is secure. And yet, time and time again we see budgets being
sent up here which dramatically increase the core operation of the
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Defense Department independent of what’s happening in Iraq and
Afghanistan, which is getting money outside of the budget process.
And yet the Department of Homeland Security is being starved for
funds in crucial areas and this year is no different. What happened
is that there’s a representation that the Department got an in-
crease in funding. But that increase in funding is tied directly to
getting a fee increase which the administration knows is a non
starter. The chairman of the authorizing committee in the Senate,
second ranking member of the Appropriations Committee, former
Chairman of Appropriations Committee Ted Stevens has said it’s
a non starter and he proved it last year. So when the administra-
tion sends up a budget which assumes increase in operations on
the border, which I totally agree with the commitment in that, the
desire to that. In fact, last year, this committee unilaterally moved
in that direction after the initial presentation from the administra-
tion was flat funding of border activity. This committee unilater-
ally, with Senator Byrd’s support and leadership, changed the en-
tire structure of the funding stream and put in 1,500 new agents
when we had finished, approximately 1,800 new beds for detention,
and dramatically increased funding for Border Patrol and border
enhancement activities; I thank the Secretary for his support of
that. I suspect he would have supported it earlier if he hadn’t
maybe been stonewalled in the halls of the administration but the
fact is, we had to do it unilaterally up here and then we got the
support from the White House. But now, rather than continuing
that effort although it’s stated that it’s being continued because the
policies, as proposed, add another 1,500 agents and more beds, all
of which needs to be done. But the actual substance behind those
policies isn’t there. There’s no money behind those policies. This is
a situation of showing a proposal and then hiding the funds. And
so we end up with a budget that we’ve got a $1.6 billion hole in.
Last year, the chairman of the full committee Senator Cochran in
a very gracious act with the ranking member obviously Senator
Byrd, increased the allocation of this committee by about $1.2 bil-
lion, I think, it was over what it would have been, simply to try
to fill that hole. Well they don’t have that flexibility this year. I
asked, aggressively asked, this administration in the supplemental
that they were going to send up for defense appropriations, did
they consider having in that supplemental $1.2 billion of capital
items to basically get the Coast Guard the planes they need, get
the border patrol the cars they need, get the training facilities up
to snuff in Artista, New Mexico so that we would be able to do the
physical capital expenditures that are needed to have the border
patrol be efficient and effective, and have the Coast Guard be effi-
cient and effective. That seemed like a fundamental element of na-
tional defense to me. Yet the administration has stonewalled us on
that. They've sent up a supplemental which doesn’t have any
money in it for national defense on the borders, for Homeland Se-
curity, but has a significant amount of dollars for Katrina, and a
significant amount of dollars for Iraq, both of which I'm sure are
necessary. But in the pecking order of national defense, protecting
our borders is right up there with both those exercises.

And so this committee is being put in an extremely difficult place
by the White House’s proposals on Homeland Security. We're being



4

asked to fund an expansion of the Border Patrol which we are to-
tally committed to and basically created, authored, and drove as a
policy, but being told that the funds to do that are going to be illu-
sory. It’s a hollow budget and I can’t understand it because I've
watched the press conferences where the administration has said
it’s committed to border security and domestic defense. And yet
this budget isn’t going to get there. So that’s a concern I have. On
the operations side we’ve got lots of issues, whether we’ll have time
to get to them today, but let me just highlight a few. First, again
congratulations to you Mr. Secretary for approaching this in a sys-
tematic way. That’s the way it should be approached. But we still
have huge operational dysfunctionality in this Department. It’s not
your fault, it’s a function of the fact it was thrown together quickly.
The agencies within this Department brought with them some sys-
temic problems which havent been resolved and created some
problems by being thrown together that haven’t been resolved. The
most significant ones are computer technology capability across the
department, and interfacing with other agencies, especially the US
VISIT issue, which I still have deep reservations about whether
that we're going to pull that off. But we’ve held hearings on it, so
we won’t pursue that here. I appreciate the fact that the Depart-
ment is trying to stay on it, and stay aggressive on it. I especially
appreciate the independent views that you’re using to try to make
sure it’s done right.

But other issues are equally effecting performance. The Katrina
event was a horrific, embarrassing, and a terrible event for the peo-
ple down there and our country as a whole. And the problem is not
only the unintended consequences of the event, but that the De-
partment has had to refocus so much energy on trying to straight-
en out the problems which were shown by Katrina. I genuinely be-
lieve that for a period here we moved away from national defenses
as the primary goal of this Department to solving the Katrina prob-
lems, which we have to solve. But that’s just showing that this
functionality in the face of a major catastrophe that’s not driven by
terrorists doesn’t maybe work that well.

Second, we’ve got this whole issue which has not been resolved,
of the relationship between Border and Customs and ICE. Every-
where I go I hear this and I always ask the question in a very va-
nilla way, how’s it working? And the answer is um—well; it’s not
bluntly spoken but it’s clearly between the lines, “It’s not working,”
from the people on the frontline. It can’t afford not to work. This
is too big an issue. Then we have the issue of just immigration pol-
icy itself, which is you know obviously something you don’t have
full control over but you have an impact on.

So these are things that concern me, I wish it were a more pleas-
ant story, because I have tremendous respect for you and your
team. I think you've brought good people on, but the story is dif-
ficult right now to be kind. Hopefully you can shed some light on
it, and give us a little more optimism. I'll yield to Senator Byrd for
an opening statement, then we’ll go to your statement, then we’ll
to do questions.
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STATEMENT OF SENATOR ROBERT C. BYRD

Senator BYRD. I share the chairman’s concerns. I greatly admire
this Chairman he’s totally dedicated to the task. He’s trying to
make this function a success. He is chagrinned as he makes very
clear, and I totally agree with him. This Department has been off
and running for 3 years I believe. I don’t know how well it’s run-
ning, but I don’t know what to do about this. Sometimes I feel like
just throwing the books down and saying to hell with it. That cer-
tainly would be the wrong attitude. But we can’t seem to get this
thing going Mr. Secretary. You seem to know a great deal about
the problem and about what is needed to fix it. And I have a feel-
ing that you’re highly dedicated as well. But I simply cannot under-
stand why with all this money, all this effort, all this attention,
and all this dedication that we on this panel have given to this
agency, why it still is not functioning properly. Why it’s not doing
the job. There’s nothing secure about this thing. Talk about Home-
land Security, what’s secure about.

So I thank our able chairman, Senator Gregg for calling this
hearing. Hardly a day goes by that Americans do not read about
the Department of Homeland Security in their own town news-
papers like the Beckley, West Virginia Register Herald, the New
Hampshire Union Leader, and every other major paper in the land.
This is an agency that impacts the lives of every American. And
the lives of every American are to a considerable degree dependant
upon this agency. I look forward to working with you Mr. Chair-
man as we review not just the budget for the agency, but also the
policies and the operations for the Department. And I welcome you
here today Mr. Secretary.

Before discussing the President’s budget it is important to take
a moment to thank the 182,000 employees in your Department.
They serve this Nation in the heat of the desert. They serve this
Nation in the cold of a northern winter. They serve this Nation in
the roughest seas and winds, at our ports, our border stations, our
airports. They are to be commended for their efforts to preserve our
freedoms, to make this truly a Department of Homeland Security,
and to secure our homeland.

IMPROVED BORDER SECURITY

I'm pleased to see that the budget includes significant resources
for improving security at our borders. Last spring, Senator Craig
and I offered, with Chairman Gregg’s support, an amendment to
begin the process of hiring and training a significant number of
Border Patrol agents and immigration investigators. Despite ad-
ministration opposition—now did you hear that?

Despite administration opposition, the funds were enacted into
law. With the chairman’s leadership we continued that effort in fis-
cal year 2006. Two months ago Chairman Gregg tried to secure an
additional $1.1 billion for this fiscal year to provide our border se-
curity personnel with the tools they need. The tools they need to
do their jobs effectively, but he ran into opposition from the other
body.
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HOMELAND SECURITY BUDGET AND ANOMALIES

Mr. Secretary, I urge you today to join in this cause and urge the
White House and the House leadership to embrace this effort.
Scream to the high heavens if they don’t. Let the people know
where the fault lies. Let the people know really who is for security.
The administration continues to have a huge credibility gap when
it comes to homeland security. There’s a continuing drum beat that
another terrorist attack is likely. The President, in his State of the
Union address said to America “The enemy has not lost the desire
or the capability to attack us.” And yet a look at the administra-
tion’s budget reveals an odd, odd, odd complacency. The adminis-
tration’s speech writers on the one hand and the administration’s
policy writers seem to be living in alternative realities. For exam-
ple, in the White House disaster response report released just a
few days ago, the White House calls for “integrating and synchro-
nizing the Nation’s homeland security plans across Federal, State
and local governments” yet what happens? The budget proposes to
cut funding for Emergency Management Performance Grants,
which State and local emergency managers depend on for their sur-
vival. The White House report recommends improvements to com-
munication’s equipment used in response to a catastrophe, but the
budget proposes to cut first responder grants by 25 percent. What’s
wrong? What is wrong Mr. Secretary? Why the disconnect? Why
the disconnect? The White House report recommends improve-
ments to communication’s equipment used in response to a catas-
trophe, but the budget on the other hand—which is the White
House’s product—proposes to cut first responder grants by 25 per-
cent. Why the disconnect? Hear me down there at the White
House. Why Mr. Bush? Why? In response to the administration’s
decision to allow Dubai Ports World to operate terminals in six
major U.S. ports, the administration has asserted that they have
a robust—ha—a robust layered security system for our ports. And
yet the White House proposes for the second straight year, 1 year
is not enough, for the second straight year, to eliminate the port
security grant program. Now why is that?

Of the $816 million that Congress has appropriated for port secu-
rity, only $46 million was requested by the President. Why is that
so Mr. Bush? Why is that so? Hear me. Let me say that again. Of
the $816 million that Congress has appropriated—that Congress
has appropriated—for port security, only $46 million was requested
by the President. There’s nothing robust about that. If that’s robust
then I'm an 810 pound giant. Take me on. Yeah. There’s nothing
robust about that. Five months ago, the Congress approved $173
million for port security grants, and the Department has not even
seen fit to announce how ports can apply for the funds. Why is
this? What’s the matter Mr. Secretary? Why don’t we get off the
ground. I do not understand why this administration allows port
security dollars to collect dust at the Treasury in Washington. How
really serious—how serious is this administration about port secu-
rity when it decides to allow Dubai Ports World to control six major
U.S. ports and the President, Mr. Bush, and the Vice President,
Mr. Cheney, the Secretary of Defense, Mr. Rumsfeld, and the Sec-
retary of Homeland Security don’t even know the decision was
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made. What is happening? What’s the matter with the right hand
that the left hand doesn’t know what’s going on? How serious is the
administration about port security when customs and borders pro-
tection inspects only 5 percent of the 11 million containers that
come into the country each year. I believe I've been reading that
for 2 or 3 years, it doesn’t seem to change. How serious is the ad-
ministration when the Coast Guard’s Deepwater budget for replac-
ing its ships, planes and helicopters will not even be completed
until 2026. Man, I will have long since met my maker by then and
I hope you folks will carry on in my stead. I don’t know what good
it will do you. The Coast Guard will be the FEMA of 2010 if you
do not invest in it now. What about that? What’s wrong? How seri-
ous is the administration about helping victims of a disaster when
it has made decisions that have crippled FEMA? When the terror-
ists hit New York City in 2001, FEMA was immediately on the
scene and FEMA helped the city to recover. Four years later when
Hurricanes Katrina and Rita hit the gulf coast, FEMA was no
longer up to the task. Within the bureaucracy of the Department
of Homeland Security, FEMA has lacked professional leadership,
lacked attention, and lacked resources. Bad management of the
agency and its mission has diminished the effectiveness of the
qualified professionals who serve in FEMA and who love their jobs.
For example the decision to separate the FEMA preparedness func-
tion from its response and recovery function has proven to be a
mistake. I was against that, I said, I was against it. I was against
it then, I've been against it ever since. 'm against it now. Sepa-
rating the preparedness function from response and recovery is like
asking the marines to go into battle without first training at Camp
Lejeune. It’s absolutely essential that our emergency managers and
first responders at every level of government have the resources to
train and exercise together before a disaster. Whether it is a ter-
rorist attack, or a natural disaster.

I'm concerned that the Department of Homeland Security has be-
come the department of promises unfulfilled. The department of
promises unfulfilled. This must be rectified. Mr. Secretary you have
a tough job, I look forward to your testimony. Thank you Mr.
Chairman.

Senator GREGG. Thank you, Senator Byrd. I want to echo some-
thing that Senator Byrd said however. There’s obviously a lot of
concern here. It’s deep, it’s significant, and it needs to be raised.
But we all greatly admire the people on the frontline.

Senator BYRD. You bet.

Senator GREGG. And you’ve got a lot of them. And they do very
good work for us, and they put their lives at risk, and they're will-
ing to work in difficult situations and we appreciate that very
much. Hopefully nothing that’s said here would in anyway reflect
on their professionalism and their commitment which is superb.

Senator BYRD. No.

Senator GREGG. What we want to do is make them more capable
of doing their jobs well.

Senator BYRD. Heavens forbid.

Senator GREGG. Thank you. Mr. Secretary, we’d like to hear from
you.
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STATEMENT OF MICHAEL CHERTOFF

Secretary CHERTOFF. Thank you Mr. Chairman, I appreciate the
opportunity to appear before the subcommittee before you Mr.
Chairman, and before Senator Byrd as ranking member. Of course
a lot has been raised in the opening statements, I suspect I'll have
the opportunity to answer some specific questions about a lot of
these as we go on, and I'm sure you’ll appreciate my saying that
I do not intend to occupy a lot of time in an opening statement ad-
dressing everything.

But I do want to talk about some of the major elements of the
budget. And I want to begin also by echoing the fact that as you
have both said what this Department does touches the lives of
every American. In fact, I venture to say, we probably touch the
lives of Americans in more individual and disparate ways than
does any other department in the Government. At the same time
we also have a tremendous workforce. We have 183,000 people,
they serve everywhere from storm tossed seas, to very hot desert
landscapes. They do a superb job. We do owe them the support that
they’re entitled to in order to carry out their missions. Part of what
I am trying to do, and I think part of what my team is trying to
do is to impose some discipline and some systematic thinking to the
missions. I don’t think we want to attack our budget problems by
assigning money first and then thinking about what to do with it
afterwards. That has sometimes been a course taken in Govern-
ment. I think we want to make sure we've thoroughly thought
through what we need to do and what the system and the mission
is, and then apply the money in a way that makes the mission
occur.

I also understand that we have a challenge with respect to the
$1.6 billion amount that is allocated to be paid for by an increase
in passenger fees. I view the proposed increase as being extremely
modest. In fact it really evens out an anomaly between those who
leave from hub cities, and those who leave from non hub cities. As
I've said before, I think we’re talking about the price of a soda pop,
and a newspaper at the airport. I recognize from my experience
last year this has engendered a lot of push back, I'd still like to
believe that we can get the right thing done here. I also of course
as always take back the chairman and the ranking member’s con-
cerns about the need to have capital investment back to the White
House, and we will continue to discuss how we can make sure we
meet these needs. Because I think we all agree at the end of the
day we need to be in the same place.

MAJOR INITIATIVES AND ACCOMPLISHMENTS

Let me talk about some of the major initiatives in the budget
though, which does reflect a 6 percent increase in funding if we get
that fee that we should be getting over fiscal year 2006, and also
a 6 percent increase in growth discretionary funds over the prior
year. Let me begin by talking about port security which is on
everybody’s mind. You know this is an area where although there
is a lot to do, a lot has been done. And I think in fairness to the
American people I want to lay out a little bit what we actually



9

have accomplished, because we have made significant strides this
year as compared to previous years which I want to talk about.

PORT SECURITY ALLOCATIONS

One of the criticisms I often hear is that we spend billions of dol-
lars on aviation security and only a few hundred million on port
security. My response to the criticism is that that is really com-
paring—not apples to oranges, but apples to raisins. I think when
you look at the total amount of money we’ve spent on port security
since 9/11 and you include the 2007 budget I had it calculated for
this hearing. If our 2007 budget request is passed we will have
spent nearly $10 billion, with a B—$10 billion on port security and
that’s because when I count port security I count not only the port
security grants which are obviously only a few hundred million.
But I count the hundreds of millions of dollars, and billions of dol-
lars we’'ve invested in the Coast Guard port security program, as
well as the significant amounts we've invested in elements of cus-
toms and border protection, science and technology, and our new
Domestic Nuclear Detection Office, which is investing millions of
dollars in research on radiation portal monitors.

So I think in fairness as we look back, and we consider all of the
money line itemed out for port security at these various compo-
nents it is actually a fair amount of money that has been spent.

DHS’ PORT SECURITY APPROACH

But I want to measure this not only in terms of money spent, be-
cause what matters is not input, it’s output. Let me take a couple
of minutes to talk about the way we approach port security. Port
security does not begin at home, it begins overseas. It’s kind of the
opposite of charity. We begin by having our Container Security Ini-
tiative which is designed to put our resources in overseas ports of
departure so we can begin to screen cargo at the point of which is
starts to enter the supply chain, the maritime supply chain and not
merely when it starts to arrive in our American ports. We have a
chart here indicating where we have gone with the Container Secu-
rity Initiative. And what you will see—and a copy of this in my
prepared testimony for the Senators—you’ll see that before 9/11 we
had no elements overseas as part of a container screening initia-
tive. In March 2002, we were at about 14 percent of the cargo was
coming through ports of embarkation that were part of the initia-
tive. This February we’re up to about three-quarters, and we are
on track to get up to about 85 percent by the end of fiscal year
2007. That’s because most of the cargo that we are concerned about
comes through a comparatively small number of ports, we have fo-
cused on the 42 ports which now are responsible for three-quarters
of the containers and these are all now part of our Container Secu-
rity Initiative.

What that means is we begin the process of screening well before
the cargo even gets to the overseas port. We then inspect cargo
overseas, before it actually gets on the ship, if it is high risk cargo.
And that really pushes our security envelope way out. I'm not
going to tell you the job is done, one of the things I said, I think
last year, and I've continued to say earlier this year, is we need to
extend our visibility into the supply chain, even further back into
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the process so that we see what is entering our maritime domain,
really almost at the point it leaves the factory overseas. And we
also need to have better security and tracking of containers once
we’ve got the containers stuffed and loaded onto ships. So we are
continuing to do work and research into pushing that out. But it
would be unfair for me not to observe how far we have come. In
that regard I'm actually planning to go to Hong Kong later on in
March to actually look at a system they have in place there, which
at least has established a concept of doing the radiation screening
and the x-ray screening for every container before it gets loaded.
I want to see how that works and see whether that is a possibility
for extending what we’re doing. But of course the supply chain se-
curity doesn’t end at the overseas port. We get the manifest of the
cargo, the Coast Guard examines the manifest, examines the crew
list, examines the history of the ship, even while the ship is under-
way to come into American ports. When necessary the Coast Guard
boards ships in order to inspect cargo, or in order to examine crew
members who are listed on the cruise ship.

I should say that the Coast Guard actually inspects ports over-
seas as part of our international initiatives on port security. And
if a port overseas does not have an adequate security profile, we
have the power and we have exercised the power to suspend ships
from that port coming into the United States.

[The information follows:]

How OrTEN HAS DHS (COAST GUARD) EXERCISED THE POWER TO SUSPEND SHIPS
FRrROM ENTERING INTO THE PORT COMING INTO THE UNITED STATES?

We have broken this data down into two separate categories, one for deficiencies
related to port state control and maritime security compliance examinations; and
one for failures to provide required notice of arrival.

For deficiencies related to port state control and maritime security compliance:

—In 2004, we expelled 15 vessels and denied entry to 2 vessels.

—In 2005, we expelled 5 vessels and denied entry to 2 vessels.

—Thus far in 2006, we’ve not expelled or denied entry to any vessel for port state

control or maritime security compliance.

—We only expel or deny entry to a vessel due to extremely substandard condi-

tions.

—The Coast Guard generally allows these vessels enter or re-enter port when

they have corrected the substandard conditions.

For failures to provide appropriate notice of arrival:

—In 2005, we denied entry to 147 vessels and expelled 15 vessels.

—Thus far in 2006, we denied entry to 11 vessels and expelled 7 vessels.

—The Coast Guard generally allows the vessels to enter or re-enter port once the

vessel makes proper notice of arrival and once the appropriate 24 hour or 96
hour vetting period ends.

Senator BYRD. How often is that done?

Secretary CHERTOFF. I could give you the number; we have done
it on occasion. Usually what we do is if the shipping company im-
poses its own security guards around the ship at a port that has
not met security requirements, we will allow the ship in. In other
words we will allow the shipping company to do its own remedi-
ation with respect to guarding its own ship. But I can think of one
occasion in the last year where we got to the point of decertifying
a port, and for a short of period of time, I think the port was decer-
tified. I can get you the details on the numbers. But this process
is underway as we speak with the Coast Guard going overseas in-
specting ports overseas.
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Now let’s continue to follow the supply chain. So we’ve looked
at—in many instances, three-quarters of the containers we’ve done
screening and necessary inspection before the cargo has left. We've
then looked at the crew, we've looked at the ship, and Coast Guard
has reviewed it while it’s on route. When it comes into the United
States, if we have cargo that we have screened, we've screened 100
percent, we're virtually at 100 percent of the cargo at this point
using very complicated analytical tools and using information we
have about the shipper, the cargo, the destination, and the method
of payment. If at the time it arrives we haven’t inspected high risk
cargo, we then inspect it when it arrives. We put it through radi-
ation portal monitors and just to show you where we are with this,
these are large machines through which one can drive a truck car-
rying a container and it will detect radio active emissions from in-
side the container. We’ve gone again from February 2003, where
we had only a small number of radiation portal monitors to a situa-
tion in which by the end of this year, we expect to have about two-
thirds of the container cargo going through our seaports covered by
radiation portal monitors. And we’re on track to get to 90 plus per-
cent by the time we get to the next fiscal year. And that’s of course
apart from hand held radiation monitors and things of that sort.
So that’s a significant amount of the containers coming through
American ports that are being checked through these radiation por-
tal monitors. In addition again if we have high risk containers that
haven’t been inspected, we inspect them on the spot. So it’s only
at the end of this very lengthy supply chain, with multiple defenses
none of them perfect, but in combination a pretty effective series
of defenses, only at the end of that does the container finally enter
the hands of the port terminal operator which of course is the topic
of conversation that we’ve had over the last week involving Dubai
ports.

So my point here is that the port terminal operator really lies
after the last line of defense and is not a critical player in the line
of defense. I should tell you the port terminal operator plays no
role in our selection of what cargo to examine, in our screening
process, in the Coast Guard’s examination of the ships that come
in, in our decision of what to put through the radiation portal mon-
itors, or in our decision about what containers to open up. The port
terminal operator has zero impact on that.

Let me briefly touch on the Coast Guard analysis which I think
you asked about Mr. Chairman, and then I will touch on just a few
other points before I conclude. As you correctly point out, yesterday
there was disclosed an unclassified portion of a much larger classi-
fied study by the Coast Guard early on in the process of reviewing
this Dubai ports acquisition. This process of review by the way
began in I believe October of last year, and concluded in January.
So that although the formal filing may have only been less than
30 days before the conclusion of the process, the actual examina-
tion and vetting process began actually months earlier when the
company first approached the CFIUS Committee.

The Coast Guard as part of its early review assessment con-
cluded that there were intelligence gaps. I should tell you that I
often see, by the way, intelligence analytic documents that have
that conclusion. By its nature I think an intelligent and cautious
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analyst is always very careful to identify not only what is known
but what is unknown. And I think there was a response to that.
The response to that was, not only continuing the process of check-
ing with the other 12 departments involved and their intelligence
elements. But more important, putting into place a significant
number of assurances that would make sure that as we go forward
with this. Implementing this transaction, Coast Guard and Cus-
toms would have an unprecedented ability to look into what was
being done at these terminals, to insist upon the highest standard
of security and if necessary to enforce those standards. I would con-
clude my comment on this by observing again, as you said Mr.
Chairman, even at that early stage the Coast Guard concluded that
“DP World’s acquisition of PNO in and of itself does not pose a sig-
nificant threat to U.S. assets in continental United States ports.

ADDITIONAL FUNDS FOR PREPAREDNESS AND FEMA

Let me briefly touch on a few other things before I conclude Mr.
Chairman. We have put additional money into Preparedness and
into FEMA, $50 million into a National Preparedness Integration
Program which, even as we speak, is in the process of reviewing
and validating and ultimately working with States to improve the
individual evacuation and emergency plans all over the country.
There are increases in targeted capability grants. Although we do
not support specifically targeted port grants, we've actually put a
couple of hundred million dollars extra into the TIPP, the Targeted
Infrastructure Protection Program which includes port grants.
We've got a budget that allocates $10 million for chemical site secu-
rity. Increases in FEMA’s core budget of 10 percent, $492 million
including when we build on the amounts in the 2006 supplemental
a total of 240 additional FTEs. As well as some very specific steps
we’re taking for this hurricane season. As you noted in border secu-
rity we are proposing an increase in 1,500 agents, $100 million on
border technology over $400 million to bring detention bed space
up to 27,500 beds. And let me say Mr. Chairman we are now for
the first time building and carefully tracking through metrics, ex-
actly how we are progressing and ending catch and release, and
turning it into catch and return for non-Mexicans we apprehend at
the border. This is a big accomplishment, we have some additional
hurdles to overcome and I'd be happy to address them if anybody
asks me. But we are, for the first time, in a position to see exactly
where we need to go, where we are, and we can identify exactly
what we need to do to cover the distance. And that’s part of this
systematic thinking I'm thinking about. I've got a lot of other ele-
ments to the budget. I'm sure you have a lot of questions. I will
ask that my statement—written statement be accepted for the
record, and I will be delighted to answer questions.

[The statement follows:]

PREPARED STATEMENT OF MICHAEL CHERTOFF

Mr. Chairman, Senator Byrd, and Members of the Committee: Before beginning
to outline our fiscal year 2007 budget request, I want to thank you for the strong
support you showed for the Department in the two full budget cycles since it was
fully established in March 2003. This is my first full budget cycle and I am honored
and pleased to appear before the Committee to present President Bush’s fiscal year
2007 budget for the Department of Homeland Security (DHS).
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I would like to begin by assuring Members of this Committee and the public of
the Department’s efforts to secure the Nation’s seaports. The Department continues
to implement a multi-layered defense strategy to keep our ports safe and secure.
Utilizing the expertise of our bureaus—particularly the United States Coast Guard
and U.S. Customs and Border Protection—the private sector, and state and local au-
thorities, we have made great strides since 9/11 to ensure that there are protective
measures in place from one end of a sea based journey to the other. With the Presi-
dent’s fiscal year 2007 Budget request, total DHS funding for port security activities
since fiscal year 2004 total nearly $10 billion.

As the lead Federal agency for maritime security, the Coast Guard routinely in-
spects and assesses the security of 3,200 regulated facilities in more than 360 U.S.
ports at least annually in accordance with the Maritime Transportation and Secu-
rity Act (MTSA) and the Ports and Water ways Safety Act (PWSA). Every regulated
U.S. port facility, regardless of owner/operator, is required to establish and imple-
ment a comprehensive Facility Security Plan (FSP) that specifically addresses the
vulnerabilities identified in the facility security assessment and details measures
and procedures for controlling access to the facility, including screening, designating
employees with key security responsibilities, verifying credentials of port workers,
inspecting cargo for tampering, designating security responsibilities, quarterly train-
ing, drills and annual exercises, and reporting of all breaches of security or sus-
picious activity, among other security measures.

Working closely with local port authorities and law enforcement agencies, the
Coast Guard regularly reviews, approves, assesses and inspects these plans and fa-
cilities to ensure compliance.

In accordance with MTSA, the Coast Guard has completed verification of security
plans for U.S. port and facilities and vessels operating in U.S. waters. Specifically:

—Port Threat Assessments for all 55 militarily or economically critical ports have
been completed. The Coast Guard has developed 44 Area Maritime Security
Plans covering 361 ports, the Great Lakes, the Inland and Western Rivers and
the Outer Continental Shelf region.

—The Coast Guard completed initial security plan verification exams on all 6,200
U.S. flag inspected vessels on July 1, 2005.

—The Coast Guard has completed 2,400 verification examinations on uninspected
vessels regulated under the MTSA, and is on track to complete all 4,800 by De-
cember 31, 2006.

—Reviewed and approved 3,200 facility security plans.

—Approved 60 offshore facility security plans.

In addition to the Coast Guard’s broad authorities for ensuring the security of
U.S. port facilities and operations, the Coast Guard worked through the Inter-
national Maritime Organization to develop the International Ship and Port Security
(ISPS) Code. Through the International Port

Security Program, the Coast Guard has partnered with other nations worldwide
to ensure compliance with ISPS. The Coast Guard has assessed 44 countries, which
are responsible for 80 percent of the maritime trade to the United States. Of those
44 countries, 37 have been found to be in substantial compliance with the ISPS
Code. The seven countries that are not in substantial compliance have been or will
soon be notified to take corrective actions or risk being placed on a Port Security
Advisory and have Conditions of Entry imposed on vessels arriving from their ports.
The Coast Guard is on track to assess approximately 36 countries per year.

The Coast Guard has also taken multiple steps to enhance our awareness in the
maritime domain. Publication of the 96-hour Notice of Arrival regulation allows suf-
ficient time to vet the crew, passengers, cargo and vessel information of all vessels
prior to their entering the United States from foreign ports. The Coast Guard also
has expansive authority to exercise positive control over a vessel intending to enter
a port or place subject to the jurisdiction of the United States. Since July 2004, the
Coast Guard has boarded 16,000 foreign flag vessels for security compliance with
the ISPS Code and the MTSA. Out of those 16,000 boardings, the Coast Guard im-
posed 143 detentions, expulsions or denials of entry. In addition, the Automatic
Identification System (AIS) has been fielded at 9 ports with Vessel Traffic Service
systems and allows the Coast Guard to identify and track vessels in the coastal en-
vironment. Long range tracking, currently in development, will enable the Coast
Guard to identify and track vessels thousands of miles at sea, well before they reach
our coastal zones. Likewise, the Inland River Vessel Movement Center provides crit-
ical information about the movement of hazardous cargoes along our Nation’s inland
rivers.

The Coast Guard has increased its operational presence through a number of
other initiatives. For example, the Coast Guard has established processes to iden-
tify, target, and have conducted 3,400 security boardings on High Interest Vessels.
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These boardings included 1,500 positive control vessel escorts to ensure these ves-
sels cannot be used as weapons of mass destruction. The Coast Guard has also es-
tablished 12 Maritime Safety and Security Teams and enforced hundreds of fixed
and moving security zones to protect Maritime Critical Infrastructure and Key As-
sets (MCI/KA) and Naval Vessel Protection Zones (NVPZ) to protect U.S. Navy and
Maritime Administration vessels. Further, the Coast Guard is developing a Risk-
Based Decision Making System, to be implemented this year, which will help
prioritize High Capacity Passenger Vessels (HCPV) escorts. Although initially devel-
oped for high capacity ferries, its application is being expanded to enhance current
security measures for other HCPVs: ferries, cruise ships, and excursion vessels car-
rying 500 or more passengers.

The Coast Guard is also working closely with various other agencies to implement
the National Strategy for Maritime Security, and its eight supporting plans. To-
gether, the plans provide the road map for the integration of national efforts in sup-
porting the four primary pillars of maritime security: Awareness, Prevention, Pro-
tection, and Response and Recovery. As DHS’s executive agent for implementing
and updating plans related to Maritime Domain Awareness (Awareness), Global
Maritime Intelligence Integration (Prevention), Maritime Transportation System Se-
curity (Protection), and Maritime Operational Threat Response (Response/Recovery),
the Coast Guard, in cooperation with other stakeholders, is leading efforts to in-
crease the coordination, effectiveness and efficiency of existing government-wide ini-
tiatives.

In close coordination with the Coast Guard, U.S. Customs and Border Protection
(CBP) mission is to prevent terrorists and terrorist weapons from entering the
United States by eliminating potential threats before theyContainer Security Initia-
tive arrive at our borders and ports. For example, through a program administered
by CBP, the Department has implemented the 24-Hour Advanced Manifest Rule, re-
quiring all sea carriers, with the exception of bulk carriers and approved break bulk
cargo, to provide proper cargo descriptions and valid consignee addresses 24 hours
before cargo is loaded at the foreign port for shipment to the United States. Failure
to meet the 24 hour advanced manifest rule results in a “do not load” message and
other penalties. This program gives the Department greater awareness of what is
being loaded onto ships bound for the United States and the advance information
enables DHS to evaluate the terrorist risk from sea containers.

Similarly, the Container Security Initiative (CSI) and the Customs-Trade Partner-
ship Against Terrorism (C-TPAT) initiatives bolster port security. Through CSI,
CBP works with host government Customs Services to examine high-risk maritime
containerized cargo at foreign seaports, before they are loaded on board vessels des-
tined for the United States. In addition to the current 42 foreign ports participating
in CSI, many more ports are in the planning stages. By the end of 2006, we expect
that 50 ports, covering 82 percent of maritime containerized cargo shipped to the
United States, will participate in CSI. The table above shows the Department’s sub-
stantial progress in expanding the CSI program since September 11, 2001.

Through C-TPAT, CBP has created a public-private and international partnership
with nearly 5,800 businesses (over 10,000 have applied), including most of the larg-
est U.S. importers. CTPAT, CBP and partner companies are working together to im-
prove baseline security standards for supply chain and container security. CBP re-
views the security practices of not only the company shipping the goods, but also
the companies that provided them with any services.

At present, the C-TPAT program has completed validations on 27 percent (1,545
validations completed) of the certified membership, up from 8 percent (403 valida-
tions completed) a year ago. Additionally, validations are in progress on another 39
percent (2,262 in progress) of certified members, and these validations will be com-
pleted throughout 2006, bringing the total percentage of certified members to 65
percent by years’ end. In 2007, the C-TPAT program validations will continue. And
we will have validated 100 percent by the end of CY 2007.

CBP also uses cutting-edge technology, including large-scale X-ray and gamma
ray machines and radiation detection devices to screen cargo. Presently, CBP oper-
ates over 680 radiation portal monitors at our Nation’s ports, including 181 radi-
ation portal monitors at seaports. CBP also utilizes over 170 large scale non-intru-
sive inspection devices to examine cargo and has issued 12,400 hand-held radiation
detection devices. The President’s fiscal year 2007 budget requests $157 million to
secure Radiation Portal Monitor (RPM) Deployments at current and next-generation
detection equipment at our ports of entry through the DHS Domestic Nuclear Detec-
tion Office (DNDO). Over 600 canine detection teams, capable of identifying nar-
cotics, bulk currency, human beings, explosives, agricultural pests, and chemical
weapons, are deployed at our ports of entry. As reflected in the Radiation Portal
Monitor Deployment at Seaports table, 621 RPMs will be deployed to our Nation’s
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top seaports, which will allow us to screen approximately 98 percent of inbound con-
tainers by December 2007.

CBP’s National Targeting Center (NTC) is also a critical component of our layered
port security efforts. The NTC provides tactical targeting and analytical research
support for CBP antiterrorism efforts. Experts in passenger and cargo targeting at
the NTC operate around the clock using tools like the Automated Targeting System
(ATS) to identify tactical targets and support intra-departmental and inter-agency
anti-terrorist operations. The ATS serves as the premier tool for performing trans-
actional risk assessments and evaluating potential national security risks posed by
cargo and passengers arriving by sea, air, truck, and rail. Using pre-arrival informa-
tion and input from the intelligence community, this rules-based system identifies
high-risk targets before they arrive in the United States. The Department’s Science
& Technology Directorate (S&T) is supporting the introduction of advanced intel-
ligent algorithms to further improve these risk assessment capabilities.

A key responsibility of the NTC is the support that it provides to the field, includ-
ing tactical targeting and research support for the CSI personnel stationed at crit-
ical foreign ports throughout the world. The NTC, combined with CSI, C-TPAT, the
24-hour rule, and ATS ensures that all containers on-board vessels destined for the
United States are risk scored using all available information; and that all cargo de-
termined to be of high risk are examined. The NTC, working closely with the Coast
Guard, also vets and risk scores all cargo and cruise-ship passengers and crew prior
to arrival. This ensures that DHS has full port security awareness for international
maritime activity.

Further, DNDO’s fiscal year 2007 budget request of nearly $536 million, a 70 per-
cent increase from fiscal year 2006, includes $157 million which will allow for the
acquisition and deployment of nearly 300 current and next-generation radiation de-
tection systems at our ports of entry. These systems will be deployed and operated
by CBP. In addition, DNDO’s fiscal year 2007 budget also includes $30.3 million for
the development of enhanced cargo radiography screening systems for our ports of
entry. These enhanced screening efforts will compliment the many information
based programs, such as C-TPAT, the Department already has in place for en-
hanced port security.

In addition to increased screening efforts at our own ports of entry for radioactive
and nuclear materials, the Department fully endorses the concept of increased ac-
tive and passive detection at foreign ports of departure. The systems DNDO are ac-
quiring and developing can also be used by foreign ports with a CSI presence, as
well as the Department of Energy’s Megaports program. We must continue to stress
the need for increased screening at foreign ports of departure, while at the same
time have a robust screening effort at our own ports of entry.

In order for the Department to increase its visibility into the security of our inter-
national supply chains, S&T is developing technology solutions that can be applied
across the supply chain. Part of this effort is the development of a new class of secu-
rity devices that will monitor the integrity of intermodal shipping containers and
enable CBP Officers, CSI personnel and the NTC to gather information on the sta-
tus of a container to improve risk assessment and data collection. When coupled
with the broad supply chain security architectural framework currently under devel-
opment by S&T, the Department will have the capability to bridge data and infor-
mation between container security devices, shippers, and the National Targeting
Center (NTC).

Finally, in addition to the work of the Coast Guard, CBP, S&T and the DNDO,
the Port Security Grant program has awarded over $700 million to owners and oper-
ators of ports, terminals, U.S. inspected passenger vessels and ferries, as well as
port authorities and State and local agencies to improve security for operators and
passengers through physical security enhancements. The mission of the Port Secu-
rity Grant program is to create a sustainable, risk-based effort for the protection of
ports from terrorism, especially explosives and non-conventional threats that would
cause major disruption to commerce and significant loss of life.

The Preparedness Directorate will also announce the application process for an
additional $168 million in port security grants in the coming weeks, bringing total
funding to over $870 million since 9/11. In addition, the fiscal year 2007 President’s
Budget bolsters funding for infrastructure protection, including ports, through the
$600 million Targeted Infrastructure Protection grant program. The fiscal year 2007
request consolidates existing infrastructure grant programs into a single program
with a 55 percent increase in funding.

With all of the layered efforts already in place, and the ongoing efforts that are
supported in the 2007 budget request, port security has substantially improved
since 9/11, and since the creation of the Department of Homeland Security.
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OTHER KEY ACCOMPLISHMENTS

I would like to now address some of our other major accomplishments to date. As
DHS approaches its third anniversary on March 1, 2006, creating one national inte-
grated strategy to fight the war on terror, through awareness, prevention, protec-
tion, response, and recovery remains the key focus of its vision and mission. Since
its inception, the Department has steadily progressed in its efforts to vigorously pro-
tect America’s homeland. Since 2001, the administration:

—Has increased annual spending on Government-wide non-defense homeland se-
curity by 350 percent, more than tripling spending devoted to homeland secu-
rity;

—Created the Department of Homeland Security by merging 22 separate agencies
and programs into a cohesive department;

—Restructured the agencies that handle immigration and border security issues.
Customs and Border Protection (CBP) has Port of Entry officers and Border Pa-
trol agents along the border. Immigration and Customs Enforcement (ICE) en-
forces immigration laws and detains those aliens here illegally. U.S. Citizenship
and Immigration Services (USCIS) administers a wide variety of immigration
benefits and services within the United States;

—Established the Transportation Security Administration (TSA) to improve avia-
tion security and other modes of transportation security nationwide. TSA hired
a screener workforce and deployed sufficient technology to electronically screen
100 percent of passenger and checked baggage;

—Created a Domestic Nuclear Detection Office (DNDO) to detect, identify, and
track down the origins of nuclear and radiological materials; and

—Provided the Department nearly $18 billion for State, local, and tribal govern-
ments to enhance their preparedness for a range of hazards, including %14 bil-
lion for terrorism and other catastrophic events.

When I arrived at the Department in 2005, I initiated a Second Stage Review
(2SR) to assess whether DHS’ policies, operations, and organizational structure were
properly aligned to maximize mission performance. The implementation of 2SR in-
stituted a fundamental reform of policies and procedures critical to achieving the
mission of the Department. The Department also conquered many unique chal-
lenges, making significant strides protecting vital infrastructure and assets; pre-
venting security breaches; ensuring safe travel and trade across our borders; pro-
tecting privacy and civil liberties; and expanding critical partnerships at every level.

In the last year, we have made great strides in the area of prevention and pre-
paredness. Our key accomplishments include:

Revamping the Port Security Grant Program—As part of the fiscal year 2005 Of-
fice of Grants and Training (G&T) Port Security Grant Program (PSGP), significant
changes have been introduced to make the program more risk based. Changes in-
clude limiting eligibility to the Nation’s most at-risk seaports and distributing fund-
ing based on risk, needs and national priorities for port security. Additional rigor
was added to the evaluation process for applications and a communications strategy
was implemented to ensure consistent guidance was provided throughout.

The program is being further refined in fiscal year 2006, and will soon link dis-
tribution of funds to participation in a port-wide risk management planning process.
The intent of this process, which combines the USCG’s Maritime Security Risk As-
sessment Methodology (MSRAM) with the Office of Grant’s and Training’s own Spe-
cial Needs Jurisdiction Toolkit, is to allow port areas to develop risk management
strategies that will assist them in identifying the most cost effective projects—essen-
tially allowing them to “buy down” the risk in their areas. This program, known as
the Maritime Assessment and Strategy Toolkit (MAST), is an essential step in
prioritizing risks and facilitating a port-wide risk management planning process. Ul-
timately, MAST will serve to further enhance the existing Area Maritime Security
Plans and also allow for ports to better integrate their security efforts into the
broader planning construct that forms the core of the Urban Areas Security Initia-
tive (UASID).

TSA Moves to a Risk-Based, Threat-Managed Security Approach.—Employing
TSA-certified explosives detection canine teams, piloting behavioral pattern recogni-
tion analysis at 10 airports, and through a Nation-wide modification of the prohib-
ited items list, TSA has increased its ability to identify and prevent terrorist threats
to the Nation and enhance aviation security.

Over $3 Billion Awarded to State and Local Governments.—DHS awarded more
than $3 billion in grants, training, and technical assistance to State and local gov-
ernments to support various prevention, protection and response initiatives.

Standard First Responder Training Developed.—DHS established a National Inci-
dent Management System (NIMS) standard curriculum to ensure first responder
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training is widely available and consistent among all training providers. More than
725,000 first responders completed NIMS training nationwide.

Counterterrorism Training.—DHS provided counterterrorism training to more
than 1.2 million emergency response personnel from across the country on a range
of incident response issues, including incident management, unified command, and
public works protection/response, and training on weapons of mass destruction.

Sharing Intelligence Information.—The Office of Intelligence and Analysis pro-
vided State and local governments and the private sector with more than 1,260 in-
telligence information products on threat information and suggested protective
measures.

Secret Service Operation Taps Network to Arrest 28 Globally.—U.S. Secret Service
conducted “Operation Firewall,” in which the Secret Service became the first agency
ever to execute a Title III wire tap on an entire computer network. This global oper-
ation resulted in 28 arrests in eight States and six foreign countries. These suspects
stole nearly 1.7 million credit card numbers.

The hurricanes last fall stretched our Nation’s resources and forced us to reexam-
ine our processes. We still however, saw our first responders and relief personnel
do remarkable things to assist our fellow citizens.

Over 40,000 Rescued by U.S. Coast Guard and FEMA.—In the wake of Hurricanes
Katrina and Rita, the Coast Guard and FEMA rescued over 40,000 people in search
and rescue operations. Coast Guard men and women employed their Continuity of
Operations Plans and demonstrated deep commitment to the missions of search and
rescue, protection of natural resources, and restoration of a safe, efficient marine
transportation system.

More than 23,000 Victims Airlifted from New Orleans Airport.—More than 700
transportation security officers and Federal air marshals helped evacuate more than
23,000 victims at Louis Armstrong New Orleans International Airport.

$5.7 Billion in Federal Aid Distributed.—FEMA distributed over $5.7 billion in
Federal aid to more than 1.4 million households to help pay for housing assistance,
food, clothing, home repair and other essentials.

$12 Billion in Claims Distributed. —FEMA’s National Flood Insurance program
paid over $12 billion in claims from Hurricanes Katrina, Rita, and Wilma, with an
estimated $10 billion in additional claims to be paid over the next few months.

In the past year, we have also strengthened our borders and interior enforcement
of our immigration laws, expanded partnerships with our neighbors, and increased
our use of emerging technologies to assist our efforts.

Secure Border Initiative Success.—In support of a comprehensive strategy to con-
trol the border and enforce immigration laws, DHS adopted a policy to replace the
practice of catching and releasing aliens with a “Catch and Return” policy. Expe-
dited Removal (ER) has been expanded along our entire land border as well as the
number of countries with nationals subject to ER. DHS adopted a goal to cut ER
detention time in half to speed alien removals, and the frequency of deportation
flights has increased. Litigation barriers preventing San Diego fence completion
have been removed. A process is also well underway to seek and select a contract
integrator to implement a comprehensive border protection program plan using
technology, staff, and other assets.

Successful Counter Drug Operations.—Efforts by CBP, USCG and ICE to secure
the Nation’s borders have yielded significant positive results in stopping the flow
of illegal drugs into the United States. In the most recently completed fiscal year,
CBP reported seizing nearly 42,800 lbs of cocaine and more than 531,700 pounds
of marijuana. In addition, United States Coast Guard and CBP Air and Marine Op-
erations’ counter drug operations exceeded results from previous years by removing
over 338,000 lbs of cocaine from the Caribbean Sea and Eastern Pacific Ocean tran-
sit zones.

Arizona Border Control Initiative Bolstered Resources in Tucson Corridor.—The
second phase of this successful initiative included an additional 534 Border Patrol
agents permanently assigned to the Arizona border, a 25 percent increase. These
agents were supplemented by 200 agents and 23 aircraft temporarily assigned to the
Tucson sector. The initiative coupled with Operation ICE Storm, a human smug-
gling initiative, resulted in more than 350 smugglers prosecuted in total, millions
iill illicit profits seized and a significant decrease in homicides according to local au-
thorities.

Security and Prosperity Partnership Creates Common Security Approach.—The
United States, Canada and Mexico entered into this trilateral partnership to estab-
lish common approaches to emergency response, improving aviation, maritime, and
border security, enhancing intelligence sharing, and facilitating the legitimate flow
of people and cargo at our shared borders.
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Immigration Processing Backlog Cut by 2.8 million.—USCIS reduced the backlog
of applications for immigration services and benefits from 3.8 million cases in Janu-
ary 2004 to fewer than one million in December 2005.

US VISIT Biometric Entry System Expanded.—US VISIT implemented the bio-
metric entry portion of the US VISIT system at 115 airports, 14 seaports and 154
land ports of entry. As of December 31, 2005, US VISIT processed more than 44
million foreign visitors and detected 950 individuals with a criminal history or im-
migration violations.

Passport Requirements Strengthened.—As part of a multi-layered approach to in-
creasing the security of our citizens and visitors by helping to ensure the integrity
of their travel documents, DHS imposed requirements establishing that all Visa
Waiver Program travelers must have a machine-readable passport to enter the
United States. Visa Waiver Program countries are now also required to produce new
passports with digital photographs.

Implemented Coast Guard Sectors.—The Coast Guard has reorganized its field in-
frastructure by unifying previous Groups and Marine Safety Offices into “Sector”
commands. Within the new Sector construct, the inclusion of Field Intelligence Sup-
port Teams to support port-level commanders, as well as the establishment of Mari-
time Intelligence Fusion Centers, serves to enhance Maritime Domain Awareness at
all levels of the chain of command. This restructuring unifies effort and command,
strengthens maritime border security, and improves information sharing by pro-
viding a single point of Coast Guard service at the port level. The largest Coast
Guard reorganization in a decade, the establishment of Sectors will be complete in
2006, significantly improving maritime preparedness and response without requir-
ing any additional resources.

FISCAL YEAR 2007 BUDGET REQUEST

In accordance with the premise of 2SR and to build on the Department’s accom-
plishments, the fiscal year 2007 budget proposal for the Department is driven by
a mission and risk-based approach to allocating the Department’s resources, re-
questing $42.7 billion in funding, an increase of 6 percent over fiscal year 2006. The
Department’s fiscal year 2007 gross discretionary budget is $35.4 billion, also an in-
crease of 6 percent over fiscal year 2006. Gross discretionary funding includes ap-
propriated budget authority and discretionary fee collections such as funding for the
Federal Protective Service; aviation security passenger and carrier fees; and pre-
mium collections. It does not include funding such as Coast Guard’s retirement pay
accounts and fees paid for immigration benefits. The Department’s fiscal year 2007
net discretionary budget is $30.9 billion, an increase of 1 percent over fiscal year
2006.

Central to the Department’s budget are five themes to ensure that all resource
allocations correspond with its integral mission and vision. Key enhancements in
the Budget for these five areas will allow the Department to execute the initiatives
of the administration and effectively secure our Nation.

Increase Overall Preparedness, Particularly for Catastrophic Events Either Natural
or Manmade and Strengthen FEMA

Preparedness addresses the Department’s full range of responsibilities to prevent,
protect against, and respond to acts of terror or other disasters.

The Budget includes an increase of $294.6 million for the Targeted Capability
Grants, for a total of $1.4 billion. This builds upon the $5.5 billion already in the
grant pipeline to assist our States and localities in increasing their preparedness
and furthers the Department’s National Preparedness Goals. This funding includes
an $80.65 million increase for Urban Area Security Initiative (UASI) to provide a
second layer of protection for urban areas based on risk. It also includes a $213.9
million increase over comparable programs, for a total of $600 million, for the Tar-
geted Infrastructure Protection Program (TIPP). This will provide States with max-
imum flexibility to target resources to protect our Nation’s ports, transit facilities,
chemical facilities, and other critical infrastructure.

The Budget also includes $50 million National Preparedness Integration Program
(NPIP) as a new initiative in the Preparedness Directorate. NPIP will improve pre-
paredness by executing Medical Preparedness Coordination, Catastrophic Planning,
Emergency Communications Improvements, and Command and Control Alignment.

This budget enhances our ability to respond to and recover from disasters. Indeed,
last year’s Gulf Coast hurricanes demonstrated the need to strengthen FEMA’s
planning and response capabilities. While funding was increased for these core ac-
tivities in 2005 and 2006, the fiscal year 2007 budget proposes a more significant
investment to further strengthen FEMA. FEMA’s budget represents a 10 percent in-
crease over the 2006 fiscal year, including $44.7 million to strengthen support func-
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tions. We will add resources to critical areas such as procurement, information tech-
nology, and planning and amounts.

The Budget includes a $29 million increase and 92 FTE to support FEMA’s
Strengthen Operational Capability initiative and reinforce its essential support
functions within its programs of Readiness, Mitigation, Response, Recovery, and Na-
tional Security, This program increase will allow FEMA to fill critical positions, and
upgrade capital infrastructure and information technology support services.

A $5 million increase in the FEMA Procurement Staff supports the Department’s
initiative to strengthen procurement capability across the board. These additional
41 FTE will enhance FEMA’s ability to effectively deliver disaster response and re-
covery services by efficiently and properly processing procurement requests during
both routine and extraordinary operating periods.

An additional 40 FTE and %10.7 million is requested for FEMA financial and ac-
quisition management. The funding requested will build on the positions provided
in the fiscal year 2006 supplemental appropriation to operate the Gulf Region Ac-
quisition Center to support the billions of dollars in contracts necessary to meet the
unprecedented recovery needs of Hurricane Katrina and to bolster the FEMA’s fi-
nancial management capabilities to meet the demands of current and future cata-
strophic disasters.

An additional $5.3 million is requested for National Response Plan (NRP) Support
to help FEMA coordinate the response to all types and magnitudes of threats or
hazards. It will allow FEMA to support shortened response times and provide more
effective assistance during incidents of national significance.

The fiscal year 2007 Budget seeks an increase of $100 million and 40 FTE for the
pre-disaster mitigation grant program. This program is designed to reduce the risk
to populations, structures, and critical infrastructure from natural disasters. These
funds will provide for the protection of: over 600 additional properties from flood
damage through acquisition, elevation, relocation, and/or flood proofing; 250 addi-
tional critical facilities from flood damage through drainage, infrastructure, and util-
ities projects; 240 additional properties from hurricane wind damage; 92 additional
storm shelters to save lives from tornadoes; and 154 additional critical public facili-
ties against seismic damage.

Finally, an additional $5 million is proposed for upgrade of the Emergency Alert
System (EAS). The EAS, which uses commercial radio and television broadcast serv-
ices to send Presidential messages, provides a readily available and reliable means
of emergency communications with the American people when catastrophic events
occur and other national communications resources have been damaged or com-
promised. Building on the supplemental funding provided in fiscal year 2006, this
funding will be used to improve system coverage, reliability, survivability, and secu-
rity by providing a two-way, national-level EAS satellite backbone/path that will ef-
{%c(giéeiy link all Federal, State, and U.S. Territory Emergency Operations Centers

s).

The budget also proposes:

—A total of $62.4 million in funding for the Coast Guard’s National Capital Re-
gion Air Defense (NCRAD) program. This funding is needed to provide an air
intercept response to potential threats in the National Capital Region airspace,
helping to protect Washington, DC, from airborne attack.

—A total of £17.7 million in funding to support the Radiological and Nuclear At-
tribution and Forensics initiative. The request will enable the Department to
combine information on potential capabilities of terrorist organizations to de-
velop and deploy threat agents with laboratory-based forensics techniques that
determine the source of any nuclear and radiological materials or devices.

—An increase of $3 million for the Office of the Chief Medical Officer to further
strengthen cutting-edge science, technology, and intelligence within the Depart-
ment’s policy-making process. This request, more than doubling resources for
this office, will be used to develop policy driven initiatives to ensure that the
Nation and its critical infrastructures are medically prepared for catastrophic
events.

An increase of $10 million to establish an office to oversee chemical site security.
DHS will classify facilities into risk-based tiers, establish security standards for
each tier, and ensure strong safeguards are in place to protect the public disclosure
of any sensitive information gathered by the office.

Strengthen Border Security and Interior Enforcement and Reform Immigration Proc-
esses
Securing our Borders

One of the key elements in fulfilling the Department’s mission is securing the bor-
der, both land and maritime, from terrorist threats and the flow of illegal migration
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and drugs. Under the Secure Border Initiative (SBI) DHS will focus on controlling
the border, building a robust interior enforcement program, and establishing a Tem-
porary Worker Program. SBI, a performance-driven, department-wide enterprise
will make dramatic changes in the border security system. It will cover every facet
of how we sanction, manage, adjudicate, and remove persons caught crossing the
border; deter illegal migration overall; manage immigration violators currently in
the country; and interact with States and localities at the front lines of immigration
and drug trafficking problems.

Funding dedicated to SBI efforts facilitates a complete program encompassing
many administrative, legal, and regulatory actions. Substantial resource enhance-
ments provided in 2005 and 2006 will pave the way for an effective SBI program,
and 2007 will be a turning point towards meeting long-term border security objec-
tives.

Among the key investments in the President’s Budget for SBI is $458.9 million
to increase the Border Patrol Agent workforce by 1,500 agents, bringing the total
of new agents added since 2005 to 3,000 and the overall total number of agents to
nearly 14,000. This increases the size of our Border Patrol Agent workforce to 42
percent above the level prior to the September 11 attacks.

To enhance our ability to protect the Nation’s borders, the Budget includes $100
million for border technology to improve electronic surveillance and operational re-
sponse. In 2006, DHS will solicit and award a contract to complete the transition
from the current, limited-scope technology plan to one that addresses the Depart-
ment’s comprehensive and integrated technological needs to secure our borders.
Funding requested in the 2007 President’s Budget will provide significant procure-
ment investments needed to begin an aggressive deployment plan.

To fund the continued construction of the San Diego Border Infrastructure System
(BIS), we are requesting $30 million. The project includes multiple fences and patrol
roads enabling quick enforcement response and will give the United States full oper-
ational control of the most urbanized corridor of our border with Mexico.

The Tactical Infrastructure Western Arizona (TIWAZ) is a critical multi-year
project that will deploy approximately 84 miles of vehicle barriers and improve 150
miles of access and maintenance roads. The Budget includes $51 million for the de-
ployment of this tactical infrastructure in Arizona which will enable the construc-
tion of 39 miles of permanent vehicle barriers.

To support the detention and removal of at least another 100,000 apprehended
persons annually, the budget includes over $400 million for an additional 6,700 de-
tention beds and associated staffing and other expenses. This would bring the total
number of beds to 27,500 in 2007. A key element of SBI is replacing a “catch and
release” protocol for captured aliens with a “catch and return” process, requiring a
substantial expansion of bed space. In addition, new bed space will be used to re-
turn criminal aliens upon release from State and local prisons, and address the
problem of alien absconders defying orders of removal.

The budget also includes $41.7 million for ICE worksite enforcement, to add 206
agents and support staff for this effort. A strong worksite enforcement program that
continues to expand will send a strong deterrence message to employers who know-
ingly hire illegal workers; reduce economic incentive for illegal immigration; and
help restore the integrity of employment laws.

An additional $60 million is requested for ICE Fugitive Operations apprehension
teams, adding a total of 18 teams, to a planned level of 70 teams nationwide. In
addition to shoring up our borders and improving workplace oversight, the Depart-
ment will continue to increase efforts to catch the estimated 450,000 absconders
around the country—a level that is growing every year.

Outside of core SBI programs, the request level includes funding for other vital
border security programs to include:

—An increase of $62.9 million over fiscal year 2006 for total funding of $399.5
million is requested for US VISIT, a critical element in the screening and bor-
der security system towards ensuring better border security in a post-Sep-
tember 11 environment. Included in the US VISIT initiative is $60 million in
new resources to improve connection of information between DHS IDENT sys-
tem and DOJ TAFIS fingerprint system.

—CSI & C-TPAT. The request continues to support the Container Security Initia-
tive (CSI) and the Customs Trade Partnership Against Terrorism (C-TPAT),
which are critical in the prevention and deterrence of Weapons of Mass Destruc-
tion (WMD) and other dangerous or illegal material importation. The Budget re-
quests $139 million for CSI to pre-screen inbound cargo at over forty foreign
ports and $55 million for C-TPAT to review and improve the security of partner
organizations throughout the cargo supply-chain.
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Reform and Modernization of Immigration Management

As Congress and the Administration collaborate to reform the immigration system
in addition to improving border security, it is critical that the Department is ready
to effectively manage any reform and implement a sustainable immigration manage-
ment system.

Among other things, the Budget includes resource initiatives for worksite enforce-
ment, fugitive operations, employment verification, and U.S. Citizenship and Immi-
gration Services (USCIS) business transformation efforts.

The request includes $135 million for the operation and expansion of the USCIS
Systematic Verification for Entitlements (SAVE) program which provides immigra-
tion verification services to State Departments of Motor Vehicles and other Federal
and State agencies, and to expand and enhance the current Basic Pilot program to
be ready to support a mandatory national electronic employment authorization
verification system. The current Basic Pilot program is a voluntary electronic
verification program enabling an employer to confirm the employment eligibility of
newly hired employees.

The President’s Budget seeks a total of $112 million in fee and discretionary re-
sources within USCIS to accelerate comprehensive reform and automation of exist-
ing business processes, including the modernization of critically needed information
technology and actions to sustain improvements achieved in reducing the immigra-
tion processing backlog.

Finally, as USCIS transforms its business processes, redesigns its forms, and im-
proves service delivery and value to its customers, the agency will reform its fee
structure to ensure the recovery of operational costs in line with Federal fee guide-
lines. Currently, application fees are not optimally aligned with the cost of each ap-
plication, and improvements must be made for the long term to more effectively link
regular and premium fees to specific service levels. This effort becomes even more
important as USCIS operations are automated, forms are reduced and simplified,
and USCIS prepares to take on substantial new activities including a Temporary
Worker Program. The Department will continue to assess business model options for
implementation of the TWP as consideration of the proposal moves forward in the
Congress.

IMPROVE MARITIME SECURITY AND CREATE BETTER TRANSPORTATION SECURITY
SYSTEMS TO MOVE PEOPLE AND CARGO MORE SECURELY AND EFFICIENTLY

A core objective in establishing the Department was to strengthen the overall se-
curity capability of the Nation’s transit systems and maritime security. Terrorist at-
tacks on international transit and national maritime systems have driven the De-
partment to implement rigorous security measures for the Nation’s systems. The
2007 President’s Budget request includes initiatives that continue to support the ob-
jectives of the Aviation and Transportation Security Act, which was enacted to
strengthen the transportation system and ensure the freedom of movement for peo-
ple and commerce, by securing America’s transit system from terrorists, criminal
threats and attack; and the Maritime Transportation Security Act (MTSA) of 2002,
which was enacted to secure U.S. ports and waterways from a terrorist attack.

A total of $4.7 billion is requested to support TSA’s Aviation Security efforts. Of
this amount, $692 million will continue support the deployment and maintenance
of Explosive Detection and Electronic Trace Detection Systems which provide a
higher probability to detect a wider range of explosives, and are critical to finding
threats in transportation venues and eliminating their destructiveness.

The President’s 2007 Budget also proposes to replace the two-tiered aviation pas-
senger fee with a single, flat security fee of $5.00 for a one-way trip with no change
in the overall fee that may be charged on a one-way ticket. This is consistent with
the screening process whereby you only pass through security once. The Budget also
proposes to collect $644 million in air carrier fees ($448 million for fiscal year 2007
plus $196 million owed from fiscal years 2005 and 2006). This is based on a General
Accountability Office (GAO) estimate of what is reasonable.

The Budget also seeks resources for the Domestic Nuclear Detection Office
(DNDO) to support next generation technology to secure our transportation system.
For example, a total of $30.3 million is requested to fund the Cargo Advanced Auto-
mated Radiography Systems (CAARS) Development initiative. The DNDO will exe-
cute the program developing advanced active-imaging radiography systems for cargo
inspection at the Nation’s ports of entry. The CAARS program will significantly im-
prove throughput rates of imaging systems specifically designed to identify con-
cealed nuclear materials threats.

Funding of $157 million for the Radiation Portal Monitor Acquisition initiative
will secure next-generation passive detection portals for deployment at official ports-
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of-entry to expose attempts to import, assemble, or transport a nuclear explosive de-
vice, fissile material, or radiological material concealed within cargo or conveyances
and intended for illicit use. Consistent with the global nuclear detection architec-
ture, the deployment strategy will be mutually developed by the DNDO and CBP.

The Budget also seeks an increase of $12 million to support staffing needed by
CBP to support the deployment of weapons of mass destruction systems deployed
through DHS procurement programs. This increase will fund 106 positions and en-
sure CBP will have dedicated personal to resolve alarms from RPMs to conduct radi-
ological examinations at our Nation’s busiest seaports.

For the U.S. Coast Guard, the President’s fiscal year 2007 Budget requests a total
of $934.4 million for the Coast Guard’s Integrated Deepwater System (IDS), which
is $10.7 million above the fiscal year 2006 funding level. The Deepwater funding
will continue the IDS acquisition of: the fourth national security Cutter (High En-
durance Cutter replacement); the first Fast Response Cutter (Patrol Boat replace-
ment); and additional Maritime Patrol Aircraft (MPA). In addition, it will establish
a second MPA-equipped air station; complete the re-engineering of the HH-65 heli-
copter, and significantly enhance legacy fixed and rotary wing aircraft capabilities.
IDS Command, Control, Communications, Computers, Intelligence, Surveillance and
Reconnaissance (C4ISR) upgrades to the USCG cutters, boats and aircraft will en-
hance maritime domain awareness and are critical to the achievement of an inte-
grated, interoperable border and port security system.

In addition to the C4ISR upgrades as part of IDS, $6.4 million is requested to
support a number of initiatives to enhance Maritime Domain Awareness, including
the necessary field infrastructure to expand SIPRNET capability support, which will
protect Coast Guard systems from exploitation, and also provide prototype Sector
Command Centers (SCC) and Joint Harbor Operation Center (JHOC) operations
support. $11.2 million is requested to continue implementation of Nationwide AIS
to significantly enhance the ability to identify, track and exchange information with
vessels. The fiscal year 2007 budget requests $10.6 million to build off prior years’
efforts to improve MDA, including operation and maintenance of the Maritime
Awareness Global Network, as well as the deployment of 80 Nationwide AIS receiv-
ers and transmitters. Additionally, the $39.6 million requested for Rescue 21 will
continue deployment throughout the country, providing a State of the art distress
and response communications system.

Finally, the Department seeks a total of $4.8 million for the Coast Guard’s Mari-
time Security Response Teams (MSRT). Established to deter, protect against and
rapidly respond to threats of maritime terrorism, the MSRT initiative expands upon
the prototype Enhanced Maritime Safety and Security Team that was established
by re-allocating base resources in fiscal year 2006. The unit will be capable of main-
taining response readiness in the event of domestic maritime terrorism incidents.

Enhance Information Sharing with our Partners

The ability to share information with State and local partners, the private sector,
law enforcement, and first responders is critical to the Department’s success, and
promotes greater situational awareness. DHS is prepared to enhance and maintain
interoperability for information sharing purposes to ensure a seamless capacity to
share information during national emergencies and to execute its daily mission of
detecting and preventing potential terrorist activity.

In support of this effort the Budget includes an increase of $45.7 million, 18.1 per-
cent over fiscal year 2006 funding, for activities of the Analysis and Operations Ac-
count to fund the Office of Intelligence and Analysis (I&A) and the Directorate of
Operations. I&A leads the Department’s intelligence and information gathering and
sharing capabilities by ensuring that information is collected from relevant field op-
erations and critical participants in the intelligence community; analyzed with a
mission-oriented focus; and disseminated to the appropriate Federal, State, local,
and private sector partners.

The Directorate of Operations distributes threat information ensuring operational
coordination Department wide; coordinates incident management activities; uses all
resources within the Department to translate intelligence and policy into immediate
action; and provides oversight of the Homeland Security Operations Center, the Na-
tion’s nerve center for information sharing and domestic incident management on
a 24/7/365 basis.

To support the Infrastructure Transformation Program (ITP), the Budget proposes
an increase of $36.3 million. This increase will provide a highly reliable, secure, and
survivable network infrastructure and data center environment to improve informa-
tion sharing, more effectively securing the homeland while reducing redundant in-
vestments. ITP will integrate the IT infrastructures of the 22 legacy components of
the Department into “One Infrastructure” which includes the creation of one secure
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network; the establishment of common and reliable email communication; the re-
structuring of helpdesks and related services; the reduction in number and trans-
formation of the data centers; the standardization and modernization of the desktop
workstation and site services environment; and voice, video and wireless infrastruc-
ture modernization.

The Budget also includes an increase of $9 million for Data Center Development.
The Department will continue the integration of its IT infrastructure “Dual Active/
Active Data Centers” that provide a foundation for information sharing and agile
responses to threats against the homeland. The Data Center Development activity
plays a central role within the ITP, supporting the Department’s strategic planning
priority of “Stronger Information Sharing and Infrastructure Protection.”

Strengthen the DHS Organization to Maximize Mission Performance

Sound financial management of the Nation’s resources is critical to maximizing
mission performance for the Department. The President’s Budget aligns the Depart-
ment’s request according to a risk-based allocation method, channeling the Nation’s
resources into the areas that will most effectively accomplish the mission of the De-
partment. Successful mission performance is driven by developing human capital,
executing efficient procurement operations, and possessing state-of-the-art informa-
tion technology resources.

A key enhancement to the Budget includes an increase of $12.6 million to improve
financial management department-wide. This includes funding to improve DHS’ in-
ternal controls over financial reporting, as required by Public Law 108-330, the De-
partment of Homeland Security Financial Accountability Act; analyze opportunities
for further functional consolidation of segments of Departmental financial manage-
ment; support the Department’s plan to achieve an unqualified audit opinion with
no material weaknesses; produce financial data that is timely, reliable, and useful
for decision-makers in their mission to properly allocate resources to protect the Na-
tion; and help protect against waste, fraud, and abuse.

A total of $18 million is requested for the eMerge2 (electronically Managing enter-
prise resources for government efficiency and effectiveness) program. eMerge2 will
continue to consolidate accounting providers and systems in the Department by
matching components positioned to become service providers with those in need of
new systems. eMerge2 will invest in system enhancements, integrate systems, and
build tools to consolidate financial data, ensure accountability, and provide timely,
reliable information for decision making.

In addition, we propose an increase of $41.8 million for the Office of the Chief
Human Capital Officer to continue implementation of the Human Resources System
Initiative—MAXHR, a market and performance-based compensation system that re-
wards employees for their contributions to the mission of the Department, not lon-
gevity.

The Department has identified organizational performance deficiencies in the cur-
rent procurement process and will implement comprehensive modifications to pre-
vent fraud and misuse; and ensure effective delivery of services and proper procure-
ment and contracting procedures. For this effort, we propose an increase of $27 mil-
lion throughout the Department to improve acquisition operations.

Finally, the Office of Policy requests an increase of $8.1 million to provide funding
to support DHS participation on the Committee on Foreign Owned Investments in
the United States under the Policy office; expand duties of the International Affairs
office; enhance capabilities of the Homeland Security Advisory Committee (HSAC)
to work with private sector stakeholders; and increase efforts to oversee immigra-
tion and border security related initiatives.

CONCLUSION

The fiscal year 2007 budget proposal reflects this administration’s ongoing com-
mitment to protecting the homeland and the American people while ensuring the
Department has the resources we need to achieve our critical mission. The budget
builds upon past success and accomplishments, reflects risk-based, outcome-driven
priorities, and supports the key imperatives under our Second Stage Review.

We will continue to work with Congress to ensure that our short and long term
priorities are adequately funded—including border security, preparedness, strength-
ening FEMA, and enhancing chemical security. I look forward to continuing our
partnership with you to ensure funding priorities are met so that we can continue
to protect the homeland and the American people.

Thank you for inviting me to appear before you today. I look forward to answering
your questions and to working with you on the fiscal year 2007 budget and other
issues.
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REPORTED DHS RESERVATIONS ABOUT THE DUBAI PORT DEAL

Senator GREGG. Thank you Mr. Secretary and obviously your
statement will be put in the record, and I appreciate the back-
ground on the ports because it’s a sophisticated system you’re try-
ing to put in place. However just to clarify the record here, there’s
been reports that when the initial review of the Dubai situation
came through that the dissenting agency immediate approval was
the Homeland Security Department. Then there have also been re-
ports as we have read, that the Coast Guard had specific concerns
which may have been applied generally to other issues but in this
area was particularly in response to Dubai? Is that correct? Did the
Homeland Security Department initially object or raise opposition
in any way to the immediate approval, or the approval of this—

Secretary CHERTOFF. I think the way that gets reported reflects
a misunderstanding of the process. First of all the Department of
Homeland Security and all the departments generally in this proc-
ess, there’s an ongoing discussion. It doesn’t—it’s not like a formal
vote to start the process. It’s more like a jury ballot; you know it
takes a lot of votes. As I think Assistant Secretary Baker has indi-
cated previously DHS raised certain concerns and the agreement
by everybody was those concerns ought to be addressed through as-
surances and safeguards which the company agreed to. Those as-
surances and safeguards satisfied us and everybody else on the
committee that any concerns that were on the table about the im-
pact of this on port security would be adequately—more than ade-
quately addressed. Because it gave us total visibility into who the
people were who were going to be over here; a total ability to insist
upon adherence to the highest security standards we impose any-
where; and an ongoing ability for us to monitor compliance. So I
think with these elements in place and I don’t think there was any
substantial disagreement about going forward and getting these
elements. But with these elements in place, we were certainly sat-
isfied that we had everything that we needed, the Coast Guard was
satisfied that there was nothing more that they wanted to get in
terms of assurances. As I say, we did get the benefit not only of
use of our own intelligence component, but the community takes a
position, and, of course, each department has its own intelligence
element. And the final thing I would say is, this was not an un-
known company to us. Customs and Border Protection has worked
with this company for several years, including overseas and that
obviously was a significant comfort level in terms of our assess-
ment of the transaction.

Senator GREGG. That being said why is the administration’s posi-
tion now that they’re willing to delay further. It sounds like you
have all the information you think you need.

Secretary CHERTOFF. Well again, I want to make sure we're accu-
rate. It’s been announced publicly, although I haven’t seen that the
letter has come in yet, that the company has indicated the intent
to send a letter asking us to begin a 45 day investigation. I don’t
know that that’s ever happened before. Whether it has or it hasn’t,
if we were to receive such a letter and I haven’t seen it yet, I an-
ticipate we would honor the company’s wishes. I understand that
there’s clearly an issue of being transparent, of assuring Congress
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and the public that what we’ve done is a thorough vetting. It’s not
only that we have to do the right thing; we have to be seen to have
done the right thing. So if the company wants us to pause and un-
dertake this review I see no reason why we wouldn’t do that. But
I don’t think that’s in any sense a concession that somehow we
think we did something inadequately before.

Senator GREGG. I don’t know how much time I have left, let me
turn to Senator Byrd, and I'll come back if there’s time.

CLASSIFIED BRIEFING ON THE DUBAI PORT DEAL

Senator BYRD. For over a week Chairman Gregg’s request and
my request, my staff’s request for a classified briefing have been
rebuffed. The decision to allow Dubai Ports World to operate termi-
nals in six of our major ports was done without consultation with
the Congress. It was done without consultation with the State and
local governments near the ports. It was done without notifying the
Congress. Would you commit to provide the subcommittee with a
classified briefing this week?

Secretary CHERTOFF. Yes.

Senator BYRD. Including providing the community intelligence
analysis that was used to make the decision?

Secretary CHERTOFF. Well whatever—I don’t know the exact ele-
ments of the briefing that we do, but as far as I'm concerned we
will—in the context of a classified briefing give you whatever—the
reason I hesitate is I don’t own that document. And I can’t commit
to provide a document that I don’t own. Certainly my Department
will provide a briefing and whatever classified documents, our De-
partment documents can be part of that briefing.

DHS REQUESTED TO GARNER ADMINISTRATIVE SUPPORT OF THE
CONGRESSIONAL BORDER SECURITY INFRASTRUCTURE INITIATIVE

Senator BYRD. The budget that you are presenting today finally
gets the administration and your Department fully behind the bi-
partisan congressional desire to secure our borders. This effort
started with the amendment that Senator Craig and I offered
through the Iraq war supplemental with the support of our Chair-
man, Senator Gregg. Congress has taken the lead in hiring more
border patrol agents and immigration enforcement officers and in
providing more detention capacity. I'm hopeful that this budget re-
quest is the first year of a multi year effort at gaining true security
of our borders.

To continue that effort, 2 months ago, Chairman Gregg at-
tempted to secure an additional $1.1 billion for border security in-
frastructure. I supported his effort at that time, to make sure that
the agents and investigators that we’re hiring have the tools to do
their jobs. I continue to support him. I see no reason to wait an-
other 7 months for the fiscal year 2007 budget. Now will you com-
mit to us today to reach out to the White House and the House Re-
fpublé?can leadership, to get their support for Chairman Gregg’s ef-
orts?

Secretary CHERTOFF. Well I am always more than happy to com-
mit to taking back to my colleagues in the administration and any-
where else advice from this committee about how we ought to pro-
ceed. I mean we are strongly committed to a comprehensive strat-
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egy at the border which includes not only additional personnel, and
we have 1,500 thanks to Congress’ action last year. We're in the
process of getting them trained and deployed, we have 1,500 in this
budget we are working on a comprehensive technology package
through our secure border initiative which would allow us to actu-
ally start acquisition later this fiscal year of an integrated ap-
proach to using technology as a tool at the border.

Senator BYRD. Does that mean that you will commit to reach out
to the White House and to the House Republican leadership to get
their support for Chairman Gregg’s efforts?

Secretary CHERTOFF. It means I will be always happy to reach
out and discuss with great seriousness the—this committee’s effort
to make sure we have adequate funding at the border. I think it’s
consistent with this budget. I think it’s consistent with our strat-
e}%y, and I look forward to working with this committee in doing
that.

Senator BYRD. So the answer is yes?

Secretary CHERTOFF. I've been about as clear as is in my capa-
bility to be. I will certainly carry this committee’s message back
and have a very serious discussion about what this committee
thinks is appropriate which I think is consistent with what our
views are.

Senator BYRD. So it’s yes, maybe.

STRENGTHENING MARITIME SECURITY

Your budget embraces the bipartisan congressional effort begun
in the fiscal year 2005 emergency supplemental for security at our
land borders. The administration is promoting what it is calling the
Secure Borders Initiative. But the initiative makes no mention of
securing our wide open waterways and coastlines from illegal mi-
gration. When you strengthen security at the land borders those
who wish to enter this country illegally will pursue other entry
points. The administration’s own national strategy for maritime se-
curity States, that, and I quote, “as security in our ports entry at
land border crossings, at airports continue to tighten, criminals and
terrorists will likely consider our relatively undefended coastlines
to be less risky alternatives for unlawful entry into the United
States.” Unfortunately your budget fails to address the future
weakness. The Coast Guard’s Deepwater budget is flat as far as
the eye can see. The Coast Guard needs a 21 century fleet of ships
and planes. Unfortunately they have a fleet fit for the last century.
The Coast Guard’s fleet of cutters is currently the 37th oldest of
world’s 39 like size naval fleets. The Coast Guard Commandant
has testified that Coast Guard ships and planes are in a declining
readiness spiral. Under your Deepwater budget, the acquisition of
new planes, helicopters and ships won’t be completed until 2026.
Twenty years from now, so the rest of you will have to look after
that. Given these concerns, how can it be that you are satisfied
with the Deepwater budget?

Secretary CHERTOFF. Well Senator, first let me say that we fully
agree, in fact, part of our operational planning in terms of border
security reflects an understanding that we’re going to get more
pressure at our coastal borders as we tighten up on our land bor-
ders.
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Senator BYRD. Are you satisfied with the Deepwater budget?

Secretary CHERTOFF. I am. We've got almost $1 billion in this
year’s budget. And a significant amount of money in Coast Guard’s
budget directed at re-engineering assets so that we take helicopters
that may be old, but we really outfit them with brand new engines
and brand new avionics. I also want to point out that the budget
this year includes a 15, 1-5 percent increase over last years levels
for Coast Guard’s supports, waterways, and coastal security pro-
gram. That’s an additional $274,000 million for this kind of coastal
security.

Senator BYRD. I believe I've overrun my time.

Secretary CHERTOFF. So we are actually putting increased money
precisely into Coastal security area of Coast Guard.

PASSCARD TECHNOLOGICAL INFRASTRUCTURE

Senator BYRD. I'll wait my turn.

Senator GREGG. Senator Allard.

Senator LEAHY. Mr. Chairman? I wonder if Senator Allard would
be willing to let me go first. And I realize that normally you’d go
next, but I've just been told that I have to Judiciary, and I wouldn’t
get a chance to question otherwise.

Senator ALLARD. I'd be glad to yield to the chairman from
Vermont, and I would assume that I would be called on next.

Senator LEAHY. I thank my friend showing his usual courtesy
and Mr. Secretary, I mentioned this briefly when you came in. A
lot of people asked you about ports, we don’t have ports in Vermont
we do border with a great and good friend of the United States,
Canada. And we're like many border States we’re highly skeptical
about the development of the border crossing card. The so called
“Passcard.” I understand that you have some legislation you've
paged. But I would suggest that we—to be looking for different leg-
islation and you should be leading that charge.

Aside from whether it’s good policy or not, we’ve got an economic
and cultural train wreck on the horizon, these cards are threat-
ening all kinds of bottlenecks along the most efficient, safest, and
longest border in the world certainly, the longest unguarded bor-
der. And I'm concerned about it. DHS and the State Department
are promoting two different technological infrastructures for the
card. DHS is promoting an open UHF design, that’s what we do to
track freight pallets. If it’s open—if this open standard is adopted
and is not secure, it may actually reduce safety on the border, not
only is it less secure, it’s completely different than what Custom
and Border Patrol is installing now to read information off of chips
with the new E-Passport. So it looks like they have to have one set
of technology for that, a separate technology for less secure items,
and they could be easily stolen. It’s become very, very confusing but
it also ignores something else. The northern border is not our
southern border. Our situation with Canada, our largest trading
partner is much, much different than it is with our southern bor-
der. It disregards our Canadian friends and neighbors. I think it’s
counterproductive. I think along in our State people have families
on both sides of the border. The difficulty is going to be in crossing,
I think it’s going to create certainly in my State, it will create enor-
mous costs but I don’t see where it does anything for our security.
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So my question is, why are you supporting this ultra high fre-
quency standard, the same thing we do on commercially tracking
pallets on a truck? Why not support the standard that is being
used on E-Passports? It seems like everybody’s going off in dif-
ferent directions, it was probably a dumb idea in the first place,
but it just gets worse.

Secretary CHERTOFF. Well let me answer Senator by saying first
of all I don’t think a decision’s been made, in fact what I've said,
and I've talked to Secretary Rice about this, I think we’ve both
agreed and I think we've announced it, is that we actually ought
to migrate to a common standard. I would be very surprised and
dismayed

Senator LEAHY. Well you're sure not going in that direction now,
you’re going in an entirely different one.

Secretary CHERTOFF. Well, I mean if there are people who think
they’re going in a different direction, maybe the final decision
hasn’t been made. I'm pretty committed to going in a single direc-
tion. Meaning, I want to have a chip, some kind of an RFID chip
that is compatible. Whether we do it in a passport, or an border
crossing card, or in some other kind of card.

Senator LEAHY. Well, but Canada is not moving on something
like this. I mean you're talking about doing this by January 1,
2008. Is that even realistic? If you don’t have a common technology
now, I mean how realistic. Have you even asked for money to get
a common technology? I mean I can just see a complete screw up
on the border come January 1, 2008. Certainly our closest friend
iI;1 t(l)lis hemisphere is going to be like what happened? Are we pari-
ahs?

Secretary CHERTOFF. Well first of all, you know we’re facing a
legislative deadline, and I think we have an obligation to make the
deadline. We have money for——

Senator LEAHY. But you haven’t reached a common technology
yet, how are you going to do that?

Secretary CHERTOFF. We've actually been in discussion with the
State Department. And I think we announced a few weeks ago that
we actually do have—we are working toward a common technology,
so I will take back certainly your concern, if people are sending you
a different signal.

Senator LEAHY. Well take back this concern too Mr. Secretary,
frankly as a life long Vermonter I live an hour’s drive from the Ca-
nadian border, as one who actually has relatives in Canada, who
understands the economics of dealing with Canada, this is a
cockamamie idea. I can show you dozens of places where if a ter-
rorist wanted to get through they could get through with or with-
out this. But I can show you where law abiding people in the
United States and Canada will be shut off from visiting out of this
country. It seems like almost doing something for the sake of doing
something, not really to protect us.

Secretary CHERTOFF. Well, I do need to push back on that a little
bit. Right now, what we use for identification crossing the borders
is not particularly as useful. I mean, we get all kinds of documenta-
tion. We do ask for documentation, unless were to waive all identi-
fication requirements, and just let people come and go willy-nilly.
It seems we owe the American public at least the kind of identifica-
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tiog document that is biometric and that is secure. It doesn’t have
to be—

Senator LEAHY. I've crossed that border without being asked for
identification.

Secretary CHERTOFF. But I have to tell you with respect Senator,
so did Ahmed Ressam, he crossed the border, but for the—

Senator LEAHY. And he got caught.

Secretary CHERTOFF. Well he did, but you know if it hadn’t been
for an alert Customs and Border Protection person, he would have
blown up Los Angeles Airport, and then we would have had a 9/
11 dCommission to talk about why we didn’t have identification
cards.

Senator LEAHY. Why not work on something with the Canadians.
You can’t even come together with our own State Department, can
you get together with the Canadians?

Secretary CHERTOFF. Well we are more than happy—first of all
we are getting together with the State Department, we are more
than happy to work with the Canadians. Look, let me tell you what
our end State vision here is. Essentially a driver’s license type of
card. With an RFID chip that works the way proximity readers
work all over office buildings in this city that is inexpensive, that
is compatible whether it’s issued out of Canada, or Mexico, or the
United States. I believe we can do this. We’ve got a prototype in
the works, I completely endorse the idea of a common technology
and—or at least a compatible technology and not going off in two
separate directions. If there are people in the Department who
think they’re going to proceed in a different direction, I will cer-
tainly address that. I think it’s doable. I think we’re legally obliged
to it. And I think it actually is a good thing to do.

Senator LEAHY. Well thank you Mr. Chairman. And I thank Sen-
ator Allard, and I will obviously submit some questions for the
record, and I hope they don’t go into a deep dark hole. I hope some-
body well actually answer them. It would be nice I mean. This is
always unprecedented, but nice. Thank you.

PORT SECURITY

Senator GREGG. Senator Allard.

Senator ALLARD. Thank you Mr. Chairman. I want to thank you
for holding this important hearing. And likewise I'd like to thank
the Secretary for taking time to appear before the committee. I'd
also recognize that the Department of Homeland Security, a new
department was called to duty in important, challenging and un-
precedented ways last year. And I think I want to recognize in a
public way that there were a lot of employees of the Department,
you have over a 180,000 who did their job, and they did it well, and
I want to commend them for that.

Now during the course of the year we learned that there are
some areas where the Department excels and we learned that there
are some areas where it needs improvement. That’s why I think
this hearing is so very important, so we can pursue some of those.
I want to follow up a little bit on the port question. I have some
security concerns. Not so much in the short term, but in the long
term. You know that part of the world, all those countries together,
have not proven to be sterling examples of how you recognize ter-
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rorists and how you control them from getting into your operation.
Are you comfortable with how—there’s going to be turnover in that
company, and are you comfortable with how new personnel may
come into that company, the kind of background checks and every-
thing that they may be required to do, and whether there is going
to be something that, over time, could assure the American people
that this may not convert over to where you have a terrorist or two
infiltrate the organization?

Secretary CHERTOFF. I am, Senator. And let me explain why for
a moment. The change that is being envisioned here, is the change
in the port terminal operator in the United States of America. Ob-
viously foreign ports are always operated by foreigners, because
they’re in foreign countries. In terms of the workforce, first of all
we will know any change in management, or any change in per-
sonnel. We'll have the opportunity to check them against our watch
lists, or even require a more in depth background check. With re-
spect to the longshoreman force that actually is generally handled
by a hiring hall. Those are not regular employees of the port ter-
minal operator, they are hired everyday based on the way the
union, or if it’s not a union, the non union halls send people. So
those aren’t going to be regular employees of the company, many
of them are background checked according to the ports. We're actu-
ally going to take some steps in the near future to increase the
level of background checking.

And finally, if there is a desire on the part of the company, and
this is not just this company, any overseas company. If any over-
seas company wants to send people into the United States to man-
age operations here, they've got to get a visa. Which means we're
going to check them, we’re going to determine that we’re com-
fortable with them. We're going to run them against our watch
lists. We're going to do what we would do anytime somebody wants
to come and work in the country. So contrary to some of the report-
ing, the company, no foreign company has the ability on its own to
decide they're going to send somebody to the United States to work
in a port without our knowing about it and approving it as part of
the visa process.

FISCAL ACCOUNTABILITY MECHANISMS TO MINIMIZE SPENDING, WASTE
AND FRAUD

Senator ALLARD. I'd like to move on, I think we’ve covered that
issue, perhaps enough. But we’ve provided, meaning the Congress,
has provide $87 billion, and dollars already allocated in addition to
that. The Department’s requesting additional $19.8 billion to meet
what they described as emergency needs. Anytime you have a large
outflow of dollars there’s bound to be some waste. I'm interested in
knowing what kinds of mechanisms you put in place to try and
keep the waste down to a minimum, try to keep fraud down to a
minimum, so that we have some accountability, as we move for-
ward in the spending.

Secretary CHERTOFF. We have an oversight board in place a
Katrina Oversight board, in place to look in general at the gulf and
how we're spending money. From the very beginning of this post
Katrina effort, really the first week, we got the IG involved right
up front in terms of helping us try to design programs that we
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thought would minimize the amount of fraud and waste. We recog-
nized that particularly in the initial weeks when there was a real
sense of emergency and crisis, we might have to bend some of the
normal rules, because people were literally thrown out of their
houses with barely the clothing on their back. But we've got an
oversight board in place now. The IG, I think, has established a
separate Assistant I.G., Inspector General, simply for the purpose
of dealing with the Katrina—

Senator ALLARD. And have they been submitting reports to you
on a regular basis?

Secretary CHERTOFF. They submit reports to the Inspector Gen-
eral, and I will get from the Inspector General, reports about what
the status of this is. And of course Congress will as well.

Senator ALLARD. So you’ve been getting those?

Secretary CHERTOFF. I don’t know if I recall personally seeing
one, I know the Inspector General has been getting them, and I've
been getting oral reports, and reports about particular problems
that have been arising.

Senator ALLARD. Has he pointed out some flaws and perhaps
maybe some corrections that needed to be made?

Secretary CHERTOFF. The Inspector General has; some of the
flaws he’s pointed out have been publicly revealed. We are taking
steps trying to correct those, frankly some of the steps require us
to address in advance of this hurricane season, contracting so we
get some of the things in place before we actually get into the
emergency situation. And you know, I consider the Inspector Gen-
eral a part of our management team, in a sense, that we take very
seriously his suggestions. And in particular the Deputy Director of
FEMA who is responsible for the gulf, is really tasked to work very
closely with the oversight board and the Inspector General for the
gulf in terms of making sure we are constantly monitoring these
things.

Senator ALLARD. I know my time has expired, if I could just—
I want to follow up this. Who do we have on that oversight board?

Secretary CHERTOFF. You know as I sit here I can’t tell you the
names of the people, let me get you that list.

Senator ALLARD. Yeah, a list and backgrounds, if you would
please. Thank you Mr. Chairman.

[The information follows:]

KATRINA OVERSIGHT BOARD
UNDER SECRETARY FOR MANAGEMENT: JANET HALE

Janet Hale was confirmed on March 6, 2003, as Under Secretary for Management.
Prior to her nomination and confirmation as Under Secretary, Ms. Hale served as
the Assistant Secretary for Budget, Technology and Finance for the U.S. Depart-
ment of Health and Human Services (HHS), and as chief financial officer and chief
information officer.

Prior to HHS, she was the Associate Administrator for Finance for the House of
Representatives and the Associate Director for Economics and Government at the
Office of Management and Budget, responsible for budget and policy development,
regulatory reform, and financial management for the departments of Treasury,
Transportation, Commerce, Justice, and 25 smaller agencies. Ms. Hale has also
served as the Assistant Secretary for Budget and Programs at the Department of
Transportation, Acting Assistant Secretary of Housing at the Department of Hous-
ing and Urban Development, Vice President with the U.S. Telephone Association,
and Executive Vice President for the University of Pennsylvania.
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She graduated from Miami University in Oxford, Ohio, with a Bachelor of Science
in Education and received a Master in Public Administration from the Harvard Uni-
versity, John F. Kennedy School of Government.

ACTING CHIEF FINANCIAL OFFICER: EUGENE H. SCHIED

Eugene H. Schied is the acting Chief Financial Officer of the Department of
Homeland Security. His permanent position is that of Deputy CFO. Mr. Schied be-
came the Department of Homeland Security’s first deputy chief financial officer in
December 2004. In this capacity, he supports the CFO in the day-to-day manage-
ment of DHS’ budget, financial reporting, working capital fund, resource manage-
ment transformation, performance and planning, and investment review operations.
He is helping to lead the transformation of independent legacy financial manage-
ment operations and systems in DHS into a cohesive corporate entity capable of
achieving and sustaining the highest financial management standards. Mr. Schied
also served as DHS’ budget director from May 2003 until March 2004.

In between his positions at DHS, he was the budget director at the Administra-
tive Office of the United States Courts, which provides budget and financial support
to the Federal Judicial System.

Prior to joining DHS, Mr. Schied was the deputy chief financial officer of the De-
partment of Justice, where he served in the position of deputy assistant attorney
general/controller from March 2001 until May 2003. He first joined the Department
of Justice in 1992 as a Presidential Management Intern, and held various positions
of increasing responsibility within the Department of Justice, including holding the
position of chief financial officer of the Drug Enforcement Administration.

Mr. Schied holds a Master of Public Administration degree from the Ohio State
University School of Public Policy and Management and a Bachelors of Arts in polit-
ical science from the University of Iowa (Phi Beta Kappa). Prior to moving to the
Washington, DC area, Mr. Schied worked for the City of Peoria, Illinois, City Man-
ager’s Office.

CHIEF PROCUREMENT OFFICER: ELAINE C. DUKE

Elaine C. Duke is the Chief Procurement Officer for the Department of Homeland
Security. She provides leadership over the department’s over $11 billion in contracts
and $12 billion in financial assistance programs. Ms. Duke was the department’s
Deputy Chief Procurement Officer from October 2005 to December 2005, when she
assumed duties as the acting Chief Procurement Officer. In January 2006, Ms. Duke
took over the full responsibilities as the department’s second procurement chief. Be-
fore coming to the headquarters, she served for two years as the Deputy Assistant
Administrator for the Transportation Security Administration.

Ms. Duke spent the majority of her career in acquisition with the U.S. Navy. She
completed her final tour with the Navy at the Naval Sea Systems Command in
Washington, DC. She was Director, Office of Contract Policy as well as the Deputy
Director, Hull, Mechanical, and Electrical Division in the Contracts Directorate.
Prior to her tour with Naval Sea Systems Command, Ms. Duke served on the staff
of the Assistant Secretary of the Navy (Installations & Environment), working the
base closure and realignment program.

Ms. Duke also held various positions with the Naval Facilities Engineering Com-
mand. She began her career as a contracting officer for the U.S. Air Force. In addi-
tion to her work in the Department of Defense, Ms. Duke served as the Deputy Di-
rector of Contracting and Property Management for the Smithsonian Institution and
Director of Acquisition and Grant Services for the Federal Railroad Administration.

Ms. Duke has a Bachelor of Science degree in business management and a Mas-
ter’s degree in business administration.

ACTING DIRECTOR OF OPERATIONS: ROBERT F. SHEA

Mr. Shea was named Acting Director of Operations for FEMA in support of Acting
Director Robert David Paulison in February 2006. In this position, Mr. Shea is re-
sponsible for implementing policies and procedures on behalf of the FEMA Director
and overseeing the day-to-day response, recovery, mitigation and preparedness ac-
tivities of FEMA, part of the Department of Homeland Security.

Mr. Shea’s 29-year career in public service has touched on all phases of FEMA’s
emergency management roles including preparedness, response, recovery and miti-
gation along with all areas of functional responsibility including operations, plan-
ning, logistics and administration. Beginning as a FEMA Disaster Assistance Em-
ployee, Mr. Shea has taken successively more challenging roles from program ana-
lyst to branch chief in the former State and Local Programs and Support Direc-
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torate, to division director and then deputy administrator and finally acting Admin-
istrator of the Federal Insurance and Mitigation Administration in FEMA.

In 2004 Mr. Shea was detailed to the Office of the Secretary, Department of
Homeland Security where he confronted the new challenges of the post September
11 environment by supporting the issuance of the National Response Plan, the ini-
tial formation of the Principal Federal Official program, and the implementation
Special Events Program. These responsibilities brought him into contact with each
of the 22 components of DHS.

Mr. Shea resides in Alexandria, VA where he and his wife, Mary Hope, have
raised four daughters, Sofia, Michele, Hope, and Victoria.

INSPECTOR GENERAL: RICHARD L. SKINNER

Mr. Skinner was confirmed as the Department of Homeland Security Inspector
General on July 28, 2005. Between December 9, 2004—dJuly 27, 2005, he served as
Acting Inspector General. He held the position of Deputy Inspector General Depart-
ment of Homeland Security (DHS) since March 1, 2003, the date that the Office of
Inspector General was established.

Prior to his arrival at DHS, Mr. Skinner was with the Federal Emergency Man-
agement Agency (FEMA), where he served as the Acting Inspector General (October
2002—February 2003) and Deputy Inspector General (1996—2002). From 1991 to
1996, Mr. Skinner served at FEMA OIG as the Assistant Inspector General for Au-
dits. In 1998, he received the President’s Meritorious Executive Rank Award for sus-
tained superior accomplishment in management of programs of the United States
Government and for noteworthy achievement of quality and efficiency in the public
service.

From 1988 to 1991, Mr. Skinner worked at the U.S. Department of State (DOS)
OIG. During his tenure at DOS OIG, Mr. Skinner served as a senior inspector on
more than a dozen foreign and domestic inspections and in 1991, Mr. Skinner was
appointed by the Inspector General to serve as the “de facto” Inspector General for
the Arms Controls and Disarmament Agency (ACDA).

From 1972 to 1988, Mr. Skinner held a variety of audit management positions
with the U.S. Department of Justice and the U.S. Department of Commerce (DOC).
Hei began his Federal career in 1969 with the OIG of the U.S. Department of Agri-
culture.

Mr. Skinner holds a B.S. degree in Business Administration from Fairmont State
College and an MPA degree from George Washington University.

DEPUTY INSPECTOR GENERAL: JAMES L. TAYLOR

James L. Taylor was selected as Deputy Inspector General effective October 16,
2005. He previously served as the Deputy Chief Financial Officer (CFO) and Direc-
tor for Financial Management at the Department of Commerce. In this role, he also
acted as Chair of the CFO Council Policies and Practices Committee. Under his di-
rection, the Department of Commerce obtained the first of six clean financial state-
ment audit opinions and reduced material weaknesses from 11 to 0. Mr. Taylor led
the Department’s successful effort to obtain a “green” rating on the Financial Man-
agement Initiative of the President’s Management Agenda.

Prior to his work at Commerce, Mr. Taylor held the position of Deputy Chief Fi-
nancial Officer at the Federal Emergency Management Agency (FEMA), where he
was directly responsible for all financial operations, with expenditures of over $4—
10 billion annually.

Immediately prior to joining FEMA, Mr. Taylor served as Assistant Administrator
for the Federal Insurance Administration, a self-funded activity charged with man-
aging the National Flood Insurance Program, where he was responsible for all fi-
nancial, personnel, facilities, strategic planning and other administrative operations
and policy.

Mr. Taylor has been the recipient of numerous awards for outstanding accom-
plishments, including the Presidential Rank Award for Distinguished Executive in
2004; the Donald T. Scantlebury Memorial Award for Excellence in Financial Man-
agement in 2005; the Gold Medal for Outstanding Achievement in Financial Man-
agement in 2003; and the Director’s Award for Outstanding Achievement in 2000.

Mr. Taylor holds a bachelor’s degree in Political Science/Economics from Old Do-
minion University and an MPA in Finance from the University of Delaware.

SPECIAL INSPECTOR GENERAL: MATTHEW (MATT) A. JADACKI, CPA, CGFM

Mr. Matthew “Matt” Jadacki is the Special Inspector General for Gulf Coast Hur-
ricane Recovery, under the Office of Inspector General, U.S. Department of Home-
land Security (DHS/OIG). He joined DHS/OIG in October 2005. The Gulf Coast Hur-
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ricane Recovery Office focuses on preventing problems through a proactive program
of internal control reviews and contract audits to ensure disaster assistance funds
are being spent wisely

He is also responsible for coordinating the audit activities of other Federal Inspec-
tors General who have an oversight responsibility for the funds transferred to their
respective departments and agencies by the Federal Emergency Management Agen-
cy (FEMA) to assist in the disaster relief efforts.

Prior to joining DHS, Mr. Jadacki was the Chief Financial Officer/Chief Adminis-
trative Officer (CFO/CAO) of the National Weather Service, a component of the Na-
tional Oceanic and Atmospheric Administration (NOAA) of the U.S. Department of
Commerce (DOC). Before the National Weather Service, Mr. Jadacki was the Acting
CFO of FEMA, managing eleven branches with over 200 employees and a $12 bil-
lion budget. Prior to FEMA, he worked in the U.S. Department of State from 1987
to 1991 as an Audit Manager and in DOC as an Operating Accountant/Auditor from
1981 to 1987.

Mr. Jadacki holds a B.S. in Business Management from the University of Mary-
land, College Park, Maryland, and is both a Certified Public Accountant and Cer-
tified Government Financial Manager. He holds memberships in a number of soci-
eties, including the Association of Government Accountants, the American Institute
of Certified Public Accountants, and the Virginia Society of Certified Public Account-
ants.

PASS CARDS

Senator GREGG. Senator Murray.

Senator MURRAY. Thank you Mr. Chairman, and I echo the com-
ments of the chairman and ranking member, we welcome you here.
You've got great people but, Mr. Secretary I'm not very happy
today. I joined Senator Leahy in his deep concern about our bor-
ders. The confusion is incredible. He mentioned a 2008 deadline.
It’s 2007 for ferries. We have people who cross our border on land,
don’t need a passport, get back on a ferry and come back and they
can’t get back in the country because they don’t have a passport.
We're told about these one day passes. This is a whole topic of con-
versation. It isn’t working. And I'm going to be submitting some
questions on that. I want to talk about port security today.

PORT SECURITY FUNDING

You came before our committee last year, we gave you a pass,
you were new on board, but you've got tremendous influence on
this budget that we've been given. And I was curious that your
presentation on sea port and cargo security was fairly long today,
but in your testimony that you provide us last week you didn’t
mention port and cargo security, and that’s been my concern about
the administration since September 11. We hear rhetoric, we do not
see any action. I’ve been calling for a port and cargo security initia-
tives for almost 4 years now, and in a comprehensive plan.

There’s 360 ports in our Nation today. I don’t go to bed at night
thinking that we’re secure in our port system despite the rhetoric
and the nice talk you gave about we look at things overseas. I don’t
feel we’re very secure. And I look at your budget today where
you're cutting back major programs, killing major programs. Port
security program, formula base grants to States, training and exer-
cise, port security grants, I mean I look through this and I say
where’s the money? And I hear you say you take the information
back. Who are you taking it back to? You're the Secretary, and it
should be you standing in front of all of us saying we have to do
this. I just feel like maybe the DP World has kind of brought this
to Nation’s attention. But we have not done enough on port secu-
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rity. Senator Collins has been fantastic, she and I have worked to-
gether to produce a Green Lane Maritime Cargo Security Act, that
is a comprehensive cargo secure regime. We would like to get your
input back on that we’ve been working with everybody. But it has
been very hard to get this administration to put their money be-
hind their talk on Homeland Security. And I for one, again, do not
feel that this Nation is secure when it comes to our ports, our
cargo, and the millions of containers that come in here everyday.

So my first question to you is when are we going to see a com-
prehensive port security plan. Are you going to get behind Senator
Collins and I, are you going to ask for the resources that we need?
We hear the White House say don’t worry about this deal about
UAE DP World because security is being done by our Nation. Yet,
I've had Secretary Ridge before you come before our committee and
others who say Federal Government has done their part on port se-
curity, it’s now up to the private companies who run these ports.
So I hear a really mixed message.

Secretary CHERTOFF. And I think the answer is, I'd like to try
to unpack the different elements of this, because there are several
different elements. I certainly do not believe that the Federal Gov-
ernment is finished with port security and something which I said
last summer, and I think I said it in January, is one of our major
initiatives has to be to push out the security envelope in the supply
chain.

Senator MURRAY. Right, and you outlined that in your testimony
and I know that you say the words. But are you going to get behind
the Green Lane Maritime Cargo Security Act that Senator Collins
and I have written and have worked hard to make sure that we
have a secure regime in place?

Secretary CHERTOFF. I don’t know that I'm in a position right
now to take a definitive position on a particular act. But what I can
tell you is, we’re committed, first of all, to continuing what we're
doing in the overseas, finishing the overseas container security ini-
tiative, but beyond that, moving further down the supply chain.
Just a few weeks ago, I was in conversations with the major ship-
pers to talk about how we can take advantage of the architecture
to get better security as we push further down, even to the point
where things are initially manufactured overseas and start their
way up the supply chain.

Senator MURRAY. I've been hearing that rhetoric for years.

Secretary CHERTOFF. But I have to say, I mean that’s why I went
through the exercise of putting the charts up. I don’t think it’s fair
to say we haven’t made progress. I mean

Senator MURRAY. Well 1 agree with you we have made some
progress, we have the radiation port monitors; we've got some
things in place. We are looking at some of the containers overseas
today. But we don’t have the authority overseas today to stop one
of those containers from being loaded onto one of our cargo con-
t}alingr ships. We have a lot of work ahead, wouldn’t you agree with
that?

Secretary CHERTOFF. I agree we have work ahead. And I agree
in particular we’ve got some

Senator MURRAY. Well and I guess my—and I only have a few
seconds left. My concern is this budget doesn’t reflect the need to
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really focus on cargo and container security and that’s why the red
flags on this whole issue. That’s what really concerns many of us.
I am out of time. I want to have this conversation with you; I
would like to sit down with you. I know Senator Collins would as
well. We need to do more.

Secretary CHERTOFF. I would be happy to do that.

Senator MURRAY. And I would say this, I know my great friend
from Maryland is going to talk about the Coast Guard budget too,
but I'll you what, under this proposal 63 percent of the Coast
Guard budget is directed to Homeland Security. They need the
money. They’re doing a fantastic job out there. I don’t think any
of that should be disregarded. But I look at your budget and I see
that the Coast Guard’s budget on search and rescue is cut $31 mil-
lion, on natural resource protection cut $56 million a total cut from
traditional missions of $87 million. In my home State of Wash-
ington, we count on the Coast Guard for search and rescue, fish-
eries protection, making sure that they are watching our very, very
complex coast line and when all they hear is their only mission is
Homeland Security that doesn’t make our country very strong
when we see 63 percent of their budget now go to Homeland Secu-
rity and they’re losing out on their critical missions, their life sav-
ing missions that are important to State’s like mine and other
coastal States.

Secretary CHERTOFF. I would welcome the opportunity to talk to
you about this. Let me just make a couple of observations. This
year our total amount of port security related funding in the 2007
budget request will be over $3 billion, about $500 million more
than was enacted for 2006. As far as the percentage of Coast Guard
that’s considered Homeland Security funding, I have to say, in
some ways, I mean I always look at all of it as Homeland Security
funding. But one measure of how Coast Guard has performed, and
the fact that we haven’t compromised its other missions, is the
magnificent performance down in New Orleans last summer where
we got more rescues than in several of the previous years, 33,000
rescues and I think that shows——

Senator MURRAY. The Coast Guard does a fantastic job.

Secretary CHERTOFF [continuing]. The capabilities are there.

Senator MURRAY. But they are getting burned out. And that is
a deep concern to many of us in the coastal States. And just so you
know, much of the funds you’re talking about in terms of ports are
legacy funds. You’re not asking for new funding and the Com-
mandant of the Coast Guard said it was going to cost $7.3 billion
over 10 years for our ports just to comply with the Maritime Trans-
portation Security Act. The administration has only asked for $46
million, a tiny part of that. I don’t see how we can continue to do
this, and continue to put the costs on the private companies that
operate our ports and feel secure.

Secretary CHERTOFF. If I can respond to that, I know that every-
one’s out of time. I would simply say this: I mean the private port
owners actually do have to step up to the plate and do some of the
funding, I will tell you for example

Senator MURRAY. But Mr. Secretary that’s exactly what the
President said last week, was that we don’t need to worry we are
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in charge of security. Yet you just said that the private companies
need to step up and do it.

Secretary CHERTOFF. Well in terms of some of the funding sup-
port for example. I don’t see why——

Senator MURRAY. But if it is their funds, then they’re in charge
of it.

Senator GREGG. Senator, we're going to have to move on.

Secretary CHERTOFF. Let me just give you a concrete example. 1
think that we are clearly responsible for the security. On the other
hand, I don’t think we should pay for the fencing for a private com-
pany to build fencing and lighting. I think we ought to make them
pay for it. Now if they don’t pay for it, we ought to penalize them.
There ought to be a mandate, and we do mandate it. We mandate
a lot of businesses have to take certain kinds of precautions to pro-
tect themselves. I think that’s completely consistent with what the
President said, which is we have the responsibility for security, we
have to check it. But that doesn’t mean we’re going to pay private
companies to do what they ought to be doing to protect their own
assets.

PREPARED STATEMENT

Senator GREGG. Senator Mikulski.

Senator MIKULSKI. Thank you very much Mr. Chairman, and
you're the right person to be chairing this committee. I recall you
were the first subcommittee on Appropriations along with the help
of Senator Byrd and Senator Stevens, to hold hearings on ter-
rorism. Well before 9/11 and your keen interest is very much ap-
preciated. Mr. Chairman, I ask unanimous consent that my open-
ing statement be in the record.

[The statement follows:]

PREPARED STATEMENT OF SENATOR BARBARA A. MIKULSKI

Thank you Mr. Chairman. I wanted to start off by saying that Mr. Chairman you
are the right person to be chairing this committee. I recall that you were the first
subcommittee chairman on the appropriations committee along with the help of
Senator Byrd and Senator Stevens to hold hearings on terrorism. You held these
hearings well before the tragedy of September 11. Your keen interest in securing
our homeland and protecting this country from terrorism is very much appreciated.

Good morning Secretary Chertoff. I want to thank you, the Department of Home-
land Security (DHS) and all of the staff at DHS, as well as all of our security agen-
cies, who work so hard to keep this country safe. It’s good to be here with you today
to discuss the President’s fiscal year 2007 budget request for the Department of
Homeland Security.

Last year at this time you had just been sworn in as the new Secretary of DHS.
This past year has certainly been a busy year for the Department. It has been full
of major challenges such as Hurricanes Katrina and Rita, and has been ridden with
major failures. At the top of that list was the failure of the Department and a fail-
ure of our Nation’s emergency response and preparedness to the hurricanes and the
people who were in desperate need of help.

The President’s budget for next fiscal year claims to provide $35.7 billion to the
Department of Homeland Security, which is a 6 percent increase over last year. But
if you take away the President’s proposal to double the airline security tax from
$2.50 to $5, the budget is only a 1 percent increase over last year’s level. This con-
cerns me.

I am pleased that there are small increases to two important grant programs: the
State Homeland Security Grant Program which has been increased by $88.1 million
and the Urban Area Security Initiative Grants which has been increased by $82.5
million. g‘hese are important programs and I am happy to see that both have been
increased.
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However, I am very concerned about the cuts to key first responder grant pro-
grams. The SAFER Act or firefighter staffing grants have been completely elimi-
nated, the Emergency Management Performance Grants was cut by nearly $12 mil-
lion gnd the Law Enforcement Terrorism Prevention Grants have been totally elimi-
nated.

But I want to address three issues specifically with you today about the Depart-
ment of Homeland Security fiscal year 2007 budget: The P&O/UAE Deal and Port
Security, immigration application backlogs for military service members and fire

grants.

First of all, the P&O/UAE Deal and Port Security Grants. I have worked for many
years on the Port of Baltimore, from dredging to port security. So you can imagine
my concern when I learned of a foreign government-owned company taking over the
Port’s operations. I got really angry when no one in the administration seemed to
know about the deal not the President, not the Secretaries of Treasury or Defense
not you.

After further inquiry, I learned that the deal was approved quickly and secretly.
The decision was made behind closed doors by the Committee on Foreign Invest-
ment in the United States, an entity that most Americans don’t even know exists.
The Committee on Foreign Investment in the United States has 12 members: the
Secretaries of State, Defense, Commerce and Homeland Security, the Attorney Gen-
eral, the Secretary of Treasury, and six officials from the White House. The six
White House officials are: the Director of Office of Management and Budget, the
U.S. Trade Representative, the Chairman on the Council of Economic Advisors, the
Director of the Office of Science and Technology Policy, the Assistant to the Presi-
deIllt for National Security Affairs and the Assistant to the President for Economic
Policy.

The decision to outsource our ports was made in only 30 days and I am left with
many questions about the decision. At what level did this Committee meet? Did Sec-
retary Rice, Secretary Rumsfeld, Attorney General Gonzales and Secretary Snow sit
around and decide this? Or was it delegated to the coordinator of the coordinator?
Was the FBI consulted? What about the Director of National Intelligence?

This decision is about national security. The national security threats facing our
ports are real. I have said before that our ports continue to be vulnerable to the
infiltration of terrorists, the use of commercial cargo containers to smuggle chemical
or biological weapons or even a dirty bomb, the intentional sinking of large commer-
cial cargo ships that could result in loss of life and block access to major shipping
channels, and the use of land around the port to stage attacks on bridges, or our
waterfront chemical and oil refineries.

Port operators play a vital role in insuring that these threats do not become reali-
ties. The President tells us not to worry the Coast Guard will continue to protect
our ports. Yet, the Coast Guard is already stretched too thin. They have increased
responsibilities with only slight increase in their budget. The Coast Guard is
charged with protecting 300 ports, more than 3,700 cargo and passenger terminals,
more than 1,000 harbor channels, all of which are spread along thousands of miles
of coastlines.

Our Coast Guard is one of the most efficient and effective of all Federal agencies
weren’t we proud of them following Hurricane Katrina? The Coast was there when
we called on them. We need to ensure that we are there for them and that the Coast
Guard has the assets it needs to been these challenges. The Coast Guard estimates
that more than $5 million is needed for port security improvements. Yet, the Presi-
dent’s budget eliminates funding for the Port Security Grant Program a $175 mil-
lion cut from last year. Our ports are essential to national security and border secu-
rity. I look forward to working with you to ensure the security and viability of the
Port of Baltimore for now and in the future.

Now I want to turn to the issue of immigration application backlogs for men and
women serving in the U.S. military. This is an issue that is close to my heart. Cur-
rently there are over 40,000 non-U.S. citizens serving in the U.S. military today.
Many of them want to be come U.S. citizens but are caught up in red tape and pa-
perwork and immigration backlogs. Today there are about 3,000 applications pend-
ing at DHS for service members applying for U.S. citizenship Spc. Kendell Fred-
erick, an Army reservist from Randallstown, Maryland got caught up in this immi-
gration backlog. His mother. Mrs. Michelle Murphy tried to help him but she got
the run around from immigration about what her son needed to do to complete his
citizenship application. He ended up being killed in Iraq before he could become a
U.S. citizen.

This should not have happened. Mr. Secretary, I want to ensure that the men and
women who have put themselves on the line, fighting for this country are treated
with the respect and professionalism they deserve, including when they are applying
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to become U.S. citizens. DHS should be working to ensure that resources are used
to eliminate the backlogs and improve the information these members receive.

It is crucial that service members and their families receive accurate information
when they call customer service at immigration and that immigration forms reflect
the current state of the law.

That has not always happened and this is why I introduced the “Kendell Fred-
erick Citizenship Assistance Act.” This bill is meant to improve the process for those
men and women fighting for this country to become U.S. citizens. I hope that you
will join me and support this important legislation.

Finally, I want to address another important issue fire grants. We all know that
when tragic events occur in our community, firefighters are always the first on the
scene. The Fire Grant Program offers double value for American taxpayers fire-
fighters get the training and equipment they need to do their jobs safely whether
they are responding to a terrorist attack or a tornado.

FEMA and the National Fire protection Association found that an estimated
57,000 firefighters lack personal protective clothing one-third of firefighters per shift
are not equipped with self-contained breathing apparatus. The Fire Grant Program
supports our firefighters by giving them the equipment and training they des-
perately need. But this is not about new fire trucks and protective gear. It’s about
protecting the protectors and saving lives. So I look forward to working with Mem-
bers of the Committee in addressing this funding shortfall.

Thank you Mr. Secretary and look forward to your testimony today.

Senator MIKULSKI. Mr. Chairman and colleagues, I'm going to
focus on three issues. The Dubai ports, second the issue of immi-
gration where our military who have green cards and how they're
treated in a terrible backlog and number three, the short sighted
funding of our first responders.

DUBAI PORTS

On the reports, Baltimore is one of the six ports affected in this
Dubai deal, so we're pretty much on the edge of our chair won-
dering what it means in terms of port security. Here is my question
Mr. Secretary, youre a member of the committee that’s—the
CFIUS that’s supposed to do this. Do you personally attend the
meetings or do you delegate that authority?

Secretary CHERTOFF. The general procedure, which was also, by
the way, the procedure that was followed when I was at the De-
partment of Justice, and as far as I know is the procedure in every
department is that the—I know the committee does a lot—

Senator MIKULSKI. Do you go or do you delegate?

Secretary CHERTOFF. Well I have to—you’ve got to give me an op-
portunity to answer the question.

Senator MIKULSKI. Well, I've got 5 minutes.

Secretary CHERTOFF. I want to answer the question accurately.
The practice of all departments is, first of all, there aren’t a lot of
meetings where everybody sits around. There’s a lot of telephone
and email. An Assistant Secretary is the level that generally con-
ducts activities. If there is an issue that is raised, it comes up to
the Deputy and to the Secretary. So I have on individual cases
been involved sometimes very deeply

Senator MIKULSKI. Were you involved in the Dubai port?

Secretary CHERTOFF. I was not involved in the Dubai port deal
prior to its—the no objection, going from our department to the
committee.

Senator MIKULSKI. Were you aware of the Coast Guard yellow
flashing lights that they raised?

Secretary CHERTOFF. Well I've read the Coast Guard memo, in-
cluding the classified.
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Senator MIKULSKI. When did you read it?

Secretary CHERTOFF. I read it about a week ago. And I will tell
you I must respectfully disagree with your characterization. I don’t
see it as a flashing light. I have seen countless intelligence reports,
you've got to let me finish. I've seen countless intelligence reports
that quite properly conclude by analyzing what is known, and then
indicating that there are things that are not known. The piece of
this report which was not widely reported yesterday, but was fi-
nally declassified is the Coast Guard’s conclusion in this report.
Which was an early report that DP World’s acquisition of PNO in
and of itself does not pose a significant threat to U.S. assets in U.S.
ports.

Senator MIKULSKI. Mr. Secretary, I read intelligence reports too,
I'm on the intelligence committee. Moving right along here, are you
now going to be personally involved in this 45 day

Secretary CHERTOFF. I strongly suspect I will be.

Senator MIKULSKI. No, I didn’t ask if you suspect, sir.

Secretary CHERTOFF. Of course I will be involved in it.

Senator MIKULSKI. Directly and hands on. Will there actually be
a meeting of this committee where you, Rumsfeld, Secretary Snow,
Attorney General Gonzales, in other words those named will actu-
ally do this. Because it has enormous impact in terms of security,
public confidence, and also relationships with people abroad.

Secretary CHERTOFF. Well I agree with you it’s very important.
I will be personally involved. I'm not going to speak for other Secre-
taries; you'll have to ask them what their degree of involvement is
going to be. I have actually been personally involved in this since
the last couple of weeks when it became clear to me this was going
to become a matter of some controversy. I can’t say that I looked
at every scrap of paper, but I certainly intend to be involved

Senator MIKULSKI. What criteria will be used to determine if
there is a national security——

Secretary CHERTOFF. The same criteria I would use with any
company, any foreign company, or any foreign country. I would
judge the risk, I will look at the assurances that we have obtained
and the guarantees from the company and I will satisfy myself that
these put us in a position to eliminate any material risk with re-
spect to foreign ownership. And in doing that I will certainly con-
sult with the chief intelligence officer in my department, the ex-
perts in Customs and Border Protection and the experts at the
Coast Guard.

Senator MIKULSKI. And will you be coordinating with Mr.
Negroponte, our Director of National Intelligence?

Secretary CHERTOFF. Yes. I will speak to him too.

Senator MIKULSKI. And we’ll look forward to the classified brief-
ing. Is my time up?

Senator GREGG. No Senator, as I said we'll extend your time. We
wanted to make sure you got the questions in, so why don’t you go
on to your next question there, and then Senator Kohl’s next.

MILITARY IMMIGRANT BACKLOG

Senator MIKULSKI. Thank you very much. Mr. Chairman and
Colleagues, I don’t know if you're aware but there are members
serving in our United States military who are not American citi-
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zen’s but possess green cards. They fight bravely, they fight val-
iantly and theyre doing a good job. I had a constituent Kendal
Frederick who actually was in the high school ROTC before the
military. Anyway he was jerked around by immigration services, as
was his mother, saying that his fingerprints didn’t count that he
had given to the military to become a citizen. Well the military
took pity on him, and in Baghdad arranged for him to go get his
fingerprints after Immigration told him he had to return to Balti-
more. You with me? From Baghdad, he would have loved to come
back. He died on his way to getting his fingerprints. So I've looked
into this situation, I've got legislation pending and now this goes
to my question, even though other things have been rebuffed.

Mr. Secretary there are 3,000 men and women fighting who have
green cards that have a back log with your Department. What are
you doing about the backlog?

Secretary CHERTOFF. We discussed this, and first of all I com-
pletely agree with you that we ought to make a special effort with
respect to making sure our service personnel are not held up with
green cards. I wasn’t aware the backlog was 3,000. I'm certainly
prepared to tell you that we should move heaven and earth to put
these soldiers to the front of the line and figure out a way to cut
through the red tape. I've conveyed that direction to Citizen and
Immigration Services, I will certainly be pleased

Senator MIKULSKI. I really need you to insist upon it, and look
at it.

Secretary CHERTOFF. I agree. I'm onboard with that.

DHS ACTIVE DUTY FINGERPRINT VETTING POLICY

Senator MIKULSKI. Number two, the issue of fingerprints. In
other words when you join our military, you're fingerprinted and
you're vetted. We understand that there is now a bottleneck with
your agency accepting the vetting process and fingerprints of DOD.
What is your plan to correct that?

Secretary CHERTOFF. Well I have not heard that there was a
problem with it. If there is an issue with respect to the quality of
the prints, I mean that’s, I guess, an issue we have to address with
DOD going forward. If the prints are of sufficient quality and it’s
just a question of getting them compatible with our databases, we
ought to be able to sold that, particularly because the numbers
aren’t that large.

Senator MIKULSKI. But nothing’s happened.

Secretary CHERTOFF. As I say, I was not personally aware there
was a fingerprint backlog, but I will find out about it.

Senator MIKULSKI. It’s not a fingerprint backlog; it is a policy
that is what’s good enough for the Department Defense to accept
someone to serve our country is not good enough for you.

Secretary CHERTOFF. I mean that doesn’t make any sense to me,
so I agree with you in principle, now as often is the case, when I
go back I get——

Senator MIKULSKI. You get a buzz and I'm tired of the buzz.

Secretary CHERTOFF. Well——

Senator MIKULSKI. We’ve been buzzed.

Secretary CHERTOFF. All I can tell you is, I believe you are cor-
rect. We should be able to use DOD fingerprints. If there is some-
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how a problem with the way the prints are taken, we have to fig-
ure out how to correct that. And we’ll get back to you.
[The information follows:]

DHS’ AcTIVE DUTY MILITARY FINGERPRINT VETTING POLICY

CIS agrees with the Ombudsman’s concept and intent to improve the fingerprint
process for military naturalization applicants, but CIS does not concur with waiving
the fingerprint-based criminal history check at this time.

CIS recently initiated efforts with the U.S. Military and the Federal Bureau of
Investigation (FBI) to reengineer the fingerprint process specifically for active duty
military customers. Several meetings and numerous discussions have occurred ex-
ploring the possibility of waiving the CIS fingerprint requirement by relying on
background checks performed by the military at the time of enlistment as well as
post-enlistment background checks. Unfortunately, each of the four branches of the
military employ independent enlistment processes and, even though a fingerprint
check is conducted at the time of enlistment, post-enlistment background checks are
not routine. Further, the military has confirmed that post-enlistment arrests and
charges are not necessarily known by the military. Therefore, because no measures
are in place with the military to ensure naturalization ineligibility issues of crimi-
nality are identified, CIS cannot concur with waiving the fingerprint requirement.

Though CIS does not concur with waiving the fingerprint check, CIS does recog-
nize of the importance of military service and the special needs of military per-
sonnel. CIS, in conjunction with the military, FBI and Office of Personnel Manage-
ment (OPM), is developing a fingerprint process that will eliminate the need for a
soldier to appear anywhere for another fingerprint appointment. Under this process,
when an application for naturalization is filed, the fingerprints previously collected
by the military at time of enlistment will be forwarded to CIS and resubmitted to
the FBI for an updated check. The details of the process are as follows:

—At time of enlistment fingerprints are collected by the military and forwarded

to the FBI through the OPM

—The FBI performs a criminal history check, forwards results back to OPM, and

the FBI retains the fingerprints in a history file

—Upon receipt of a naturalization application submitted by an active duty mili-

tary member to the Nebraska Service Center (NSC), the NSC will notify CIS
staff at the FBI to request the fingerprints from the FBI for resubmission

—Once retrieved by the FBI, the fingerprints are forwarded to the NSC in hard-

copy format

—NSC converts the fingerprints into an electronic format and resubmits the

prints to the FBI through CIS’ electronic fingerprint system. The fingerprint im-
ages are also electronically stored at CIS

—Fingerprint transaction data and the FBI’s search results are posted in CIS’ fin-

gerprint system and viewable globally

The process improvement described above is only a first step. CIS envisions addi-
tional enhancements as the Biometrics Storage System (BSS) becomes available and
the military considers possible changes at the enlistment stage to automatically pro-
vide fingerprints to CIS. Additionally, CIS is discussing with the military the con-
cept of the military establishing a background check infrastructure to certify their
personnel as having “good moral character,” along with other less significant finger-
print process changes.

Senator MIKULSKI. This is the functional equivalent of March 1.
Could we look at this before April 1?

Secretary CHERTOFF. Yes.

Senator GREGG. I'm going to move on to Senator Kohl.

Senator MIKULSKI. Thank you.

Senator GREGG. And by the way Senator, I'm sure you’re going
to be able to straighten this out, because you’re on the same wave
length. But if you can’t, I'm sure we can figure out how to do some-
thing in the bill.

Senator MIKULSKI. I'd like to discuss this with you further Mr.
Chairman. And thank you, I hope I haven’t run into your time.
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DUBAI PORT DEAL

Senator GREGG. Senator Kohl.

Senator KOHL. Thank you Mr. Chairman. Mr. Secretary, to re-
turn to the issue that’s been discussed once or twice here today.
This deal failed to pass the smell test with the American people as
you know, which is why we’re here discussing it today in such
great detail. And as you know, top administration officials, includ-
ing the President, Secretary Snow and yourself, were unaware of
the deal until after it was approved and announced. And so now,
we're talking about a 45 day delay while it goes through a review
process. But the President has already said that the deal is a prop-
er deal, and I think you’re more or less saying it today. So why
would any of us have great confidence in any chance that you're
going to come back in 45 days and say, guess what it’s not a good
deal. It’s not the right deal, you think many people really believe
that’s going to happen?

Secretary CHERTOFF. First of all let me make it clear. I don’t care
whether its 30 days, or 45 days, if new facts were to come to light,
obviously we would act on the new facts. And you know no one has
yet asked us to do a 45 day review. There’s been press accounts,
but I haven’t seen a letter yet. So I'm not going to anticipate a let-
ter that hasn’t come yet. But look, the bottom line is the facts
speak for themselves. We’re going to give classified briefings, you
had 12 or 14 agencies looking at this, nobody—once we had the as-
surances in place and they’re very, very substantial assurances no-
body raised an objection to this deal going forward.

And let me spend just a moment talking about the assurances,
because I think maybe this is an item that escapes public atten-
tion. The whole point of the assurances is, it makes it clear that
it’s not like we’re done with the process of vetting the company.
The assurances give us the authority and obligation to continue
vetting the company for the next months and years. And it gives
us an unprecedented ability to do that. So it was always con-
templated, once these assurances were signed that we would have
the Coast Guard and Customs and Border Protection on a port by
port basis, deeply engaged in the process of reviewing what is going
on in those terminal operations, who the personnel are, what the
security situation is. So I basically reject the premise of the criti-
cism that somehow once we completed the review and allowed the
transaction to go forward, we somehow then are done. The assur-
ances were in fact designed to make sure we have a continuing in-
volvement in the process of security, just as we do by virtue of the
Coast Guard’s inherent authority of Captains of the Ports. This
happens to be one of those few areas where we have agencies that
are so deeply involved on an ongoing basis, that we have much
greater ability to assure security than in most sectors of the econ-
omy.

Senator KOHL. I appreciate that, and again what you’re saying
leads me to conclude that in fact this deal is intended to go forward
by the administration. And I think you’re making that very clear
right now with all the assurances and so on, and the President has
said that he would veto any attempt by the Congress to override
that decision. So I'll leave the issue, but I think the impression has
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been made clear that you all are intending to go forward with this,
in a way which gets by the furor that is immediately surrounding
it, to a time when it could be done—so you know, that’s the impres-
sion I have, you may disagree with that. But I'd like to leave it.
I want to ask you a question

Secretary CHERTOFF. Well I'm sorry Mr. Chairman, I wouldn’t
like to leave a hearing, a public hearing, and have my silence be
taken as acquiescence. If we were to be asked to undertake a 45
day review, we would do it honestly. At the end of the day though,
the facts are the facts. We will see what the facts are. And that
means the facts about what the intelligence is, what our current
security authorities are, what the security posture is and what the
company undertakes.

Senator KoHL. Okay.

Secretary CHERTOFF. So we'll deal with the facts as they are.

Senator KOHL. In connection with that, I'd like to talk about for-
eign ownership of ports, not ownership in fact but ownership of the
operation of the ports. Many people are arguing that our ports
should never have been turned over to foreign governments in
terms of operations. Legislation, as you know, has already been in-
troduced to ban any such deals. And we’re living in a post 9/11
world. Having been repeatedly warned about the vulnerability in
our ports I think that this legislation deserves serious consider-
ation. How do you feel about the principle of having foreign owned
companies, deeply involved in the operation of our ports?

Secretary CHERTOFF. I think in evaluating this proposed legisla-
tion Congress ought to consider the fact that obviously many of our
port terminals are operated by foreign countries including for ex-
ample China, which I think acquired a port in the late 1990s. PNO
itself is a foreign owned company. Almost all of our shipping com-
panies are foreign owned and obviously if you're going to start to
talk about foreign ownership you need to talk about the shipping
companies, and of course most importantly the foreign ports which
is where the cargo gets loaded therefore where the greatest vulner-
ability exists. By definition, foreign ports are foreign owned be-
cause they’re in foreign countries. So, I guess what I would say
from a risk management standpoint is, I always caution against
the idea of focusing very hard in a particular anecdotal issue that
arises, without stepping back and looking at the whole framework
and asking where the highest risk is.

To be honest I think the highest risk in our maritime system is
what happens overseas, because there’s where cargo gets loaded.
And a lot of our emphasis has to be, without suggesting domestic
ports aren’t important, a lot of what we’ve got to do in terms of fur-
ther work is extend our security overseas. But I have to acknowl-
edge that foreign ports will always be operated by foreign compa-
nies because they’re in foreign countries. So we’re going to have to
live in a global world, and I think we need to make sure as we do
so, we're fair, we have a level playing field, we don’t treat, you
know countries that are friendly are treated in like fashion. We
should be able to distinguish between our friends and our foes. I
think it would be a very bad message if people in the Middle East
for example were to walk away with the feeling that even when
they’re friendly we treat them dismissively. I think all foreign com-
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panies raise concerns. I think we ought to treat those concerns in
a manner that’s even handed, focuses on the facts, and make sure
that we treat our friends well and our foes not so well.

Senator KOHL. Well you're right, and this legislation that’s been
introduced is not directed against any part of the world as you
know, its legislation that says all of our port security in this coun-
try should be handled by operations owned in this country. So it’s
not in anyway an aspersion on the Middle East.

NECESSITY OF SENIOR LEADERSHIP LONGEVITY AND POTENTIAL
INEFFICIENCIES DUE TO DHS’ ENORMITY

One final question if I may take just a minute. DHS is an enor-
mously complicated operation as I'm sure you would attest. In
terms of it’s budget, in terms of its mission, in terms of it’s number
of personnel. I would ask you whether or not, if it’s going to be op-
erated effectively, somebody needs to be in a position of authority
like yourself for a long, long, long time. And pursuant to that, do
you think that DHS is too big to be operated effectively for exam-
ple, with respect to FEMA and what happened in Katrina, whether
or not FEMA deserves to be an independent agency; some of the
things that FEMA controls deserves to be broken away from DHS.
How can DHS be as diligent as it must be, and needs to be, if it’s
such a gargantuan organization?

Secretary CHERTOFF. I've given that obviously a considerable
amount of thought in the year that I've been on the job. And let
me give you two answers, first of all I think emphatically, there is
value in having this as a single organization. It doesn’t mean it’s
easy to integrate. I mean it’s not easy to integrate and DOD took
40 years. But you know in the end DOD produced a product, a com-
bined joint services approach to military operations which by all ac-
counts is much better than the way it operated when we had three
separate departments. If you look at what happened in Katrina,
the best results occurred when we operated in an integrated fash-
ion, using the whole department. When Admiral Allen came on-
board he really was committed to using all the assets of the depart-
ment as PFO and he did so, and he did so effectively.

When we stepped in as a department and we were able to apply
our resources at TSA to help manage evacuations, or Coast Guard
to do rescues. That was when the Department did best. When the
Department failed is when people decided to go it alone. And I am
strongly convinced if we were to set—if we were to reverse course,
separate FEMA out, we’d now create a fissure or a fault line be-
tween two of the critical elements of response. And it would make
coordination that much more difficult, it would make the ability to
build FEMA into what it deserves to be that much more difficult.
I think that we were on course to do the right thing with inte-
grating. I will tell you we didn’t get there, we weren’t there when
I arrived, and I think I was pretty honest in saying to people we
needed to do a lot more work. I said it in July, and I draw no com-
fort from the fact that it was proven to be right in August. I think
though the original design makes a lot of sense. These are all pre-
vention, protection, and response, and all a spectrum of things we
have to use for all hazards whether they be natural, whether they
be terrorists. We will often not know when we could have a out-
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break of disease, we wouldn’t know if it was a terrorist attack, or
a natural attack, you know anthrax, for example, occurs in nature,
but it also can be weaponized. So I think that having an integrated
approach that learns to use all of the tools anytime we have a haz-
ard or a challenge actually makes a lot of sense.

I do though recognize you know, we’re 3 years into this. It took
DOD 40 years to do Goldwater-Nichols, Senator Bennett says it
took 5 years to get the Department of Transportation right. I'm
committed to doing the job in less time, but I would be less than
honest if I didn’t tell you that it’s not going to be done in a week,
and I don’t think anybody thought it was going to be done in record
time. So we've got a lot of work to do. We’ve accomplished a lot.
I'd be the first to tell you we’ve got a lot of areas where we got to
do a lot more work in. But I think the course we have now is the
right course.

Senator KOHL. Thank you, Mr. Chairman.

DHS’ ORGANIZATIONAL STRUCTURE AND FEMA’S CAPABILITIES

Senator GREGG. Thank you Senator. And we want to let you get
to the work of which you have a lot to do, but I just want to make
a couple of comments and then ask a couple of specific questions.
On this concept of organization, I'm not so sure I subscribe to your
view. You know, I was here a little bit before you got here in this
fight; and in fact before 9/11 we tried to address this issue and we
ended up with a tug of war between FEMA and what was then
called National Domestic Preparedness Office which was in the
Justice Department as to who would control first responders, and
whether FEMA was the right agency to deal with first responders
in a terrorist event. And FEMA came in and co-opted the NDPO
and then you split it off now, and moved it up to a Secretary level,
and so there’s real issues here of management. And it seems to me
that it really gets to the capacity of an agency to handle an event.
That should be the way we should look at it. I think the White
House has done the right thing, and this Townsend report, I don’t
know what the official title is, but just reading it I haven’t talked
to her. But it seems to me that you've got to grade the catastrophe.
The event’s level of impact and if you have a flood in New Hamp-
shire on a major river like we had, FEMA does a great job and it
should be the response agency. If you have a middle level catas-
trophe but it’s contained, such as 9/11, FEMA again may be the
right agency to come in, in coordination with a lot of other agen-
cies. But when you get to one of these catastrophic events, where
you’re essentially wiping out—what happened was it wiped out a
city and a region, FEMA is not capable of handling it period. And
nor probably is the Department of Homeland Security, you just do
not have that capacity and you’re probably going to have to use the
Department of Defense capability. And so I think there’s got to be
some structure which grades the event before the integration oc-
curs as to who is in charge. And then gets those people on the
ground that should be in charge fast, which was the problem in
Katrina. We didn’t have the right people there. If the Department
of Defense had charge of New Orleans, those people wouldn’t have
been left at the Super Dome. They would have been out of there
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because we would have had helicopters, and we would have had
what was needed.

And so I think the White House is on the right track, I know
you’re very integrated in that process, but this idea that FEMA
should have responsibility for every major catastrophe in this coun-
try is I think a huge mistake. I mean there are some things they
simply aren’t going to be able to handle. Also whether or not do-
mestic God-driven strategies should be within the organization
called the Homeland Security Department. And when you’re time
is 50, or 60, or 70 percent, and I suspect it was at least that high
during the peak of the Katrina event, maybe 100 percent of your
time is focused on a domestic catastrophe because your agency is
not functioning well in that catastrophe, that’s drawing off re-
sources. It’s drawing off attention from what is the threat, which
is the terrorists are coming across the border with something that’s
going to harm us, or they’re here and they're going to harm us. And
so I'm just not sure that we shouldn’t have some sort of quasi inde-
pendent effort here on the issue of domestic God driven events.
And I guess we shouldn’t blame God for these events, but events
that have nothing to do with human input. So I don’t accept nec-
essarily the thesis of your position yet, and I think it needs to be
looked at in a much more aggressive way, and I respect and con-
gratulate the leadership you and the White House have given with
this Townsend initiative.

TSA HIRING FREEZE

A couple of specific questions, TSA is under a hiring freeze, it’s
been under a hiring freeze for 2 years, I supported that freeze the
first year, I've supported it the second year, you can’t continue it.
It’s clear theyre having huge attrition; they’re using massive over-
head dollars, I think, to get through the day; there are morale
issues, I believe, that are developing that are very serious within
that agency. We're bringing online technology which should reduce
the need for personnel, but it’s not there, it’s not working yet. In
fact these puff machines I understand they take more time wiping
them down than they save time putting people through them. This
budget because of the way it’s been structured basically continues
that freeze.

First question, can this agency continue to function effectively
and maintain the respect of the public if it is under this type of
a personnel freeze. Second, if we lose this $1.6 billion that has been
put in here as a “here today, gone tomorrow” budget number, a
plug, how does your Department function?

Secretary CHERTOFF. With respect to the first question, I think
you know, ultimately over time we need to migrate to a more effi-
cient, more technologically driven system. But that’s not going to
happen over night as you say Senator. One thing that we are try-
ing to do though is change our protocols to begin to move to a more
efficient use of screeners. One of the things that Assistant Sec-
retary Hawley has done for example, he’s started to retrain them
not to focus on the nail and scissors, but to focus on detonators and
detonators pieces, behavioral pattern recognition, this of that sort.
Putting more of our screening personnel into—and other security
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personnel out into the area of the airport in general rather than

having them clustered at the area where we do the magnetometer.
So I think he is actually working very hard to find a way to le-

verage the resources that we have to make them more efficient.

TSA PASSENGER FEE INCREASE

I guess we come back to the fee, and look I have a very simple
position, I think it’s the right thing to do. Let’s put aside whether
I'm being a Don Quixote here, but if I didn’t think it was the right
thing to do that would be a different story. I think it’s a fair price
to ask passengers to pay, and rather than

Senator GREGG. Let me ask you to pause there. Even assuming
that’s true. Under the budget that you sent up here, the fee doesn’t
go to passengers. It goes to border security. So you’re asking the
airline passengers to pick up this cost, now you can argue that it’s
all the same pot, its fungible. But there’s no increase in TSA per-
sonnel even though the fee goes up.

Secretary CHERTOFF. Well there is, I mean I guess my answer is,
it is all the same pot, and it does fund research into new tech-
nologies, deployment of replacement machines in order to deal with
other machines. I mean at the end of the day, if we didn’t—if we
had a gap of $1.6 million, I have no doubt some of the impact of
that gap would be felt in TSA operations. And you know at the end
of the day, you have to say to the industry, a world in which we
had to plug a gap and it wound up giving us longer lines at the
airports and more inconvenient airport situations; it would not be
a happy situation for the airlines. I mean maybe the answer is if
we look—you know if we don’t—if we did have a gap to plug,
maybe the answer is we should look to plug the gap at least in part
where the beneficiaries who should be paying the money are lo-
cated. So that at least the cost is visited upon those who don’t want
to pay the fees. I am hopeful that we can figure out a way to come
up with an appropriate fee. We retooled it this year; we came up
with a different approach, if someone has a better, fairer way to
do it, I'm open to hear about a better, fairer way to do it. But at
the end of the day this was Congress’ original vision, that this ex-
pense ought to be borne by those who benefit from it, and I think
we ought to insist on that.

Senator GREGG. Well under that logic there should be a border
crossing fee.

Secretary CHERTOFF. You know you could—I tell you for example
with respect to immigration services. We charge

Senator GREGG. I'm not talking immigration, I'm talking about
the person who drives across the border from well there aren’t too
many who drive across the border from New Hampshire, but you
know from Vermont to Canada or from Brownsville to——

Secretary CHERTOFF. I think Congress recognized when it passed
the original transportation security plan; that the extraordinary ex-
pense of transportation security; keeping that system safe was an
extraordinary burden and should be borne at least in part, because
it’s not entirely borne by the fee, but it should be borne at least
in part by the fee. Coast Guard charges fees for certain kinds of
activities. It’s not unknown for the——




49

Senator GREGG. Well should there be toll booths at the borders
so that you’re actually tying the fee to border security and not to
airline security.

Secretary CHERTOFF. And I think there though, the benefit you
can argue about border security is distributed so widely across the
country that everybody benefits and everybody ought to pay. Air-
line security and I think this was Congress’ position when the leg-
islation was passed, you know people who never got on an airplane
don’t really benefit. The benefit really goes to the passengers. And
therefore, while we shouldn’t require them to pay the entirety of
it having them bear a share doesn’t seem unreasonable. You know
some people disagree obviously. I actually think though that there’s
a lot of merit to that position, and we’re talking about a compara-
tively small increase. I mean if we were talking about a huge
amount of money, I think that would be different. But at the end
of the day, a net raise of $2.50 for you know, if you have to wait
at the airport for an hour you spend that in soft drinks and news-
papers. And now they charge you for the headsets on the planes,
that’s $4, or $5. I mean it just—I have to say, in the nature of
things, it doesn’t seem an unreasonable thing.

Senator GREGG. Thank you Senator Byrd do you have any addi-
tional questions?

TEMPORARY WORKER PROGRAM

Senator BYRD. The President has submitted to Congress the out-
line of his proposal for what he calls a Temporary Worker Program.
The proposal would legalize the status of millions of illegal aliens
to work in the United States. How many legal aliens, individuals
who cross the border illegally, or over stayed their visas would be
allowed to legalize their status under the President’s guest worker
program?

Secretary CHERTOFF. Well this is, as you know Senator there are
a number of different proposals. The President has outlined general
principles. I don’t think he submitted a specific proposal yet. I
think the estimates are, somewhere between 8 and 11 million ille-
gal migrants in the country. Now some of those are probably chil-
dren who you know would be—if there were a TWP a Temporary
Worker Program they would be in the country under the umbrella
of their parents. But my, again rough, really rough estimates are
it could be around 7 million workers who would ultimately have to
be eligible under a temporary worker program.

Senator BYRD. So that’s amnesty isn’t it?

Secretary CHERTOFF. It’s not amnesty. I mean the President has
been very clear that this would be a program that would not put
people to the head of the line, or reward them for doing something
that they hadn’t done. What it is, is a recognition of an economic
reality. There are millions of jobs now in this country that are
being performed by undocumented workers. I was talking to a
mayor whose name I will not mention, who estimated that much
of the home health system in the country is run with the help of
undocumented workers. The lettuce growers out west complain
without undocumented workers or workers coming in from South
America, all the lettuce would wilt. I think if you go around and
you look at grounds keeping, what people do on lawns, you find an
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awful lot of undocumented workers. These workers are here be-
cause American employers are paying them to come here, or paying
them to work here. And if we don’t admit that fact and the incred-
ible economic demand and pull that that is, we are not really ad-
dressing the problem honestly. I am four square behind you in-
creasing enforcement, more border control, more satellites, more
this, more that. But if you expect that to do the job 100 percent,
I think there’s an unfair demand being placed on our Border Pa-
trol. I think in the end, you have to address, and find some way
to regularize and bring into a legally regulated channel all of this
economic demand for temporary workers, so that we can really
focus on the people I think the country wants us to focus on most,
which are people who are coming in not to simply do work that no-
body else wants to do, but to commit crimes or to commit anti-so-
cial acts or even to be terrorists.

Senator BYRD. Now why would such a program not encourage
other illegal aliens to break the law, in the hope of being similarly
rewarded with legalized status?

Secretary CHERTOFF. I think the answer is two reasons. First of
all, of course we could in fact make part of the law requirement
that this would only apply to people who could demonstrate they
had been in the country prior to the time that the program was an-
nounced or the time it was passed. But second because I think that
much of the focus of this has to be on the employers. It seems to
me right now we’re in a situation where we’re in a twilight zone.

Senator BYRD. You're what?

Secretary CHERTOFF. We're in a twilight zone. We basically say
to the employers don’t hire illegal migrants, but we also say we're
not going to really check very hard. And I think that’s the worst
of all worlds. What we ought to do is——

Senator BYRD. Why do we say that?

Secretary CHERTOFF. Well we do it, because we have not been
vigorous enough in enforcing worksite enforcement.

Senator BYRD. Why is that?

Secretary CHERTOFF. Well that’s what we’re in the process of
changing. One of the things the budget has

Senator BYRD. How long is it going to take to change it?

Secretary CHERTOFF. Let me try to lay out what our plan is. We
have the basic pilot which allows employers to verify the status of
their employees. The budget contains I think $135 million to ex-
pand that program. That would give us the ability—for the first
time—to say to employers, all employers, not just a small group—
now you have a tool that will allow you to check the status of your
employees. At the same time we are taking steps now to increase
our worksite enforcement capability. The budget contemplates add-
ing several hundred new enforcement agents to enforce worksites.
We've got some legislative proposals up on the Hill that would give
us better tools in terms of worksite enforcement. We have to con-
sider increased penalties for worksite enforcement; it seems to me
you’ve got to do both of these things. You've either got to give peo-
ple a legal channel to check the status of their employees; but then
at the same time if you give them that channel and you give them
a temporary worker program, you have to have a real sanction if
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they chose not to use the course that the law has set out in front
of them.

Senator BYRD. So you don’t think that illegal aliens are encour-
aged tg break the law in the hope of being rewarded with legalized
status?

Secretary CHERTOFF. I think if we properly design a temporary
worker program it will recognize the reality that we have, millions
of undocumented workers in the country, but will encourage people
to come in using a documented and legal form of temporary worker
as opposed to an illegal form?

Senator BYRD. When are we going to do that?

Secretary CHERTOFF. Well, the President’s budget has money in
here for the verification. There are a number of proposals now for
Temporary Worker Program; Chairman Specter I guess has issued
the chairman’s mark on this. We are looking at the various pro-
posals, and I think it’s our expectation and our hope that we will
see action on a Temporary Worker Program bill this year.

Senator BYRD. What’s he waiting on?

Secretary CHERTOFF. Well right now, we’ve just gotten the chair-
man’s mark, Chairman Specter has issued a mark. We've got—
we’re analyzing that. It’s just a matter—we’ve just had it for a few
days. We have the proposal by Senator McCain and Senator Ken-
nedy, we have a proposal by Senator Kyl and Senator Cornyn,
there’s a lot of discussion about these issues. They are complicated
issues, but at least I think we are now underway to tackling this
very serious issue.

Senator BYRD. Once these illegal aliens have been legalized, how
do you ensure that they’ll leave when their temporary work visas
expire?

Secretary CHERTOFF. Well one of the critical elements of the
process is temporary worker status. It would have to involve a
background check, would have to involve a biometric identification
card, so that we would be able to, for the first time, have real abil-
ity to identify people in this country who are temporary workers,
and who are working on a temporary basis. And then that would
be the tool that we would use to track people and make sure
they’re complying with the law. If people’s visas ran out, at that
point, an employer who hired that person to continue to work, after
their visa had expired would face a pretty serious sanction; and we
could hold them to a pretty serious obligation to check the status
of their worker to make sure they don’t hire somebody who is here,
having over stayed their visa.

Se;)nator BYRD. Is it impractical to detain and remove these aliens
now?

Secretary CHERTOFF. It would cost—I had it estimated, if we this
year were able to round up every single undocumented worker, and
if you accept the estimate of 8 to 11 million we would have to build
three times as many jail cells as currently exist in the entire
United States at some astronomical cost. We would have to pay to
have all these people removed. I don’t know that there are enough
airplanes, commercial airplanes that we could lease to put all of
these millions of people on airplanes and send them back.

Senator BYRD. So it’s impractical then?

Secretary CHERTOFF. I would say it’s virtually impossible.
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Senator BYRD. And why is it any less impractical to assume that
they’ll be detained and removed 6 years from now?

Secretary CHERTOFF. Because in 6 years if we devise this pro-
gram correctly, and we create a proper incentive structure to have
employers no longer employ people who are illegal, because employ-
ers can find sufficient legal temporary workers to do the jobs, eco-
nomics will do the job for us. What will happen is after the visa
period, the demand for this kind of illegal worker will be dried up,
this will be satisfied by legal workers and by temporary workers.
And I think everybody agrees that the principal reason people come
to this country illegally to work, is because they want to make
money. If there’s no work for them, then the incentive is for them
to go back home.

And there are some further things we can do. I mean they may
accumulate benefits for example over 6 years, and we could make
the receipt of those benefits contingent upon their returning back
to their home countries. That would create a financial incentive. I
mean, I don’t want to suggest this is easy; we have wrestled with
this question for 20 years. I remember when I was U.S. Attorney
in the early 1990s we were talking about this.

The bottom line is, if we don’t harness the economics of the mar-
ket place, if we don’t build a set of incentive structures, we will
never solve this problem. I do not believe there is a way, simply
by using enforcement and border security that we can ever address
the issue of all these undocumented workers.

Senator BYRD. Well, how do we ensure that our immigration sys-
tem is not overwhelmed by the millions of aliens who would qualify
for this program?

Secretary CHERTOFF. Well, part of what we are beginning to do
now is to plan the kind of information technology architecture we
would need to process people if we had a temporary worker pro-
gram. And if a temporary worker program were passed, we’d have
to deal with two sets of people. People overseas who want to get
in the program who would have to presumably come to our con-
sulates and register, and people in this country. And I think one
of the issues we are wrestling with now, is what is the most effi-
cient architecture to register people, capture their fingerprints, run
their fingerprints against databases, interview them as we do with
visas, and then get them an inexpensive biometric card. I suspect
probably we would, you know the employers would have to play a
very significant role in the process because they are the bene-
ficiaries and so there might be fees involved. But I don’t want to
get too far ahead of myself. You've identified the complicated and
important questions that have to be addressed, and that we are
currently addressing, and we are currently planning in the event
that we do get a Temporary Worker Program that Congress passes.
This is a very challenging task. And immigration reform has been
tried before. It was tried in the mid 1980s, in many ways you
know, you really have to hesitate to take the challenge on. The
problem is there’s no choice. If we don’t address the challenge, we
will continue to be mired in what is an unacceptable situation in
this country.

Senator BYRD. What have we learned from the implementation
of the 1986 amnesty?
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Secretary CHERTOFF. Well I think we’ve learned amnesty is not
a good idea. And it’s not a good idea to build a program that is fo-
cused only on one element of the spectrum. In other words, you've
got to have serious border enforcement, serious internal enforce-
ment, and a serious Temporary Worker Program. And only if all of
these elements come into play can we expect success.

CHEMICAL PLANT SECURITY LEGISLATION

Senator BYRD. Mr. Secretary, it has been 4%2 years since the ter-
rorists struck the homeland. While the administration has been fo-
cusing a large portion of its resources on aviation security and the
border, chemical plants remain vulnerable. In my State of West
Virginia there are 73 chemical manufacturing plants, and 100
chemical distribution plants. If there were an attack on one or
more of these facilities, the potential loss of human life and damage
to the local and the national economy would be devastating. De-
spite the multitude of warnings that the chemical sector is vulner-
able to attack, the administration has shown a great reluctance to
make security at chemical facilities a priority. I have pressed this
issue with you, and I have pressed it with former Secretary Ridge.
Repeatedly I've done this and to very little avail. I'm told that the
private sector is taking care of it.

Last year the Government Accountability Office concluded that
for 93 percent of the chemical industry it is uncertain whether fa-
cilities are improving security at all. Only 1,100 of the 15,000
chemical facilities identified by the Department of Homeland Secu-
rity are known to adhere to voluntary industry security procedures.
I was encouraged last summer when the DHS Assistant Secretary
for Infrastructure Protection, and Information Security testified be-
fore Congress that a system to enforce and audit security standards
must be put in place for the chemical sector. Unfortunately no ac-
tion has been taken since his testimony.

Your fiscal year 2007 budget proposes $10 million for a chemical
security office, which will evaluate the risk of chemical facilities
and establish security standards for them, but this funding would
not be available until fiscal year 2007, which would further delay
the effort to secure chemical facilities. Why are you kicking this
can down the road and not pursuing enforceable standards for the
chemical facilities now?

Secretary CHERTOFF. Well Senator, I'm pleased to say we actu-
ally are. As Assistant Secretary Stephen said last year we do be-
lieve that it is appropriate to have some mandatory standards in
the industry. I think we’ve dealt with a number of Members of
Congress, there’s a proposed legislation that Chairperson Collins
and Senator Lieberman have proposed. We are working with them
on the legislation. I think we’ve sketched out what principles we
believe we need to have in chemical plant security legislation,
which is to have tiers of risk, focused the most on the highest risk
in chemical plants, and require certain kinds of performance stand-
ards. Require audits, and verification. We don’t have the authority
at this point, in general, to do this. Although we do under the
MTSC have authority for chemical plants on waterways and rivers.
We'’re really looking to Congress to work with Congress in coming
up with an appropriate piece of legislation that would give us the
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authority to do, for the chemical sector at large, the kind of regula-
tion that we think is appropriate. Now obviously the devil is in the
details, but we are supportive and working with Congress now on
some legislation that is working its way through the process that
would address this issue.

CHEMICAL SECTOR NATIONAL STRATEGY

Senator BYRD. Congress required you to complete a national
strategy for the chemical sector by February 10, 2006. That strat-
egy has not been submitted. Why? And can you tell the committee
when that strategy will be submitted to Congress?

Secretary CHERTOFF. I believe the strategy is in the final stages
of being reviewed, I think it went through several rounds of com-
ments from stakeholders in the private sector. I believe that the
comment period is now done, and I'm anticipating this spring that
we will have the National Infrastructure Protection Plan, and the
specific chemical sector plan published.

Senator BYRD. When?

Secretary CHERTOFF. This spring.

CHEMICAL PLANT SECURITY LEGISLATION

Senator BYRD. This spring. Yesterday, the Government Account-
ability Office concluded that legislation is necessary to give the De-
partment the authority to require the chemical industry to address
plant security. It’s been 3 years since the Department of Homeland
Security was created, why hasn’t the administration proposed legis-
lation for Congress to consider?

Secretary CHERTOFF. Well we actually have in the last few
months sat down with a number of Members of Congress. We have
outlined the essential parameters of what we think legislation
should be. So we have submitted a proposal, not a—not a detailed
bill, but actually kind of a set of general principles and we’re actu-
ally

Senator BYRD. What Members of Congress?

Secretary CHERTOFF. We sat down with—I sat down myself with
Chairperson Collins, and Senator Lieberman who are—I think
have got a bill that they’ve been working on, and the Homeland Se-
curity Committee. I've dealt with a number of Members of the
House to get their views on a bill, so there is actual legislation.
Now I don’t want to suggest that we support the legislation in all
respects. There are elements of this Collins-Lieberman bill that we
support, elements we don’t support. But we are engaged in the
process with Congress as we speak in trying to fashion what we
think would be a good piece of legislation.

Senator BYRD. How long is that process going to be?

Secretary CHERTOFF. I'm afraid that now you’re asking me a
question that lies more in the area of Congress competence than
mine. I think it’s before the committee, I don’t know that there’s
been a markup yet. But I may be wrong about that.

Senator BYRD. But the administration hasn’t proposed legislation
for Congress to consider, has it?

Secretary CHERTOFF. We've laid out general guidelines, and
we've agreed to work with Chairperson Collins and Senator
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Lieberman and their bill recognizing that there maybe some areas
of disagreement, as well as some areas of agreement.

ADDITIONAL COMMITTEE QUESTIONS

Senator GREGG. Well we thank you very much Mr. Secretary for
the time you’ve given us this morning. And again I know on behalf
of myself and Senator Byrd and other members, we want to thank
your staff, and people who work for your agency for their dedica-
tion to this country. And we hope that the criticism that you've
heard today is taken as constructive, because it was meant to be
constructive. And our job is to give you the resources you need and
make it possible for you to do your job, and the people who work
for you do their job better; and we’re very committed to that. And
this committee has not been on the cheap side on resources, that
we’ve been able to round up for you and we intend to continue to
go in that direction, but we obviously have reservations about what
was sent up relative to the budget. Thank you.

Secretary CHERTOFF. Thank you, Mr Chairman.

[The following questions were not asked at the hearing, but were
submitted to the Department for response subsequent to the hear-
ing:]

QUESTIONS SUBMITTED BY SENATOR JUDD GREGG
ENDING CATCH AND RELEASE

Question. Mr. Secretary, you have made a commitment to end catch and release
of detained illegal aliens. Drastically reducing catch and release, even if not ending
it completely, is an important commitment. We need to understand the cost implica-
tions. Can you make good on this commitment with the resources available to ICE
for fiscal year 2006? If not, what additional funds are required?

Answer. The Department has made ending “catch and release” on the Southwest
Border a priority and the Department has already made significant progress in
achieving this goal. The Department has:

—Increased efficiencies in the detention and removal system to allow for faster

turnover and greater utilization of detention capacity;

—Expanded the use of expedited removal across the Southwest Border; and

—Worked with foreign governments to ensure that they accept back their citizens

who have violated our immigration laws on a timely basis.

The recently enacted supplemental provides sufficient funding for an additional
4,000 detention beds in fiscal year 2006 as well as associated removal and transpor-
tation costs. This additional funding will allow DHS to detain nationals of El Sal-
vador apprehended in the Rio Grande Valley (RGV) Border Patrol Sector. Nationals
of El Salvador comprise one of the few populations still subject to “catch and re-
lease” on the southwest border due to the 17 year old court injunction. As a result
of the supplemental, DHS plans to expand detention capacity by approximately
3,000 beds in the Rio Grande Valley with the remaining 1,000 beds distributed
along the border in response to apprehensions.

Question. Is this commitment only for the southwest border?

Answer. After implementing the Secure Border Initiative (SBI), the department
pledged to end the practice of “catch and release” along the Southwest border, where
92 percent of the “Other Than Mexican” (OTM) apprehensions have taken place for
the fiscal year to date. Eventually, however, we hope to end this practice altogether.
Key elements of SBI that are aimed at ending “catch and release” include:

—Increasing the number of agents to patrol our borders, secure our ports of entry

and enforce our immigration laws; and

—Expanding and creating more efficient detention and removal capabilities.

The detention and removal process is being re-engineered to create an efficient
system that will always have available detention capacity by streamlining the proc-
ess for removal and minimizing an alien’s time in detention. To date, we have
achieved significant efficiencies in the process through increased cooperation with
foreign governments, increasing detention capacity, and expanding expedited re-
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moval, as well as streamlining our internal removal process. We will continue to
focus on these objectives and increase efficiencies as we work to achieve our goal.

Question. When will this be implemented for the northern border and along the
coasts as the Department has committed to do?

Answer. DHS is committed to protecting all borders, including the northern and
coastal borders. On January 30, 2006 DHS took an important step by authorizing
the use of expedited removal on the northern and coastal borders. This was pre-
ceded by Border Patrol personnel from these sectors being trained in the use of Ex-
pedited Removal. Coastal and northern border sectors are currently engaged in per-
forming expedited removals of aliens who meet the defined criteria for placement
in this removal process and where detention assets are available.

Question. What is the plan to address the problems presented by family detention
and placing El Salvadorans in expedited removal?

Answer. In support of the Secretary’s goal to end “catch and release” of Other
than Mexicans (OTMs) along the Southwest Border, ICE DRO will begin detaining
family units.

Holding families together within the same facility will maintain family unity,
allow family members the opportunity to make informed decisions together, and re-
duce anxiety that may be caused by separating family members for detention pur-
poses. Families will remain united throughout the immigration process, protecting
parental rights and allowing parents to maintain responsibility for their children.

The Department’s implementation of expedited removal for Salvadorans is sub-
stantially hindered by a 17 year old injunction in Orantes v. Gonzalez. The United
States asked the Court to lift or modify its injunction more than 6 months ago. Dis-
covery is still continuing with respect to that motion so that no decision is antici-
pated in the immediate future. This matter and other old injunctions have led the
Department to ask Congress to reform the immigration injunction process so that
the Department may obtain prompt relief from old injunctions and will be protected
from overbroad future injunctions.

BORDER INFRASTRUCTURE SUPPLEMENTAL

Question. I believe that taking control of our borders is equally important to fight-
ing terrorism in Iraq. Wouldn’t you agree Secretary Chertoff that fighting the war
on terror should start with protecting the homeland?

Answer. Taking control of our borders is paramount to homeland security. Since
its inception, DHS has undertaken a host of steps to enhance border security.

We began with a number of steps to increase border security at our ports of entry.
These included significant new initiatives to screen individuals entering our coun-
try, including deployment of US VISIT and revised terrorist watch list screening
procedures. We have put in place advance data requirements so that detailed infor-
mation is transmitted before a passenger arrives from overseas. We have also de-
ployed a number of new border security initiatives directed at cross-border threats
posed by the transportation of cargo. Amongst these were innovative programs, in-
cluding the Container Security Initiative (CSI) and the Customs-Trade Partnership
Against Terrorism (C-TPAT).

We have also taken a number of steps to enhance border security between the
ports of entry. Most recently, DHS has developed the Secure Border Initiative which
is an integrated systems approach to immigration enforcement. SBI focuses broadly
on two major enforcement themes, controlling the border and immigration enforce-
ment within the United States. Through SBInet, DHS is seeking an integrator to
provide a full range of solutions that will include integrating technologies, infra-
structure, response capabilities, people, and processes into a comprehensive border
protection system. DHS anticipates the award of the integrator contract by Sep-
ic)elr_lnger 2006. Securing our Nation’s borders remains one of the top priorities of

Question. In order for our country to take control of the border we need not only
to increase the personnel and technology available to Customs and Border Protec-
tion, and Immigration and Customs Enforcement, but we need to invest in the infra-
structure that will allow them to do their jobs effectively. We need cars, planes,
buildings, cameras and other things.

Do you agree we need to invest in our enforcement infrastructure?

Answer. Yes. It is absolutely essential that we invest in and maintain our enforce-
ment infrastructure to ensure that our employees not only have a safe and secure
work environment, but also the tools to allow them to perform their duties in the
most effective manner possible.

Our enforcement infrastructure acquisition and maintenance processes must also
be planned and managed in an integrated and systematic fashion that ensures that
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mission performance is optimized to the fullest extent by eliminating redundancy
and incorporating innovativeness and state-of-the-art technology—while also taking
care to ensure accountability and fiscal responsibility so that the American public
gets what they paid for.

To that end, a critical component of the Secure Border Initiative is SBInet, which
will serve to integrate multiple state-of-the-art systems and security infrastructure
into a single comprehensive border security suite for the Department.

Question. We know that CBP needs to replace its air fleet, which includes some
airframes with an average age of 40 years, why haven’t you requested those dollars
in the fiscal year 2007 budget request?

Answer. We have requested funding in this area. The Budget requests $61 million
in base Air and Marine procurement funding to be utilized to purchase up to 30 new
helicopters.

The fiscal year 2007 budget request was developed as CBP Air and Marine was
in transition and the requirements for air fleet recapitalization were still evolving.
Over the last few months, CBP has been integrating the former aviation programs
of the Offices of Air and Marine Operations and Border Patrol under the newly es-
tablished Office of CBP Air and Marine. As part of this integration, CBP has been
working to develop a detailed plan to meet the threat to our borders while maintain-
ing our traditional missions. The plan reflects the newly integrated aviation organi-
zation and includes requirements for the acquisition of new aircraft, the retirement
of obsolete assets, the introduction of upgrades to aircraft, ground sensors, and com-
munications capabilities, the consolidation of maintenance and training capabilities,
the extension of the P-3 fleet service life, and the realignment of air sites to most
effectively support mission and operational needs. The Department will keep the
Committee apprised of the plan’s status.

US VISIT EXIT TRACKING CAPABILITY

Question. When does the Department expect to make a decision about deploying
biometric exit tracking at airports?

Answer. DHS is examining the results of the current exit pilots at 14 airports and
seaports. DHS will then determine the best approach for capturing exit data using
biometrics and biographic information. We continue to rely on our existing exit proc-
ess, which is now enhanced by implementation of the Advance Passenger Informa-
tion System (APIS) rule. APIS collects electronic arrival and departure records from
the electronic manifest information sent to Customs and Border Protection by car-
riers. The relevant portions of the arrival/departure records transmitted through
APIS are then recorded in Arrival/Departure Information System (ADIS). ADIS then
serves as a repository for entry, exit, and status change information.

Que{)stion. When will a plan be submitted to the Committee to implement that de-
cision?

Answer. The Department is currently evaluating the results of these pilots, as
well as considering land-border exit screening options, and will brief the committee
at the conclusion of this review.

Question. The fiscal year 2007 budget requests a $60 million increase for US
VISIT. What specifically will be accomplished in fiscal year 2007 with the increased
funding requested for the program?

Answer. The $60 million increase for the US VISIT program will fund the transi-
tion to 10-print and IDENT/IAFIS Interoperability. These resources will be used to
deploy 10 print readers to ports of entry, improve IDENT technical capabilities, and
improve interoperability with IAFIS.

PANDEMIC INFLUENZA

Question. What is the Department’s role in preparing for and responding to pan-
demic influenza?

Answer. Consistent with the DHS Strategic Plan, National Response Plan, and
the Interim National Infrastructure Protection Plan, DHS will develop a plan to im-
plement its roles and responsibilities under the Pandemic Strategy. In addition to
its incident management coordination roles and responsibilities, DHS is responsible
for ensuring integrity of the Nation’s infrastructure, domestic security, entry and
exit screening for influenza at the borders, facilitating coordination for the overall
response to a pandemic, and the provision of a common operating picture for all de-
partments and agencies of the Federal Government

During a pandemic, DHS is the lead for overall domestic incident management
and will coordinate the Federal response. Specifically, the Secretary, DHS:

—Retains responsibility for overall domestic incident management;
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—Possesses the authority to declare an Incident of National Significance and acti-
vate the Biological Incident Annex to the National Response Plan (NRP);

—Coordinates non-medical Federal response actions for an Incident of National
Significance;

—As requested by HHS, directs the activation and deployment of National Dis-
aster Medical System (NDMS) health/medical personnel, equipment, and sup-
plies, in a phased regional approach, and coordinates the provision of hospital
CNalg?\J asnd outpatient services, veterinary services, and mortuary services through

—Coordinates with other Federal agencies to develop a public communications
plan through ESF #15—External Affairs and the Public Affairs Annex to the
NRP;

—Provides logistics support, as appropriate;

—Through ESF #1—Transportation identifies and arranges for use of U.S. Coast
Guard aircraft and other assets in providing urgent airlift and other transpor-
tation support

—DHS components work with HHS to identify and isolate people and cargo enter-
ing in the United States that may be contaminated; and

—Develops plans and facilitates coordinated incident response planning with the
private sector at the strategic, operational and tactical levels.

Question. A total of $47 million in emergency supplemental funding was provided
to DHS to plan and prepare for a pandemic event in the fiscal year 2006 supple-
mental appropriations bill signed into law in December of 2005. What is the status
of the Department’s plans for the use of this funding?

Answer. Currently, staff and senior management have finished a spending plan
that programs the $47 million into various DHS components where most immediate
and critical needs have been identified. This money will allow DHS to expand the
Department’s role in addressing the avian flu issues. The funds will be allocated be-
fore the end of the fiscal year 2006.

IMPROVING NATIONWIDE CATASTROPHIC PLANNING

Question. Mr. Secretary, in your speech on February 14, 2006, a reference was
made to some of the findings of the Nationwide Plan Review Phase I—the effort to
find out the status of catastrophic planning across the country. I understand folks
are hard at work, digging into this information to understand it and make rec-
ommendations to improve things. However, the report contains some very provoca-
tive findings in terms of the level of confidence that many States and urban areas
have in the adequacy of their catastrophic plans. What conclusions has the Depart-
ment reached so far?

Answer. The February 10, 2006 Report to Congress was a compilation of the first
phase of the Nationwide Plan Review, which involved a self-assessment of plans by
States, territories and urban areas/major cities using guidance and criteria provided
by DHS. The Department has not reached any conclusions as we are conducting the
second phase currently. The second phase involves visits by Peer Review Teams
comprised of former state and local emergency management and homeland security
officials to 131 States, territories, and urban areas to jointly validate self-assess-
ments, determine requirements for planning assistance, collect best practices, and
recommend corrective actions. A Final Report, including recommendations will be
provided to Congress by June 2006. The purpose of the two-phase approach is to
ensure DHS and the participants can jointly review the Phase 1 written submission
with each participating entity’s planning team, as well as provide immediate feed-
back with specific recommendations and observations. The combination of self-as-
sessments and peer review will provide us with the most accurate assessment of
plan status.

FIRST RESPONDER GRANTS—RISK AND THREAT FACTORS

Question. Some people advocate all grants should be devoted to terrorism preven-
tion and preparedness; others that grants should be used for all-hazards. Which do
you advocate?

Answer. Fundamental to the mission of the Department is the mitigation of
threats, vulnerabilities, and consequences that stem from acts of terrorism and nat-
ural disasters. Taken as a whole, Departmental assistance to States and localities
supports the broad mission by building capabilities that are applicable to either acts
of terrorism or natural disasters. Most states and localities have a hard-won appre-
ciation for their risks and vulnerabilities to various natural disasters, and have al-
ready structured their response capabilities to address these known risk. In con-
trast, catastrophic terrorism is more recent threat that is not well understood, hard
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to predict, and for which most states and localities are not adequately prepared.
Further, the Federal Government has a unique role in helping States and localities
prepare for a threat that has significant roots overseas.

That said, a number of DHS grant programs—including the Emergency Manage-
ment Performance Grant Program, Citizen Corps Program, and the Metropolitan
Medical Response System Program—are all-hazard in nature. These programs are
targeted to particular constituencies such as emergency management, community
preparedness, or public health and medical communities but support preparedness
activities across the full range of natural and manmade hazards.

Several other programs—including the State Homeland Security Program, the
Urban Areas Security Initiative, and the Law Enforcement Terrorism Prevention
Program—focus on terrorism preparedness in accordance with statutory intent.
However, in fiscal year 2006, the scope of allowable activities for several of these
programs has been expanded to include catastrophic events, provided that these ac-
tivities also build capabilities that relate to terrorism. This broadened scope of pro-
gram implementation activities recognizes and supports ongoing preparedness ini-
tiatives addressing such issues as pandemic influenza and the aftermath of Hurri-
canes Katrina and Rita that are of critical national importance, and recognizes the
regional and national impacts that such events can have.

Almost all of the capabilities included in the Target Capabilities List and the
overall framework of the National Preparedness Goal are dual-use in nature, in that
they can apply to both terrorism preparedness as well as other hazards. Thus, even
if a program 1s technically focused on terrorism preparedness, the capabilities built
and sustained through those programs support a much broader range of hazards
than terrorism alone.

Question. How mature is the methodology being used to determine where the
risks and threats are today?

Answer. In fiscal year 2006, DHS has taken a major step forward in its risk anal-
ysis, developing a robust model which evaluates both risks to assets as well as risks
to populations and geographic areas. By its nature, this type of analysis will contin-
ually evolve and mature.

The DHS formula for determining eligible urban areas for its Urban Areas Secu-
rity Initiative (UASI) program has progressed from a simple count of “high” and
“low” criticality and numbers of threat reports in fiscal year 2003 to a fully risk-
based computation that is attack-scenario based and uses infrastructure-specific vul-
nerability and consequence estimates. At the same time, DHS has gone from consid-
ering 14 infrastructure types in the analysis in fiscal year 2003 to more than 40
in fiscal year 2006; the fiscal year 2006 approach evaluates risk to well over 100,000
specific infrastructures, and incorporates strategic threat analysis from the Intel-
ligence Community along with law enforcement investigations, credible and less-
credible threat reports, and suspicious incident reporting received from local, State
and other Federal agencies.

The levels of complexity of the formula and data calculations have increased
markedly from fiscal year 2003 to fiscal year 2006. For example, in fiscal year 2003,
three equations were used to formulate the city prioritization; in fiscal year 2006,
over 4,000 equations were used. For fiscal year 2003, approximately 1,500 calcula-
tions were made, in contrast to more than 3 billion calculations in fiscal year 2006.
Fiscal year 2005 UASI formulations were represented within a spreadsheet of
42,000 cells. If the fiscal year 2006 UASI calculations could be included in a spread-
sheet, it would contain more than 20 million cells.

Question. How confident are you in a process which determined the sixth largest
U.S. city, San Diego, faces lessened risk?

Answer. The fiscal year 2006 risk formula consists of making two complementary
risk calculations: asset-based risk and geographically-based risk.

—Asset-based risk utilizes threat values derived from the Intelligence Community
assessments of the intent and capabilities of adversaries to accomplish a set of
baseline attack modes. These threats and attack types are mapped against cer-
tain infrastructure types, such as bridges, dams, and power plants.

—Geographically-based risk takes into account values that are based on the in-
herent attributes of the geographic State or Urban Area. This analysis considers
factors such as terrorism-related reporting and investigations, and population
density. To arrive at the total relative risk of terrorism, the geographically-
based risk score is weighted two times the asset risk score.

San Diego is on the list of eligible jurisdictions for full participation in the fiscal
year 2006 Urban Area Security Initiative (UASI) grant program. In previous years,
the risk score directly converted to a dollar amount and allocation to the jurisdic-
tion. This is not the case for 2006 funding. Each of the 42 cities, including San
Diego has equal status in competing for the UASI grant funds. The fiscal year 2006
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Congressional Appropriations language instructed the Secretary to award funds
based on both risk and need. While San Diego’s relative risk values are lower in
2006 than they were in 2005, their need has yet to be determined, and hence no
decisions can yet be made as to how much the city will receive. The Office of Grants
and Training will be making the funding determinations in May 2006.

Additionally, DHS anticipates that continued experience with the annual risk
analysis process will further improve the collective understanding of the impacts of
attacks on systems, improving the ability of the process to recognize that, in some
cases, a system provides resilience, and in other instances the critical nodes within
a system provide the potential for significantly greater consequences. DHS remains
committed to continually improving its risk analysis process, and looks forward to
further refinement of the current methodology.

STAFFING FOR ADEQUATE FIRE AND EMERGENCY RESPONSE (SAFER) ACT GRANTS

Question. The National Fire Protection Association found potentially two-thirds of
the Nation’s fire departments are understaffed. What is DHS evaluating to deter-
mine that no funding should be requested for SAFER Act grants?

Answer. The Department believes that preparedness is a shared responsibility be-
tween the Federal Government and State and local jurisdictions. Further, the dedi-
cation of Federal funds to a hiring program such as the Staffing for Adequate Fire
and Emergency Response (SAFER) program, is not the most effective use of limited
homeland security funds to enhance existing local preparedness capabilities. The
Department has requested significant funds over several years to support public
safety preparedness at the State and local levels of government. Congress has ap-
propriated and the Department has granted billions of dollars to support training,
exercising, and equipping public safety personnel, including firefighters, across the
Nation. Homeland security funds should enhance existing local preparedness capa-
bilities rather than support a hiring program such as SAFER. Ultimately, local gov-
ernments have the responsibility to support firefighter staffing levels commensurate
with their local fire threat.

EMERGENCY MANAGEMENT PERFORMANCE GRANTS (EMPG)

Question. If Katrina has shown us anything, it is the importance of local pre-
paredness and planning. The Emergency Management Performance Grant program
is important to State and local preparedness.

What justification is there in the face of the recent catastrophic disasters to pro-
pose a reduction in funding available for EMPGs?

Answer. The fiscal year 2007 EMPG request is consistent with the Administra-
tion’s $170 million budget request in fiscal year 2006. The Department continues
to support the EMPG program, which helps States and Urban Areas achieve target
levels of capability to enhance the effectiveness of their emergency management pro-
grams. The EMPG funding request for fiscal year 2007 is sufficient for States to con-
tinue to develop intra- and interstate emergency management systems that encour-
age partnerships among government, business, volunteer, and community organiza-
tions based on identified needs and priorities for strengthening their emergency
management and catastrophic planning capabilities. In addition, programs such as
the State Homeland Security Program and Urban Areas Security Initiative—while
focused primarily on terrorism preparedness, also include catastrophic events, recog-
nizing t}iat the capabilities built support a much broader range of hazards than ter-
rorism alone.

PORT SECURITY—AUTOMATED TARGETING SYSTEMS

Question. Today, our systems for capturing trade data used in targeting incoming
cargo is focused on the data available from the manifest, i.e. cargo/shipping informa-
tion versus the people who handle the cargo. I understand that CBP has an initia-
tive which started some time ago to look at expanded data elements to more fully
assess risks of cargo, particularly seagoing cargo.

Is the feasibility and usefulness of capturing information on the owners and oper-
ators of foreign and United States-based terminals being looked at? Where are you
with this effort?

Answer. CBP has been conducting an extensive evaluation of expanded data ele-
ments that will enhance cargo targeting. In this analysis, we have determined that
the people who handle the cargo and particularly those involved in the loading proc-
ess are an important informational element. The terminal operator has little to no
control over the security of the container and is therefore not deemed a useful data
element for cargo targeting. Data elements that we are looking at are entities that
initiate the movement and the physical handling of the cargo.



61

CBP has conducted an extensive analysis and proposes that the collection of a
limited number of additional trade data elements at manifest will effectively en-
hance cargo security and CBP’s targeting capabilities. New sources and types of
data can be gathered during other phases of supply chain operations and used to
enhance and strengthen the effectiveness of CBP screening and targeting efforts.
Data can be gathered during the purchase order process, staging and shipment, and
cargo transportation and includes such documents as purchase orders, booking con-
firmations, bills of lading, terminal receipts, status reports and proofs of delivery.
By collecting more and different information throughout the supply chain, greater
visibility and transparency can be achieved and true risk better understood within
the international supply chain.

CBP is working with its trade partners to find ways to obtain better information,
new information, and to find ways to get the information we already have, but ear-
lier in the supply chain so we can interdict a known risk or intervene in connection
with an unknown risk at the earliest point possible. A supply chain security com-
mittee has been set up within the Trade Support Network as a forum that works
with the trade community to identify and leverage advance information early in the
supply chain. This advance information will build upon existing CBP security meas-
ures to add value to ongoing targeting initiatives in order to secure our nations bor-
ders, as well as our efforts to facilitate legitimate trade. The committee’s goal is to
identify, discuss, document, and submit the trade communities’ supply chain secu-
rity requirement recommendations for ACE—which in partnership with CBP should
result in an information requirements plan for the best data set available to CBP.

Through partnering with the carriers, portals, importers, shippers and terminal
operators, CBP is gathering supply chain data, studying what it means, discovering
where it can be most effectively obtained in the supply chain, who has it, how the
pieces fit together and determining how it can improve our targeting programs. All
of this data will assist us to zero in on suspect movements and perform any nec-
essary security inspections at the earliest point possible in the supply chain. CBP
has evaluated entry-level data time frames and believes that submission of this data
?14 hours prior to arrival may be valuable as a final validation of carrier manifest

ata.

AVIATION SECURITY PASSENGER FEES

Question. If Congress does not accept the Administration’s $1.3 billion proposal
to increase passenger security fees, what specific funding in the fiscal year 2007
budget request for programs or activities do you propose for reduction or elimination
to make up for this difference?

Answer. The Transportation Security Administration (TSA) continues to seek
Congressional support for the President’s request to restructure the air passenger
fee as part of the TSA budget. TSA believes that the adjustment addresses prior
congressional concerns with a fee based upon emplanements rather than one-way
travel. We also believe the restructured fee more equitably assigns the costs of avia-
tion security to the direct beneficiaries, the air travelers, as envisioned in the Avia-
tion and Transportation Security Act (ATSA).

Aviation passengers currently pay an aviation security user fee of $2.50 per
emplanement, with a maximum of $5.00 per one-way trip. This fee has not in-
creased since it was originally imposed in early 2002, following the 9/11 terrorist
attacks. The President’s budget proposal aligns the collection of the fee with the
point at which the screening is done—upon entry into the aviation system. The pro-

osed change in the aviation security fee structure would establish a flat fee of
§5.00 per one-way trip. This would have the effect of equalizing the amounts paid
by travelers between major cities and travelers who must take connecting flights on
a round-trip basis. Restructuring the fee would also generate an additional $1.3 bil-
lion in revenue and bring the percentage of aviation security expenses covered by
passenger user fees to approximately 72 percent. Currently, user fees cover only 42
percent of the costs of aviation security.

OFFICE OF SCREENING COORDINATION AND OPERATIONS

Question. Where is the Department with regard to establishing the Screening Co-
ordination and Operations (SCO) office?

Answer. DHS is developing a plan to set up the SCO.

Question. Five and half months of this fiscal year have expired and it is my un-
derstanding that not a single employee has been hired for this office. In fact, there
currently is no SCO office. Is that true?

Answer. DHS is committed to the SCO and is developing a plan to set up the of-
fice and to develop coordinated screening policies.
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Question. What is the Department’s schedule to stand up this office?

Answer. The department plans to have the office completely operational and func-
tioning by the end of fiscal year 2006.

Question. Given that the office will be operational for less than half a year, I ex-
pect a significant proportion of the $4 million in appropriated funds will not be
spent this year. Is that a reasonable expectation?

Answer. The $4 million is necessary for SCO operations in fiscal year 2007.

Question. Given the lags in establishing SCO and the likelihood of unspent funds
for this office in fiscal year 2006, is the fiscal year 2007 budget request (§4 million)
realistic or optimistic?

Answer. The fiscal year 2007 budget request of $4 million is necessary for fiscal
year 2007 operations.

NATIONAL PREPAREDNESS INTEGRATION PROGRAM

Question. The fiscal year 2007 budget proposes a new preparedness program
called the National Preparedness Integration Program (NPIP). Why is this new pro-
gram needed?

Answer. Purpose of the NPIP:

The purpose of the National Preparedness Integration Program (NPIP) is to im-
prove the Nation’s preparedness posture—a national safety and security imperative.
The NPIP does that by organizing, monitoring, and enabling national preparedness
activities—with key focus on high-impact preparedness priorities.

The basic premise of the NPIP is that effective national preparedness requires an
integrated and synchronized approach among Federal, State, local, tribal and pri-
vate-sector partners to share information and to plan, train, and exercise consist-
ently. The current Federal level approach to information sharing, planning, training
and exercising is inconsistent across departments and agencies, leading to non-inte-
grated preparedness.

As the preparedness enabling element of the Directorate for Preparedness, the
NPIP will integrate national preparedness system and doctrine, and provide field-
based preparedness coordination. Additionally, NPIP will develop, foster and instill
a national preparedness culture—an imperative established by the White House and
the Congress, and an expectation of the American citizens.

The Scope of the NPIP:

The NPIP fuses together the core elements of Preparedness—including strategic
risk assessments, contingency planning, doctrine development, and training and ex-
ercises—and allows for the synchronization of these elements to create a functional
organizational alignment towards common preparedness activities across DHS orga-
nizations.

In doing so, the NPIP will enhance strategic tools, including the National Incident
Management System, National Response Plan, National Infrastructure Plan and the
National Preparedness Goal. It will ensure development of preparedness processes
that foster harmonized day-to-day routine interaction of disciplines, organizations,
levels of government and our citizens.

Because national preparedness is a top priority and DHS is responsible for a
proactive leadership role in encouraging national preparedness, the NPIP will drive
specific efforts to reach a robust level of national preparedness. It will foster a “cul-
ture of preparedness,” starting within DHS and extending to preparedness partner-
ships beyond the Department.

The NPIP will play a major outreach role in leveraging and encouraging existing
efforts, and filling gaps among the connections between programs, activities, and
doctrine that are integral to achieving robust national preparedness. To that extent,
the NPIP will:

—Report directly to the Under Secretary for Preparedness;

—PFocus on identifying and aggressively remedying national preparedness gaps;

—Improve the Nation’s ability to prepare, respond and mitigate natural or other

disasters;

—Examine national preparedness activities and programs and seek ways to inte-

grate and synchronize efforts;

—Provide a preparedness analysis capability and promote innovative solutions

with broad stakeholder input;

—Focus on addressing critical gaps in coordination among entities responsible for

preparedness;

—Promote proven preparedness practices, and leverage external resources

through strategic partnerships;

—Measure national preparedness using standardized metrics and institutionalize

preparedness improvements;
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—Identify (and eliminate where possible) redundant preparedness efforts/activi-

ties involving low return on investment; and

—Provide important incentives for organizations to coalesce and leverage and sup-

plement their efforts to enhance national preparedness.

As laid out above, the NPIP will be responsive to emerging needs in homeland
security preparedness including lessons learned from real-world incidents and exer-
cises. As such, the NPIP will be an essential resource for the Under Secretary for
Preparedness to use to respond to identified needs and capability gaps. Initial ef-
forts will include addressing shortcomings associated with the after action analysis
of the Hurricane Katrina response and the National Planning Scenarios: the need
to strengthen nationwide planning for catastrophic events; synchronization of Fed-
eral and selected State and local plans by region; incident command and control
alignment; evacuation plans; all-hazard planning for special need populations; and
communication system improvements. As the Under Secretary’s vision continues to
evolve and further preparedness enhancements are identified, the NPIP will be
qualified accordingly.

Question. How will this new program be more effective in this mission?

Answer. One of the fundamental concepts of the NPIP is that homeland security
preparedness is not just a Federal activity but is, in fact, a national activity. The
basic premise of the NPIP is that effective national preparedness requires an inte-
grated and synchronized approach for Federal, State, local and private-sector part-
ners to share information and plan, train, and exercise as they work in unison to
prepare for disasters. Currently, preparedness efforts are largely focused but sepa-
rated at the Federal level, the State and local level, or among the private sector,
but not necessarily an integration of all these levels.

This was exemplified in almost every aspect of the preparedness, response, and
recovery activities associated with Hurricane Katrina. While many elements per-
formed well within the parameters of their understood mission areas, the system
struggled because of disconnects in the overall effort. These fractures among major
organizations and missions had not been adequately recognized and addressed prior
to this catastrophic event.

The NPIP will change that by:

Providing an integrated approach to Federal efforts to support National Prepared-
ness. Current preparedness efforts reside in different parts of the Department of
Homeland Security (DHS)—such as Federal Emergency Management Agency
(FEMA), the U.S. Coast Guard (USCG), and the Office of Grants and Training—as
well as other parts of the Federal Government. Building a truly national prepared-
ness capability will require substantial DHS coordination with other Federal De-
partments. For example, the NPIP will ensure appropriate interface with
NORTHCOM and other Department of Defense (DOD) entities as to ensure key par-
ticipation in building a more secure homeland. Accordingly, the NPIP will ensure
DHS alignment with Health and Human Services (HHS), Department of Energy
(DOE), Environmental Protection Agency (EPA), Department of Transportation
(D(O)T), U.S. Department of Agriculture (USDA) and the Department of Justice
(DOJ).

The NPIP is intended to synchronize and integrate the preparedness efforts of all
parts of DHS and the Federal family. It will do so by:

—Providing a standardized approach to catastrophic planning.

—Developing integrated preparedness doctrine to share with partner agencies.

—Enhancing coordination of national exercises and preparedness training.

—Coordinating DHS medical planning with HHS, among other activities.

The NPIP will accomplish this through promoting proven preparedness practices
and leveraging external resources through strategic partnerships, both within and
outside of DHS, while avoiding redundant efforts or activities involving low return
on investment.

This will be a significant change from current practice where there is no over-
arching entity focused on coordinating Federal preparedness. For example, FEMA’s
preparedness function is heavily focused on preparing for natural disasters and is
not fully integrated with the law enforcement or border control communities. Nor
does FEMA'’s preparedness effort run the gamut of necessary preparedness activities
to respond to a catastrophic incident, which include improving communication sys-
tems.

Linking Federal efforts to locally-based preparedness efforts. A vital part of the
NPIP will be the placement of 11 Federal Preparedness Coordinators (FPCs) across
the country, with ten of the 11 FPCs being collocated at the FEMA regional offices.
FPCs will be locally-based senior DHS officials responsible for coordinating a wide
spectrum of Federal, State, and local domestic incident planning and preparedness.
FPCs will provide DHS with an important and functional field presence to collabo-
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rate and build partnerships with State and local government, and private sector
homeland security stakeholders within the FPC’s assigned geographic areas of re-
sponsibility and to ensure that these stakeholders are working together and are
thoroughly prepared. Currently, such field level coordination is done on an ad hoc
basis and DHS does not have always have visibility into how high-risk areas are
prepared to deal with homeland security incidents.

In addition, the NPIP will be a means to provide the Nation’s leaders with the
confidence that its local communities are prepared should an incident happen. By
integrating with the National Preparedness Goal and by implementing a common
set of preparedness metrics, the NPIP will provide the Secretary of Homeland Secu-
rity, the White House, and others with an assessment of local-based preparedness
levels. Currently, that assessment does not exist. An initial nationwide emergency
plan review is underway, and the NPIP will be the mechanism to strengthen nation-
wide planning for catastrophic events and evacuation. The FPCs will be the imple-
menting agents in the field charged with synchronizing Federal, State and local
plans by region to include special need populations.

Promoting command-and-control alignment among all levels of government in-
volved in incident management and response. As Hurricane Katrina indicated, suc-
cessful incident management depends on effective command and control alignment.
The NPIP will promote such alignment by ensuring that needed revisions to the Na-
tional Response Plan (NRP) are made, based on lessons learned from incidents and
exercises—such as TOPOFF 3—and stakeholder feedback.

In addition, the NPIP will integrate National Response Plan (NRP) and National
Incident Management System (NIMS) training and technical assistance to improve
the likelihood that the command and control structure functions effectively and effi-
ciently during incident response. The Homeland Security Council’s Hurricane
Katrina report noted the importance of a formal training program on the NIMS and
NRP for all personnel with incident management responsibilities. As part of FEMA’s
implementation of NIMS, all FEMA full-time employees and reservists were re-
quired to complete 4 independent study (IS) courses: IS-100, Introduction to Inci-
dent Command System; IS-200, Basic Incident Command System for Federal Dis-
aster Workers; IS-700, National Incident Management System: An Introduction;
and IS-800, National Response Plan: An Introduction. All new hires post-Katrina
are also required to complete this mandatory training. In preparation for the upcom-
ing hurricane 2006 season, FEMA will train a minimum of 1,500 “disaster general-
ists” (Stafford Act Employees) by June 1, 2006. In addition to the mandatory train-
ing above, these generalists will be required to complete an additional 40 hours of
classroom training on such topics as disaster operations, safety and wellness, cus-
tomer service, managing change, disaster assistance procedures, and monitoring of
debris removal.

A final key aspect of command and control alignment is the ability to commu-
nicate during an incident response. The NPIP will enhance that ability through bet-
ter system assessment and operational guidance development.

The above are but a few of the examples of how the NPIP will be more effective.
Through its five major activities in fiscal year 2007—catastrophic planning, com-
mand and control alignment, communication system improvements, medical pre-
paredness coordination, innovation and best practices—and the implementation of
the FPC concept, the NPIP will significantly increase the integration of our Nation’s
preparedness activities, including at the Federal level and between the Federal Gov-
ernment and State, local and private sector officials. The result of such integration
will be seamless processes, established preparedness doctrine, interconnected/inter-
agency relationships, and leveraged and synchronized resources during incident re-
sponse.

Question. Is there an overlap with FEMA'’s efforts on response and recovery?

Answer. No, the responsibility for response and recovery is charged to FEMA,
while the Preparedness Directorate is responsible for preparedness. The fiscal year
2007 Budget Request for FEMA and Preparedness’ NPIP may appear to have some
overlap; however, the difference is in the scope and delineation of responsibilities.

NPIP addresses national integration and synchronization of Federal, State, local,
tribal and private preparedness activities to strengthen regional abilities to respond
and recover. Catastrophic events—chemical, biological, nuclear, radiological, and na-
tional disasters—require preparedness to be scalable and adaptable to an event.
Preparedness establishes the doctrine and standards that allow national prepared-
ness and hence response and recovery to effectively work together.

Taking into account the disaster cycle, Planning—Response—Recovery—Mitiga-
tion, there are necessary relationships between preparedness, response and recovery
that would be strengthened by greater collaboration. Each disaster brings lessons
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learned and hence necessary adjustments that feed into preparedness; likewise, re-
sponse and recovery readiness is a function of preparedness efforts.

FEMA'’s mission is to lead the Nation’s efforts to respond to, recover from and
mitigate disasters of all types. This includes coordinating and ensuring the readi-
ness of disaster response teams and assets; sharing emergency management tech-
nical knowledge, training, and assistance with State and local governments; deploy-
ing response teams, commodities and supplies, and recovery assets, abilities, and
funding; and finally mitigating potential disasters through actions that will prevent
additional loss. FEMA’s mission addresses the logistical and technical aspects of re-
sponse and recovery.

For, example FEMA’s Response Division manages the Mobile Emergency Re-
sponse System (MERS), which among other things provides emergency communica-
tion capabilities in a disaster event. In a catastrophic event, such as Katrina, the
region’s communications infrastructure was destroyed, and while the MERS per-
formed as designed, the catastrophe overwhelmed capabilities. The Federal Govern-
ment, DOD, private organizations, local governments, and commercial interests
have communication assets for emergency events; however, there needs to be great-
er standardization of these assets. NPIP proposes to strengthen national prepared-
ness by cataloging emergency communication assets, pre-coordinating their use, and
developing communications plans for catastrophic event scenarios. NPIP leads, co-
ordinates, and synchronizes Federal preparedness capabilities and assets, and in
concert with other partners addresses catastrophic scenarios that require the merg-
ing of Federal, State, and local preparedness and response capabilities for responses
equal to the magnitude of a catastrophic event.

SCIENCE AND TECHNOLOGY MANAGEMENT

Question. Science & Technology is still working with the components in deciding
fiscal year 2006 funding levels for its research and development portfolios. Please
explain the process in which each DHS components’ mission research and develop-
ment are being addressed and adequately funded by Science & Technology.

Answer. The S&T Directorate has worked to identify and refine the research, de-
velopment, testing and evaluation (RDT&E) requirements of the Department’s com-
ponents over the last 3 years. For example, the S&T Directorate worked closely with
the Transportation Security Agency regarding the direction of the research and de-
velopment program at the Transportation Security Laboratory. This has resulted in
a more customer-focused research and development program in the S&T Direc-
torate’s Explosives Countermeasures Portfolio. The Science and Technology Require-
ments Council (SRC) validates and prioritizes RDT&E requirements with compo-
nents. To further ensure that the S&T Directorate is addressing our customers’
highest priority needs, the DHS Joint Requirements Council (JRC) is discussing the
development of a process to facilitate further refinement and prioritization of
RDT&E priorities by senior managers within each component.

Question. Were cuts made to one component’s research and development budget
to pay for another component’s?

Answer. Research and development funding requirements change year-to-year. As
such, in any given budget, S&T makes downwards or upwards adjustments in order
to fund the highest priority projects.

Question. I am concerned with the many changes in leadership at the Depart-
ment. The head of Science & Technology just announced his resignation which will
occur in March. How long will it be before a permanent replacement will be named?

Answer. In June, the President announced his intention to nominate Admiral Jay
Cohen to be the Under Secretary for Science and Technology. Admiral Cohen is cur-
rently a Retired Rear Admiral of the United States Navy. He has served the United
States Navy for over 35 years. He most recently served as Chief of Naval Research
at the Department of the Navy.

Question. How will you ensure the new head of Science & Technology will con-
tinue the priorities outlined for fiscal year 2006 and proposed for fiscal year 2007?

Answer. The Department has established a transition office within the S&T Direc-
torate to work with present and incoming leadership. This office will help to ensure
follow-through on the science and technology priorities identified to date.

DOMESTIC NUCLEAR DETECTION OFFICE (DNDO)

Question. What expertise does DNDO have for developing, acquiring and sup-
porting a global architecture designed to detect the nuclear or radiological material?
Answer. As an office staffed largely with representatives from across the United
States Government (USG) (including the Departments of Defense (DOD), Energy
(DOE), and State (DOS), the Federal Bureau of Investigation (FBI), and the Nuclear
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Regulatory Commission (NRC), as well as DHS components such as Customs and
Border Protection (CBP), the Office of Grants and Training (G&T), the U.S. Coast
Guard (USCG), the Transportation Security Administration (TSA), and the Science
and Technology Directorate (S&T)), the DNDO has been able, in a very short time,
to assemble a staff which draws from the inherent expertise of each of these agen-
cies. By combining the scientific expertise of DHS S&T and DOE with the oper-
ational experience of CBP, USCG, and FBI (to name a few) and the disciplined sys-
tems engineering, large-scale acquisition, and logistics approaches of the DOD, the
DNDO is well suited for carrying out its mission of developing, acquiring, and sup-
porting the global nuclear detection architecture.

Question. Does DNDO have the necessary authorities to have this global architec-
ture implemented by other Federal agencies?

Answer. The DNDO has been given the mission of “centralized planning with de-
centralized execution.” As such, the DNDO has been given the responsibility, within
the Federal Government, to develop the global nuclear detection architecture. This
will then be implemented across multiple agencies, depending on prior missions and
jurisdictions. While the DNDO will not have oversight over the actions of other
agencies responsible for implementing their respective portions of the global archi-
tecture, it will continue to advocate beneficial programs to the Administration, as
well as the Congress, and to identify duplicative or ineffectual programs when nec-
essary, with proposed improvements.

RISKS AND THREATS

Question. 1 believe that you would agree that a biological or nuclear event is
among the highest catastrophic threats to our Nation’s security. What funds, by ap-
propriations account, program, project, and activity are devoted to preparing to pre-
vent or respond to these in fiscal year 2006 and in the fiscal year 2007 budget re-
quest.

Answer. There are many programs across the Federal Government committed to
preventing or responding to biological or nuclear attacks. Specifically within the
S&T Directorate and the DNDO, funds in fiscal year 2006 and in the fiscal year
2007 budget request are as follows:

For the biological threat:

[In millions of dollars]

Fiscal year 2006 | Fiscal year 2007

S&T Research, Development, Acq. & Ops: Biological Countermeasures .........c.cooeoveveveens 376.2 3712

For the nuclear threat:

[In millions of dollars]

Fiscal year 2006 | Fiscal year 2007

S&T Management and Administration 2.6

S&T Research, Development, Acq. & Ops 333.7
Domestic Nuclear Detection Office 314.8
Radiological and Nuclear Countermeasures 189

Domestic Nuclear Detection Office (1)
Management and Administration (1) 30.5
Research, Development, and Operations (1) 327.3
Systems Acquisition (1) 178.0

In/a.

QUESTIONS SUBMITTED BY SENATOR THAD COCHRAN
AGRODEFENSE

Question. In fiscal year 2006, the Department of Homeland Security provided $23
million for site selection and other pre-construction activities for the National Bio
and Agrodefense Facility. What is the current progress of the Department of Home-
land Security’s efforts to utilize this funding for site selection and pre-construction
activities?

Answer. The S&T Directorate initiated an Expression of Interest (EOI) to explore
potential sites for the National Bio and Agrodefense Facility (NBAF). The EOI was
issued on January 19, 2006 in the Federal Register. Site criteria and requirements
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were developed by an interagency technical working group (including DHS, the
United States Department of Agriculture, and the Department of Human Health
and Services) to evaluate sites that would best support research in high consequence
animal and zoonotic diseases in support of Homeland Security Presidential Direc-
tives, HSPD-9 and HSPD-10. The results of the EOI will be evaluated in an envi-
ronmental impact statement (EIS) in the fall of 2006, at which time the public will
have the opportunity to comment on the scope of the analysis. In addition, ORD
plans to issue a solicitation in March 2006 to procure architect-engineer services to
conduct conceptual design studies and initial cost estimates for the NBAF. The con-
ceptual design will be completed in 2007. Under the present schedule construction
could begin in 2009 and be operational by the end of 2012.

Question. How much longer will the current aging Plum Island Foreign Animal
Disease facilities in New York State be able to sustain the Department’s
agroterrorism and animal-based terrorism research needs?

Answer. The Department is committed to operating the Plum Island Animal Dis-
ease Center (PIADC) in a safe and secure manner until its capability may be recapi-
talized through the National Bio and Agrodefense Facility (NBAF), expected to be
operational in 2012. The Department will maintain the current facility to foster on-
going scientific programs in accordance with the expanding missions of the depart-
ments of Agriculture and Homeland Security.

Question. Does the Department anticipate constructing one facility to carry out
the Department’s agroterrorism and animal-based terrorism research and develop-
ment research, or does the Department anticipate utilizing multiple sites?

Answer. It is presently envisioned that the National Bio-Agrodefense Facility
(NBAF) will be a single facility (with necessary support facilities) within an approxi-
mate 30-acre site.

DEEPWATER RECAPITALIZATION

Question. In fiscal year 2006, Congress provided $933.1 million for the Coast
Guard’s Deepwater recapitalization program. The President’s fiscal year 2007 Budg-
et Request proposes $934.4 million for the Deepwater program. How important is
full funding of the President’s Request to the continuation of this recapitalization
program?

Answer. It is very important that full funding for the Deepwater recapitalization
program be provided. Any reduction will cause a delay in the delivery of one or more
assets or systems that the Coast Guard needs to execute its post-9/11 mission re-
sponsibilities reduced funding will result in reduced readiness. The Coast Guard re-
quests funding each year based on what is planned to be obligated in the year the
funds are appropriated. Full funding in accordance with the President’s fiscal year
2007 Budget Request allows the Coast Guard to continue its recapitalization pro-
gram in alignment with the Post 9/11 Revised Deepwater Implementation Plan.

Question. What affect would a decrease in funding from the President’s Budget
Request of $934.4 million have on the continuation of this recapitalization program?

Answer. The following Deepwater projects are categories in the fiscal year 2007
President’s Budget request that require full funding to ensure success of the Coast
Guard recapitalization program. Key to success is the synchronization of asset ac-
quisitions to produce “force packages” connected by a common network that enables
a synergy of operational performance from the totality of the system as depicted in
the enclosed graphic. If the planned synchronization is delayed due to less than full
funding in fiscal year 2007, then the planned capabilities will be more costly to ac-
quire in the future and the operational performance improvements planned for that
period are lost. In simple terms, the Coast Guard recapitalization program schedule
for delivery of assets will be affected and the Coast Guard will not be ready to ac-
complish their DHS assigned missions; please see the table below.

Additionally, the graphic illustrates the synergistic linkages between assets in the
Deepwater system highlighting how reduced funding in any one area reduces overall
system performance outcomes.

In summary, the full success of the major AC&I projects is dependent on the as-
sets in these budget categories to be fully funded as requested in the President’s
fiscal year 2007 budget.
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Budget category

Inadequate funding impacts

AIR:
CASA MPA

VUAV and MCH (HH-65C)

HH-60 projects

AUF projects

C—130H Conversion projects

C—130J Fleet Introduction

SURFACE:
NSC

FRC

Mission Effectiveness Project for Legacy 210 foot and 270 foot

Cutter Small Boats (Long Range Interceptor and Short Range Pros-
ecutor).

CAISR

Logistics

Would delay “mission ready” status of air-
crafts 4 & 5, delays delivery and
missionization of MPA #6; and further
delays two air stations from receiving post
9/11 capabilities.

Will delay delivery of assets, limit major cut-
ter “force package” capabilities, limiting
surveillance capability to that achieved by
legacy surface assets.

Any project under funded or out of sequence
delays the entire upgrade and conversion
sequence of the HH—60; this medium range
helicopter is larger and more capable than
the CG HH-65s.

Delayed funding for Airborne Use of Force up-
grades means that Homeland security pa-
trols will continue to be conducted largely
by unarmed aircraft that lack the capa-
bility to take appropriate response on “ac-
tionable intelligence.”

The C—130H will continue to operate with
aging and obsolete avionics and a trouble-
some radar that has provided degraded re-
liability for several years.

Will delay delivery of asset(s) or prevent
“mission ready” status—that will continue
the shortage of maritime patrol aircraft op-
erating hours.

Each day of delay means NSC has an oppor-
tunity cost of not surveilling 42,500 square
nautical miles compared to legacy 378;!

Delay/loss of enhanced operational capabili-
ties of the patrol hoat fleet required by the
post 9/11 requirements.

The legacy 210 foot and 270 foot cutters are
the youngest in the Coast Guard fleet, but
must be properly maintained and upgraded
to provide on-going operational service
until the replacement OPC is delivered.

Small boats are part of the Cutter “force
package” providing intercept and boarding
capability from the parent cutter. Delayed
funding decreases “force package” oper-
ating area.

Will delay delivery of assets—some compo-
nents are essential to asset operation.

CAISR is the key to being AWARE in the mari-
time region. Lacking awareness increases
our Nation’s risk for possible attacks from
terrorists and more criminal activities.

Unable to operate as designed.

Readiness will be lower.

Suboptimal “homeports” due to lack of shore
facilities—forcing use of “Ports of Conven-
ience.”
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Budget category

Inadequate funding impacts

Systems Engineering & Integration

Program Management

Higher risk for lack of synchronization of
Deepwater assets—will not operate to-
gether.

These funds are required to review all inter-
operability connections which is a labor in-
tensive effort. If these connections are not
properly developed and tested, there will be
a higher probably of failure during oper-
ational use.

Unable to accomplish inherently government
work necessary for success, which includes
the oversight of the prime contractor, the
ability to get other expert opinions from
sources outside the government and/or
prime contractor, as well as track those
unique responsibilities that belong to the
government such as tracking program
progress and managing the acquisition
program baseline.

Increased risk of failure during operation and
delay in deploying due to insufficient plan-
ning.

LAIl flight deck capable cutters will benefit from VUAV/MCH force package surveillance capabilities.

@. Homeland pDEEPWATER CUTTER FORCE PACKAGE

Security

= } Today
. Future

National Security Cutter (NSC)/Offshore Patrol Cutter

{OPC) Force Package includes:
1 Cutter on station for 24 hours

1 Multi Cutter | pter (4 flight hours)
2 Vertical Unmanned Aerial Vehicles (12 flight hours)

1 Long Range Interceptor
1 Short Range Prosecutor

SURVEILLANCE CAPABILITIES

Daily Search Area

C4ISR Communications

Question. How will the Department and the Coast Guard address Congress’ frus-
tration with the Coast Guard’s poor responsiveness to congressional direction?

Answer. Although the Coast Guard delivered several reports to the Appropriations
Committees late in fiscal year 2005, fiscal year 2006 has seen marked improvement.
As a result of implementation of a series of strategy meetings immediately following
release of House, Senate, and Conference Marks, report drafting and clearance
times have decreased. As of March 1, 2006, the Coast Guard has delivered all but
three of its fiscal year 2006 appropriations reports to Congress on or before the due
date, as demonstrated in the table below.
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Appropriations report Date delivered Date due to Congress
(Bi Annual) Port Security Terrorism Exercises Results February | 2/14/2006 .........c.cccccoouneenn. Update of Oct 2005 report
2006.
Coast Guard Housing Report ! 2/13/2006 2/10/2006
Fisheries Enforcement (fiscal year 2006 Appropriations) ................ 2/9/2006 . 2/10/2006
Patrol Boat Availability Report 2/6/2006 . 2/10/2006
Deepwater Implementation Plan ReVieW .......ccccooevererinrieniscirennnns 2/6/2006 . 2/6/2006
MSST Policy Report 2/6/2006 . 2/6/2006
Operational Gap Analysis 2/6/2006 . 2/6/2006
Fiscal year 2006 1st QTR Acquisition Report ! 1/13/2006 1/15/2006
Fiscal year 2006 1st QTR Abstract of Operations Report 1/17/2006 1/15/2006
Occupational Safety and Health Risks Report! ... 1/4/2006 . 12/18/2005
(Bi Annual) Port Security Terrorism Exercises Results 10/28/2005 . 2/1/2006
2005.
Schedule of Port Security Exercises 10/24/2005 11/18/2005
Fiscal year 2005 4th QTR Acquisition Report ........ccccovevrmiirnrinnens 10/13/2005 10/15/2005
Fiscal year 2005 4th QTR Abstract of Operations Report ............... 10/13/2005 ..o 10/15/2005

1 Delivered late.
EMERGENCY MANAGEMENT PERFORMANCE GRANT (EMPG) PROGRAM

Question. After Hurricane Katrina demonstrated the need for strong emergency
management programs at the Federal, State, and local level, emergency managers
across the country anticipated an increase in the President’s Budget Request for the
all-hazards Emergency Management Performance Grant (EMPG) program. How-
ever, the President’s Budget Request proposed $170 million for the upcoming fiscal
year, the same as the previous year’s request.

What role do you see for State and local emergency management programs in na-
tional disaster preparedness?

Answer. The Department continues to fully support the EMPG program, which
helps States and Urban Areas achieve target levels of capability to enhance the ef-
fectiveness of their emergency management programs. The EMPG funding request
for fiscal year 2007 is sufficient for States to continue to develop intra- and inter-
state emergency management systems that encourage partnerships among govern-
ment, business, volunteer, and community organizations based on identified needs
and priorities for strengthening their emergency management and catastrophic
planning capabilities. Further, homeland security is a shared mission and thus a
shared responsibility between the Federal Government and our State and local part-
ners. The Federal Government should not be expected to bear all emergency plan-
ning costs. Instead, the Department expects that States and localities will devote
significant funds to enhance their planing based on local conditions and thereby
help to improve the Nation’s level of preparedness.

In addition, the Department’s fiscal year 2007 budget request expands the Urban
Areas Security Initiative (UASI) and the State Homeland Security Program (SHSP),
which will significantly enhance State and local preparedness capabilities. In fiscal
year 2007 the Department has requested to expand the UASI program by $80.65
million. The fiscal year 2007 UASI funding request will continue to help establish
a metropolitan area-wide approach to homeland security. Allocating UASI funds
based on risk and need will continue to reflect a results-based planning process that
supports achievement of minimum baseline capability levels in our Nation’s high
threat urban areas. The fiscal year 2007 budget request also includes an $83 million
increase in SHSP funding. These SHSP funds will continue to build capabilities at
the State and local levels through planning, equipment, training, and exercise ac-
tivities and to implement the goals and objectives included in the Homelands Secu-
rity Strategies.

Question. What role do you see for the EMPG program in the Department of
Homeland Security’s national disaster planning for both terrorism and natural dis-
asters?

Answer. The National Preparedness Goal provides a common framework for a sys-
tems-based approach to build, sustain, and improve national preparedness for a
broad range of threats and hazards, regardless of origin. Achieving the National
Preparedness Goal requires that the emergency management discipline play a vital
role in support of the Goal, as well as the implementation of National Priorities and
achievement of the target levels of capability described in the TCL. As the coordi-
nator for disaster response operations, the emergency management discipline is es-
sential to the prevention, protection, response, and recovery efforts necessary when
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disasters or other incidents of national significance occur at the State and local
level, and when Federal assistance is needed.

Therefore, to sustain and enhance emergency management capabilities in support
of the Goal, the EMPG funds may assist States and urban areas achieve the target
levels of capability to sustain and enhance the effectiveness of their emergency man-
agement program. As part of this effort, the Administration has proposed to expand
the scope of EMPG activities to address homeland security planning. Further, the
program’s current emphasis on funding staff costs limits our ability to assess and
measure results.

QUESTIONS SUBMITTED BY SENATOR ARLEN SPECTER
FEMA CONTRACT AWARDS

Question. In the wake of Hurricane Katrina, there was concern about the con-
tracting processes used by FEMA to procure goods and services and concern about
the awarding of “no-bid” contracts. Are the guidelines that direct contracting, espe-
cially during times of emergency clear?

Answer. The guidelines contained in both the Federal Acquisition Regulation
(FAR) and the Homeland Security Acquisition Regulation (HSAR) are clear as it re-
lates to contracting during an emergency. However, while the guidance is clear, it
is spread among several parts of the FAR. Therefore, to improve the responsiveness
of the acquisition community, the Civilian Agency Acquisition Council and the De-
fense Acquisition Regulations Council are amending the FAR to provide a consoli-
dated reference to acquisition flexibilities that may be used during emergency situa-
tions. Specifically, the information will be consolidated into a previously reserved
FAR part. This initiative, however, makes no change to existing contracting policy.

Question. Is there anything Congress can do to make them clearer?

Answer. Additional legislation on this topic is unnecessary at this time.

Question. What does FEMA need to do to improve disclosure of contract awards?

Answer. FEMA is making every effort to operate with openness and transparency
with regard to contracts awarded to support the relief and recovery efforts of Hurri-
cane Katrina. In addition to complying with the requirements of FAR 5.303, which
requires notification to Congress of contract awards exceeding $3 million, and FAR
4.6, which requires the reporting of contracting data in to the Federal Procurement
Data System, DHS also posts, at http:/www.dhs.gov/interweb/assetlibrary/CPO-
KatrinaContracts.pdf, all contract actions awarded by FEMA in support of the relief
and recovery effort. This list is updated weekly, FEMA also posts, as required by
FAR 4.6, the award of its contracting actions into the Federal Procurement Data
System. Recognizing the importance of contract reporting, FEMA will provide imple-
menting guidance to all contracting personnel on the importance of timely posting
of contract awards.

Question. Does this budget proposal adequately fund those needs?

Answer. Yes. The President’s Budget proposal adequately funds those needs.

CARGO CONTAINER SECURITY

Question. In recent weeks, port security and cargo container security in general
have come to national attention. What statistics do you have regarding the percent
of all shipments entering the United States that are inspected for compliance with
United States and international shipping regulations?

Answer. CBP targets incoming containerized cargo by automated review of ad-
vance manifest and other information through its automated targeting systems to
assess the risk of incoming cargo shipments. CBP examines all of the cargo that is
identified as “high-risk” from this initial targeting through either non-intrusive de-
tection technology, or, as needed, physical inspection.

CBP defines an examination as a physical inspection of a conveyance and/or the
imaging of a conveyance using large-scale Non-Intrusive Inspection (NII) technology,
for the presence of contraband. CPB defines screening as a passive means of scan-
ning a conveyance, baggage or cargo. CBP screens conveyances, baggage, and car-
goes with radiation portal monitors and other radiation detection equipment for the
presence of radiological emissions.

From fiscal year 2002 through fiscal year 2005, the percentage of total containers
inspected has increased at a rate of 4.2 percent per year. In fiscal year 2005, a total
of 25,324,327 cargo conveyances arrived in the United States from foreign sources
and a total of 5,301,872 cargo conveyances were inspected.

In fiscal year 2005, approximately 21 percent of all cargo conveyances (i.e., truck,
rail and vessel) were examined for the presence of contraband, and approximately
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67 percent of arriving containerized cargo was screened for radiation. Additionally,
in fiscal year 2005, CBP examined 569,308 or approximately 5 percent of all arriv-
ing sea-borne containers.

Question. What sort of tools do inspection agents have to assist them in screening
containers in a timely, yet responsible manner?

Answer. Over the last several years, Non-Intrusive Inspection (NII) technology
has been the cornerstone of our layered enforcement strategy. Technologies deployed
to our Nation’s air, sea, and land border ports of entry include large-scale X-ray and
Gamma-ray imaging systems as well as a variety of portable and hand-held tech-
nologies to include our recent focus on radiation detection technology. All CSI ports
are also required to have NII technology available to assist in the inspection of iden-
tified high-risk containerized cargo bound for the United States.

Large-scale systems include the Vehicle and Cargo Inspection System (VACIS),
Mobile VACIS, Rail VACIS, Portal VACIS, Truck X-ray, Mobile Truck X-ray, Mobile
Sea Container System, Pallet Gamma-ray System and Mobile GaRDs unit. Nuclear
and radiological detection equipment includes Personal Radiation Detectors, Radi-
ation Portal Monitors and Radiation Isotope Identifier Devices.

NII technologies are viewed as force multipliers that enable CBP to examine or
screen a larger portion of the stream of commercial traffic while facilitating the flow
of legitimate trade, cargo and passengers.

Question. Secretary Chertoff mentioned in his statement for the record that the
Science and Technology (S&T) Directorate is developing technology solutions that
can be applied across the supply chain. How is S&T working with the private sector
to procure technology?

Answer. In support of the Department’s layered supply-chain-security strategy,
the S&T Directorate interacts with the private sector in two main ways: (1) through
an ongoing dialog with industry and (2) through technology procurements.

Maintaining an ongoing dialogue with private industry helps the S&T Directorate
understand the present state of technology in the marketplace, enabling sound in-
vestment decisions that reflect current and future capabilities and meet operational
and industry user requirements. This dialogue takes place with technology pro-
viders, supply chain consultants, the shipping industry (including carriers, terminal
operators, and port authorities) and international partners.

The S&T Directorate is currently procuring security solution technologies from
both large and small companies, including university laboratories. Technology pro-
curements result from several contracting vehicles, which include solicitations under
Broad Agency Announcements (BAA) and our Small Business Innovative Research
(SBIR) program. The S&T Directorate presently has private-sector procurements
underway for the design and/or development of the following technologies:

—Advanced Container Security Device.—A system to detect intrusion on any six

sides of a container as well as to sense a human presence and report alarms;

—Advanced Material Container.—A proof-of-concept container constructed of com-

posite materials that will incorporate embedded security sensors and commu-
nications systems;

—Marine Asset Tag Tracking System.—A system to provide remote communica-

tions capability for an ACSD or CSD to send an alarm or status information;

—Secure Carton.—Alternative concepts to today’s shipping cartons that will en-

able monitoring to detect and report breaches at the carton level; and

—Intelligent Anomaly Detection Tools for the Automated Commercial Environment

and Automated Targeting System.—Advanced technologies to enable improved
capabilities to predict suspect or threat containers bound for the United States.
This is in support of the Customs and Border Protection Automated Commercial
Environment and Automated Targeting System (ACE/ATS).

The S&T Directorate is also evaluating developmental Container Security Devices
(CSD) that can monitor container doors and report alarms, which are currently
being marketed by vendors. The S&T Directorate is purchasing sample devices from
qualified vendors to conduct bench tests and vulnerability assessments to determine
the suitability of these devices to meet the Department’s requirements.

With these technologies, the S&T Directorate is developing a Supply Chain Secu-
rity Architecture, a technology framework that ensures the integration of non-regu-
lated supply chain information and container security device data to securely and
efficiently transmit it to governmental and private-sector stakeholders. In line with
the Department’s emphasis on private sector involvement in supply chain security,
the S&T Directorate is currently working with two supply chain industry experts
to ensure supply chain interactions and processes are accurately reflected. As this
architecture defines the standards and protocols for security and information ex-
change, the Department can leverage private-sector supply chain information man-
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agement systems to enhance risk assessments, while providing for business effi-
ciencies to the commercial and shipping industry.

Additionally, the S&T Directorate is committed to ensuring interagency coordina-
tion with other Federal stakeholders involved in supply chain security and to lever-
age existing capabilities and lessons learned.

Question. What specific types of technology is the Department looking for?

Answer. The Department is seeking technologies and processes to improve visi-
bility and security across international supply chains. The S&T Directorate is devel-
oping and evaluating many of these technologies. They include security devices with
the ability to monitor the integrity of intermodal shipping containers in transit and
communicate status and alarm information about those containers to the National
Targeting Center (NTC). Critical to enabling these capabilities are underlying tech-
nologies that can: operate in the harsh intermodal shipping environment; provide
close to 100-percent assurance that sensors can detect authorized or unauthorized
door openings and closings, holes or false doors created on any side of a container;
and interface with other sensors currently under development to detect human
cargo, explosives, chemical, biological, or radiological material, or breaches to the
containers’ contents at carton level. In that containers transit unattended through
the supply chain, these container security sensors also require the ability to not be
easily compromised by either an insider attack or an outside adversary along the
supply chain.

The Advanced Container Security Device (ACSD), currently under development in
the S&T Directorate will utilize advanced sensors and fusion systems to detect in-
trusion on any of the six sides of the container and detect human cargo. The ACSD
will be able to interface with next generation advanced sensors currently under de-
velopment within the S&T Directorate that detect chemical or biological agents. In
addition, these systems require remote communications capabilities to allow reach-
back to the NTC to communicate alerts from any point along the supply chain, as
well as local communications systems for CBP officers in the field. Other sensor
suites which will be integrated with the ACSD will include systems currently under
development by the Domestic Nuclear Detection Office (DNDO) to detect and report
radiological or nuclear agents.

As part of an effort to identify near term deployable security systems for inter-
modal shipping containers, the S&T Directorate is currently in the process of evalu-
ating a variety of existing developmental vendor Container Security Device (CSD)
technologies that claim to have the ability to monitor and report intrusion of the
container doors. Key to these evaluations is verification of claimed system perform-
ance and reliable sensor performance. The end goal of this survey is to accelerate
a near term capability in advance of ACSD development to monitor and report con-
tainer door breaches to the NTC.

Other technologies under development and critical to container security are com-
munications systems that can transmit information from containers intermodally
and globally, while penetrating the high metal environment of container stacks at
ports and on ships or while in transit on ship, rail and truck.

Beyond CSD and ACSD, the S&T Directorate is also evaluating a next generation
container constructed of advanced, light-weight materials (versus steel) that will
allow security sensors and communications technologies to be built into the con-
tainer’s walls, doors and floors. It is believed lighter weight containers will also in-
crease business efficiencies.

Lastly, the S&T Directorate is assisting DHS components in the development of
an architectural framework to enable integration of supply chain data beyond that
currently regulated by Customs and Border Protection (CBP). This data combined
with container integrity information, when fused in a secure and efficient manner,
will enhance risk assessment benefiting security, while providing business effi-
ciencies to the commercial and shipping industry. Part of this effort also involves
the development of advanced intelligent algorithms for use by CBP’s targeting sys-
tem to further improve anomaly detection capabilities to improve assessment and
targeting of high risk cargo.

QUESTIONS SUBMITTED BY SENATOR ROBERT C. BYRD
DEPARTMENTAL MANAGEMENT
BUSINESS TRANSFORMATION OFFICE

Question. Provide a list of accomplishments from the beginning of fiscal year 2005
to date for the Business Transformation Office.
Answer.
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Fiscal Year 2005

The BTO was responsible for several major projects during fiscal year 2005, such
as creating the functional integration Management Directives, creating a com-
prehensive set of functional integration milestones for each of the Management
Lines of Business, establishing functional integration support contracts, and track-
ing functional integration priorities for the Management Directorate. The BTO re-
viewed and tracked Management Directorate programs/initiatives for schedule com-
pliance based on identified milestones: eMerge, the Infrastructure Transformation
Program (ITP), MaxHR, HSPD-12 and IT Cost Avoidance. The BTO also coordi-
nated: On-boarding/Exit process, Senior Executive Service process, Administrative
Analysis project, and streamlining the hiring process. Additional detail on the above
projects is provided in the paragraphs that follow.

In accordance with direction established in the Functional Integration manage-
ment Directives, the BTO instituted an annual reporting process for establishing,
measuring and reporting on Component functional performance for business proc-
esses that are the responsibility of the CxOs. The BTO also established a process
for evaluating and reporting on the performance of Component CxOs and other Key
Functional Officials to Component Heads.

Strategic Plan.—The BTO was responsible for the creation of a multi-year Stra-
tegic Plan for the Management Directorate. The BTO began constructing templates
and defining content for Line of Business annual reports and for business cases sup-
porting functional integration initiatives.

Management Directives.—The BTO was also responsible for creating the Func-
tional Integration Management Directives, which provided direction on the leader-
ship, integration, and management of the support services through each Line of
Business Chief (Chief Administrative Officer, Chief Financial Officer, Chief Informa-
tion Officer, Chief Human Capital Officer, Chief Procurement Officer and Chief Se-
curity Officer).

Since its creation, DHS has achieved many of its objectives toward integrating the
management functions. From the many systems and programs that DHS inherited,
the Department has consolidated the following:

—18 financial management centers down to 8 centers;

—27 bank card programs down to 3 programs;

—22 Human Resource Servicing offices down to 7 offices;

—8 payroll providers down to 1 payroll provider;

—22 Personal Property Management systems down to 3 systems;

—Acquisition Support for 22 agencies has been consolidated to 8 major procure-

ment programs;

—1,100 Administrative Services agreements with other Federal Departments to
39 agreements;

—b52 percent of workforce through the Tri-Bureau initiative (Organized shared
services and resources needed to more efficiently and jointly support our immi-
gration, customs and border protection activities (Customs and Border Protec-
tion/U.S. Citizenship and Immigration Services/Immigration and Customs En-
forcement);

—Consolidated over 35,000 express package service contracts into 1 contract;

—129 commercial information content subscription services to 8 services; and

—Numerous copier maintenance and service contracts into 1 centrally managed
departmental contract.

In addition, the Department has published uniform DHS acquisition regulations
that apply across the enterprise and has established the first Department-wide real
property asset management plan which will govern the consistent and efficient use
and development of DHS land, buildings and structures for mission accomplishment.

CxO Councils.—Each Line of Business Chief established a Department-wide coun-
cil to serve as a governance board which would monitor and measure the perform-
ance of centers of excellence, shared services providers, managed partner providers,
and self-supporting component providers for the various activities of their function.

Tri-Bureau Governance Board.—The Tri-Bureau Governance Board was created in
2003 to oversee shared services and to serve as a decision maker in regard to service
consolidation across the Tri-Bureau components.

MOUs/MOAs.—In fiscal year 2005, the BTO ensured that Memorandum’s of
Agreement (MOA) and Memorandum’s Understanding (MOU) between the Depart-
ment, DHS components and other government agencies were established that would
enable the Department to work more effectively and efficiently with other Govern-
ment entities. The BTO was responsible for the execution of critical MOU’s during
the stand-up of the Department of Homeland Security with DOJ, DOT, GSA, DOC,
DOE, and Treasury.
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Fiscal Year 2006

In fiscal year 2006, the BTO completed the multi-year Strategic Plan for the Man-
agement Directorate, the first in a series of six Business Cases for implementing
functional integration (Chief of Administrative Services), and detailed annual re-
ports for the Management Directorate Lines of Business.

Functional Integration Milestones and Budget: The BTO continues to build on the
management integration work from fiscal year 2005 by creating a comprehensive set
of functional integration milestones for each of the Management Directorate Lines
of Business. The functional integration milestones are critical deliverables and/or ca-
pabilities with due dates that must be met by the Management Directorate Lines
of Business.

The BTO is developing a consolidated financial budget focused on synchronizing
the functional integration budgets of the Lines of Business with their relevant com-
ponents’ budgets. This consolidated functional integration budget will allow an accu-
rate insight into where money is being spent and how much is being spent in each
of the Lines of Business. This will enable the Department to set a baseline from
which we can begin to explore organizational transformation across the Department
and to develop an overall integration strategy for the Management Directorate.

The BTO also continues to prioritize and track functional integration priorities for
the Management Directorate. The BTO will continue to drive the integration of leg-
acy support systems, maximizing common platforms and leveraging the “economies
of scale” that exist. Another priority is to conduct a review of operations in the Man-
agement Directorate on a macro level and look for additional opportunities to im-
prove the efficiency and effectiveness of the Directorate.

Question. What are the pros and cons of combining this office with the Immediate
Office of the Under Secretary of Management?

Answer. There are benefits to having the Business Transformation Office (BTO)
as a separate staff element reporting to the Under Secretary for Management. The
BTO initiative requires specific skills in planning, organizational development, pro-
gram & management analysis, project management and budget/finance which are
different from those required in the Immediate Office of the Under Secretary.

The BTO staff members generally have in-depth experience with the business
processes of one or more of the functional Lines of Business. As a direct report to
the Under Secretary, the BTO has access and exposure to the full spectrum of ini-
tiatives across all management functions (administrative services, enterprise archi-
tecture, financial management, information technology, human capital management,
procurement, and security). Consequently, the BTO staff members are appropriately
qualified and in the proper position to identify initiatives and interdependencies
among the Lines of Business as the Functional Integration efforts continue.

Combining the BTO with the immediate office of the Under Secretary could be
done as well, but there are few benefits to doing so. One advantage would be that
the staff members of the BTO could provide program management skills and anal-
ysis for other more narrowly-defined initiatives within the Management Directorate
and among DHS components.

A disadvantage of this combination, however, would be that the long term plan-
ning and functional integration roles of the BTO would most likely be overcome by
the day to day events that require immediate attention within the Management Di-
rectorate and among the DHS components.

EXECUTIVE SEDAN SERVICE

Question. Provide an analysis of the pros and cons of performing the duties of the
executive sedan service in house (i.e. leasing/procuring the needed vehicles and hir-
ing the needed drivers) as opposed to contracting out for this service?

Answer. The following analysis shows pros, cons and not only cost, but also orga-
nizational flexibility and administrative burdens as well to provide executive sedan
service for DHS executives and senior officials.

Completely In-house
DHS EXECUTIVE SEDAN SERVICE—IN-HOUSE

Owned Vehicles (10 @ $23,000/vehicle—cost averaged over 5 years) $46,000
Maintenance 9,000
18 Drivers (12 hour shift—average 21 days/mo.) 1,720,232
3 Dispatchers 186,390

2 Driver Foremen 136,031
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DHS EXECUTIVE SEDAN SERVICE—IN-HOUSE—Continued

Supervisor 118,346

Total 2,215,999

Vehicles would be used over a 5 year period. Maintenance and operational costs
would be expected to increase over the life of the vehicle. Disposal costs would be
necessary at the end of the period.

Vehicles are DHS assets and are available for use in a COOP or emergent situa-
tion.

Additional vehicle(s) necessary as ready back up in case of accident or other fail-
ure, and for rotation during scheduled maintenance.

Staff may be assigned to other transportation related duties as need and workload
dictate in unusual situations.

A significant addition to on-board FTE is required to assure sufficient drivers and
support for a 12 hour per day operation, while also providing coverage for holidays,
annual leave and sick leave.

This also adds some administrative burden to other administrative functions such
as human capital and finance.

Completely Contracted Out
DHS EXECUTIVE SEDAN SERVICE—FULLY CONTRACTED

Vehicles (9 vehicles @ $40,000—averaged over 5 years) $72,000
Drivers 952,560
Dispatchers 219,135

Total 1,243,695

Contractor is responsible for assuring an adequate number of cleared staff to pro-
vide the required support.

Contractor is also responsible for assuring an adequate number of vehicles are
available to meet the requirements of the contract.

Only pay for vehicles used, but with maintenance, replacement, standby and mark
up costs included. Costs would be higher if vehicles are replaced on preferred 2-year
cycle. Maintenance and down time would be reduced and reliability increased.

Vehicles are assets owned by the contractor, and availability in a COOP or emer-
gent situations would not be expected.

Administrative burden is minimized as human capital support in recruitment and
processing as Federal employees is not required.

Contractor personnel may not be asked to perform tasks not specifically covered
by the scope of the contract.

Current Arrangement is a Hybrid

The Department currently contracts for vehicles (leases a competitive procure-
ment) and driving services separately in order to take advantage of the lower costs
and flexibilities that each has to offer, while limiting overhead. The Department is
paying $799 per month ($9,588 annually) per vehicle for a fully serviced lease which
includes maintenance and full insurance coverage. Cars are replaced every 2 years,
which keeps reliability high and the leasing company can sell the vehicle which
keeps lease costs lower. If the contractor were to acquire the vehicles, the Govern-
ment would pay a higher price along with a markup by the vendor. If a vehicle is
out of service due to other than routine maintenance, a loaner is often available,
eliminating the need to maintain another vehicle as a backup.

By contracting for the drivers and dispatchers, the contractor bears responsibility
for assuring that a sufficient number of cleared personnel are available to provide
the required level of service. Contracting for the drivers and dispatchers also re-
duces administrative burden on DHS.

—Although using contractor personnel, the vehicles remain DHS assets and are

available for use in a COOP or emergent situation.

—Administrative burden is less than the other options.

—No disposal costs
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—Through use of an executive lease program, maintenance and insurance are in-
cluded and loaners are often available thus minimizing the need for a backup
vehicle.

MAXHR

Question. How many of the 29 new positions requested in the budget for the
MAXHR program could be negatively affected by a ruling against the Department
in it MAXHR court case?

Answer. Of the 29 new positions requested for the MAXHR program, only six—
those additional positions that would be used to support the Homeland Security
Labor Relations Board (HSLRB)—could potentially be impacted by the court case.

Question. How much of $38.9 million increase to the “Advisory and Assistance
Services” component of the MaxHR program could be negatively affected by a ruling
against the Department in the MAXHR court case?

Answer. With respect to the $71,749,000 requested in fiscal year 2007 for human
resource management, the only funding that could be foregone if the outcome of the
court case is not in the Department’s favor would be the $7.450 million allocated
for the Homeland Security Labor Relations Board.

Question. In the event of a court ruling against the Department, what are the De-
parrsment’s contingency plans with respect to the new positions and support fund-
ing?

Answer. Regardless of the outcome of the litigation pending before the Court of
Appeals, the implementation of MAXHR will continue at DHS. The process for im-
plementation may be significantly more difficult, however, if the outcome is not fa-
vorable to the Department. The flexibilities in the legislation and the MAXHR regu-
lations were intended to allow the Department to construct a uniform, performance
based personnel system that would span the various components and occupational
categories across the Department. If those flexibilities are not sustained by the
court, the Department still intends to implement a uniform personnel system but
may have to invest considerably more time and energy in negotiations and consulta-
tions with the unions that represent employees in more than fifty bargaining units
across the organization. In addition, the Department may also need to maintain
multiple pay and performance management systems for a longer time, pending the
implementation of a single, unified MAXHR system.

DHS HEADQUARTERS

Question. Will the $8.2 million requested in the fiscal year 2007 budget complete
the build-out of the NAC? If so, when will the build-out be finished?

Answer. The requested $8.2 million requested in the fiscal year 2007 budget will
complete the build out of the NAC. We expect there may be a need for some mini-
mal funds in the out years to manage any minor rearrangements and reconfigura-
tions as missions changes require.

Question. When the build-out is complete, how much additional capacity for
growth (in terms of office space available) will the Department have at the NAC?

Answer. After the NAC build-out is complete the NAC will be at full capacity with
approximately 300,000 usable square feet of space for about 1,700 people, and there
will be no additional office space available.

PROCUREMENT REPORT

Question. As directed by the fiscal year 2006 Homeland Security Appropriations
Act, provide a report on the number of procurement officers for each Departmental
component and include an assessment of the adequacy of the number and training
of these personnel.

Answer. The CPO continues to work with components and the DHS CFO to budg-
et for increased contracting staff. Based on fiscal year 2005 staffing levels, increases
have been realized in both fiscal year 2006 (11 percent) and are projected fiscal year
2007 (47 percent) based on the President’s proposed budget. The CPO will work to
continue this trend until optimum staffing levels are attained. The following chart
s}f}fgws the staffing numbers and the percentage of trained and certified contracting
officers.

B " President’s Percent of Cer-
Authorized FTE Authorized FTE 3 e !
Org Element Fiscal Year 2005 | Fiscal Year 2006 Budget FTE Fis- | tified Contracting

cal Year 2007 Officers on Board

CBP 92 119 179 79
0PO 127 127 221 79
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B . President’s Percent of Cer-

e e 08 | Bt on 205 | e T | s Contciog

TSA 67 105 165 74
ICE 81 64 96 32
USCG 336 339 339 89
FEMA 55 85 127 79
FLETC 31 36 36 100
USSS 25 25 25 96

COMPETITIVE SOURCING PERSONNEL

Question. How many of the 50 positions requested in the Office of Procurement’s
fiscal year 2007 budget request are to be used for competitive sourcing activities?

Answer. Currently one position will be added to competitive sourcing. Once the
Director of Acquisition Programs is on board we will leverage the staffing of the
OCPO programs to offset peaks and valleys in work load requirements.

Question. How many positions in the Office of Procurement are currently used for
competitive sourcing activities?

Answer. Two positions.

CONTRACTING OUT REPORT

Question. The fiscal year 2004 Appropriation Omnibus (H.R. 2673) Division F—
Departments of Transportation and Treasury, and Independent Agencies, Title VI
Section 647(b), contained the following reporting requirement: “Not later than 120
days following the enactment of this Act and not later than December 31 of each
year thereafter, the head of each executive agency shall submit to Congress a report
on the competitive sourcing activities on the list required under the Federal Activi-
ties Inventory Reform Act of 1998 (Public Law 105-270; 31 U.S.C. 501 note) that
were performed for such executive agency during the previous fiscal year by Federal
Government sources.”

The Committee has not yet received this year’s report. Please provide this infor-
mation as well as any plans for public-private competitions in fiscal year 2007.

Answer. The DHS fiscal year 2005 Section 647 report is being prepared for sub-
mission to the Congress and posting on the DHS web site.

Question. For fiscal year 2005 (actual), fiscal year 2006 (estimate), and fiscal year
2007 (request), how many positions in the Department (broken down by agency)
were competed and how much did the competitions cost.

Answer. As noted in the Department of Homeland Security’s Section 647 Report
to Congress, DHS completed Competitive Sourcing (OMB Circular A-76) competi-
tions involving a total of 137 FTE in fiscal year 2005, at a one time cost of $787,000.
All of these competitions were retained in house.

For fiscal year 2006, DHS has completed competitions involving 150 FTE to
date—all retained in-house—and is currently preparing for the completion of addi-
tional competitions involving 235 FTE.

DHS is currently planning to announce in fiscal year 2006 several competitions
for completion in fiscal year 2007 involving 4,153 FTE.

Question. How many positions were subsequently contracted out as a result of the
competition?

Answer. No positions were contracted out in fiscal year 2005 and no positions
have been converted to contract performance as a result of our fiscal year 2006 ef-
forts to date.

DETAILEES TO THE WHITE HOUSE

Question. How many DHS employees (including the component agencies) are cur-
rently detailed to the White House (including all Executive Office of the President
agencies)? Provide the committee a list containing the originating agency; the office
they are detailed to; salary grade/step; length of detail (including beginning and end
dates); purpose of the detail; and indicate if the agency is reimbursed.

Answer. Our most recent quarterly report shows 13 detailees to the White House
as of 12/31/05. See attached report entitled White House Detailees.
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DETAILEES TO THE DEPARTMENT

Question. How many employees of DHS component agencies are currently detailed
to the Department? Provide the committee a list containing the originating agency;
the office they are detailed to; salary grade/step; length of detail (including begin-
ning and end dates); purpose of the detail; and indicate if this agency is reimbursed.

Answer. Our most recent report (as of 12/31/05) shows 244 staff detailed to DHS
Headquarters offices. Slightly over half are detailed to Operations. See attached re-
port entitled QFR detailees.
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OFFICE OF SCREENING COORDINATION AND OPERATIONS

Question. In a brief the Committee received in December 2005, the briefing mate-
rials stated that the Office of Policy was tasked with, “Centralized policy develop-
ment and coordination” as well as, “Ensuring consistency of policy and regulatory
developments across components.” In light of this, what are the pros and cons of
the Office of Screening Coordination and Operations being a component within the
Office of Policy?

Answer. After conducting a Second Stage Review of the Department, I announced
and implemented organizational changes in order to enhance the coordination of pol-
icy, operations, and intelligence across the DHS spectrum. These changes resulted
in the creation of a department-wide Office of Policy, Office of Operations Coordina-
tion and Office of Intelligence and Analysis. This new organizational structure be-
came effective in November 2005. These offices have been charged with utilizing the
tools of all of DHS’s components to address the Department’s critical homeland secu-
rity mission. Indeed, these new offices interface on a daily basis with their counter-
parts in the DHS component agencies. This coordinated effort has vastly improved
the Department’s ability to develop strong regulatory and legislative proposals.

The Office of Screening Coordination and Operations (SCO) will work with each
of these offices to improve security screening by creating screening standards and
polices for the Department of Homeland Security, by providing a single redress of-
fice for travelers, and by setting common standards for registered traveler programs.
The functions of the SCO include: (1) development of a unified business vision and
strategy for the coordinated screening of people; (2) development of operational
standards and coordination of policies; (3) oversight of unified program management
processes across the various screening programs, and management of screening and
credential acquisitions; and (4) establishment of a portfolio of common screening
services that include unified standards concerning enrollments; biometrics manage-
ment; credentialing operations; and central redress practices and policies.

The SCO will implement an effective and efficient screening capability that inte-
grates policies, business strategies and processes, data and information systems,
and technology to enhance security and immigration, trade, travel, and
credentialing experiences.

OFFICE OF GENERAL COUNSEL

Question. The President’s fiscal year 2007 budget for the Office of Procurement
Operations in the Working Capital Fund requests an increase of 93 FTE. The Office
of Procurement in the Under Secretary for Management account requests an in-
crease of 25 FTE. Given these large increases in FTE for procurement contracting
and policy, is a sufficient number of lawyers with expertise in procurement law
being requested for the Office of General Counsel (an increase of four attorneys is
requested)?

Answer. The procurement law function within the OGC was originally staffed to
provide legal support to a small operational procurement function serving the de-
partmental offices (the Office of Procurement Operations), a departmental grants ac-
tivity, and the departmental policy and executive function for the immediate offices
Chief Procurement Officer (ICPO). As of September 2004, the procurement law func-
tion had three full-time procurement attorneys serving approximately 60 staff at
OPO and ICPO. With limited exceptions, the contracts being written at the time by
OPO were interagency agreements (i.e., agreements to obtain goods and services
from preexisting contracts with other agencies or contracts to be let by those agen-
cies) and orders under blanket purchase arrangements under GSA schedule con-
tracts.

Currently, OGC has five procurement attorneys. Two of the procurement attor-
neys have substantial collateral duties (one attorney provides other general law
guidance and counsel coordination activities for US VISIT, and the other is pro-
viding legal advice on operational security matters to the Chief Security Officers
and his staff). This staff is expected to provide: (i) solicitation and award reviews;
(i) day-to-day advice on intermediate actions, such as vendor questions and an-
swers, discussion issues, competitive range determinations, and source selection
issues; (iii) legal advice on procurement policy for the matters impacting the entire
Department; (iv) oral and written advocacy on protests and appeals before contract
fora, such as the Government Accountability Office, the Department of Transpor-
tation Board of Contract Appeals, and other specialized fora at the Department of
Labor and Small Business Administration; and (v) litigation support to the Depart-
ment of Justice for procurement matters before the U.S. Court of Federal Claims.

Currently, there are 87 staff assigned to OPO (from the 1102 series, an actual
contract writing series). OPO has the authority and intention to hire 40 additional
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staff members this fiscal year. ICPO has approximately another 35 personnel on-
board (from the 1102 series and several administrative personnel from the 301 and
343 series). CPO advises that in fiscal year 2007, under the President’s budget pro-
posal, ICPO would increase staff by another 27 positions (1102), and OPO would
add another 108 personnel (1102). At the conclusion of fiscal year 2007, OPO will
have 228 staff on-board, and ICPO will have 62 staff on-board—for a total of 290
staff in CPO.

LOCAL CIS OMBUDSMAN

Question. The fiscal year 2006 Homeland Security Appropriations Act provided
funding for an internal pilot program for local ombudsman staffing, training, and
coordination. Provide an update on the status of this program.

Answer. The Local Ombudsman Pilot Program was completed on November 15,
2005. The program met all its goals, to establish personnel and support require-
ments, determine liaison responsibilities and limitations and create quality assur-
ance standards and program objectives.

The pilot program created a model of operations for Local Ombudsman Offices or
field offices. The pilot program ensures uniform operating procedures and processes,
and provides a consistent and standardized model of operation. Personnel and sup-
port requirements were identified; liaison responsibilities and limitations were de-
termined; and quality assurance standards and program objectives were scoped. The
pilot program also developed cost models to identify personnel, facilitation and oper-
ating costs for Local Ombudsman Office’s in various locations across the country.

Question. Will additional local ombudsman programs be established in fiscal year
2007? If so, when will they be stood up and in what locations?

Answer. There are no current plans for the creation of any Local Ombudsman’s
offices in fiscal year 2007.

Rather, the CIS Ombudsman is developing a “Virtual Access Ombudsman Office.”
This will make Ombudsman services accessible where computer access is available.
The President’s fiscal year 2007 Budget requests $5,927,000 for this office, including
the annualization and adjustment’s to base, and provides funding for travel to en-
able personal contact by representatives based in Washington, DC, visiting various
locations on a “circuit-ride” basis. This will enable the Ombudsman to objectively
identify areas to visit based on problems presented by individuals and employers in
dealing with USCIS. It will provide an efficient method of providing government
services which incorporate new advancements in communication.

BRAC REPORT

Question. As directed by the fiscal year 2006 Homeland Security Appropriations
Act, provide a report describing the impact of the closure or realignment of any De-
partment of Defense base resulting from the Base Realignment and Closure law on
Department of Homeland Security facilities and activities.

Answer. BRAC properties offer DHS the opportunity to acquire assets for current
and future mission performance requirements that will benefit operation effective-
ness and efficiencies. The complex analysis of the full extent and timing of oper-
ational and financial impacts, including cost estimates from fiscal year 2006 to fiscal
year 2010, are being completed. We anticipate submitting a full report by January
2007.

SENIOR LEADERSHIP TRAVEL INITIATIVE

Question. It is the Committee’s understanding that the Secretary and the Deputy
Secretary do not travel by plane together. The fiscal year 2007 budget indicates that
only the Secretary’s travel has been designated as “required use.” Given this, why
is the Deputy Secretary requesting $500,000?

Answer. The use of a government aircraft is sometimes necessary and the request
for additional funding is based upon the cost per flight hour of a government air-
craft, which can cost up to $8,936 per flight hour.

Question. Why couldn’t the Deputy Secretary fly commercial aircraft at a greatly
reduced cost?

Answer. In most cases, the Deputy Secretary does fly commercial aircraft in order
to minimize the use of taxpayer dollars for travel. Nonetheless, in some cir-
cumstances—such as during periods of higher alert status, in order to accommodate
travel to multiple or remote locations in a short period of time, or when the trav-
eling party is large—it may be more cost effective or otherwise advisable for the
Deputy Secretary to fly on a government aircraft.
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Question. Provide information on the travel done by the Secretary, Deputy Sec-
retary, and Chief of Staff for fiscal year 2004, fiscal year 2005, and fiscal year 2006
including the number of trips and the charges per hour and per trip.

Answer. The information requested for specific travel costs is listed below in the
following charts. The rate per flight hour in the chart below is the total rate per
hour for the entire aircraft (i.e. not prorated per passenger). The cost per flight hour
therefore includes the costs for all staff accompanying the Secretary. The Chief of
Staff is not included in the chart because the Chief of Staff does not travel on gov-
ernment aircraft except when accompanying the Secretary.

FAA USCG Mil Air
Number of R?Itie hpter Number of Rate per Number of Rate per
trips hoﬁrl trips flight hour trips flight hour
Fiscal Year 2004
Secretary 6 $675 26 $6,192 9| $2,829-
$7,319
3 875
4 1,937
4 2,214
Total, Secretary .......ccocoveevereerrreninnns 17 LT [
Deputy Secretary 2 875
2 2,214
Total, Dep. Sec. ....... 4
Fiscal Year 2005
Secretary 1 $790 26 $6,192 3 $2.829
12 875 14 8,936 3 8,495
1 1,937
2 2,214
1 2,590
3 2,829
Total, Secretary .....coooevveeververreciieriens 20 | e 40 | e 6
Deputy Secretary 1 875 1 6,192 | oo | s
Total, Dep. SEC. w.vvvvrvererirerereeierienias 1] 1
Fiscal Year 2006 (thru January 31, 2006)
Secretary 1 $2,590 6 $8,936 1 $4,332
Total, Secretary ....coooevvevveriererinrrens 1] [T [ | R,
Deputy Secretary
Total, Dep. Sec.

LFAA rates per flight hour do not include the 17 percent administrative fee charged on all flights.
OPERATIONS CENTERS

Question. You recently stated before the Homeland Security and Governmental
Affairs Committee that part of the problem in the Hurricane Katrina response was
lack of real time information being shared among the Department’s operations cen-
ters to ensure that all the decision makers were informed on issues that needed ac-
tion. You indicated the problem was lack of integration of the operations centers and
cultural information hoarding which leads to stove piping.

There at least 19 Operations and Intelligence Centers at the Department. Please
list all DHS operations centers.

Answer. Below are the DHS Operations Centers for the DHS Headquarters and
the Component’s Headquarters:
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DHS Headquarters, Operations Directorate: Homeland Security Operations Cen-
ter (HSOC)

FEMA: National Response Coordination Center (NRCC)

U.S. Coast Guard: Coast Guard Command Center (CGCC)

U.S. Secret Service: USSS Headquarters Operations Center

Customs & Border Patrol (CBP): Situation Room (Sit Room)

Transportation Security Administration (TSA): Transportation Security Oper-
ations Center (TSOC)

Immigration & Customs Enforcement (ICE): ICE Operations Center (I0C)

The previous list of 19 submitted in response to other questions included intel-
ligence centers are below:
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Question. What is your plan to finally integrate the centers?
Answer. The plan 1s to integrate the DHS Operations Centers as follows:

Short Term

DHS Operations Directorate acts as the Operations Advocate for DHS and pro-
duces a cascading effect for a single operations function and 24/7 operations center
within each component. The 2SR identified the need for an integrated DHS/Depart-
ment-level operations function and an integrated DHS/Department-wide operations
architecture/structure. In particular, “structure” includes Department-wide orga-
nizing (and resourcing) to provide operations functions at the Component level. The
newly formed DHS Operations Directorate provides “one stop shopping” and unity
of effort for overall Department-level (strategic/national) operations. The formation
and implementation of the DHS Operations Directorate will cascade the need/re-
quirement for a consolidated operations function within each DHS Component. The
cascading effect is similar to a “forcing function” that will ripple from the strategic
level through the operational and tactical level so that operations are unified across
the spectrum of threats and characterized by rapid planning and execution.

As the operations advocate, the DHS Operations Directorate is forcing a cultural
change throughout DHS that focuses on critical elements of “command and staff ac-
tions” including rapid and accurate operational reporting, standardization,
verification/quality control, and real time situational awareness. The DHS Oper-
ations Directorate is the senior (strategic/national level) operations entity and has
staff cognizance over operational matters within the strategic, operational and tac-
tical framework. Thus, the advocate “looks out” for and promotes unified operations
throughout DHS and with other partner agencies. The advocacy includes helping
Components develop an operations function to promoting organizational and process
changes to supporting resource requirements. The DHS operations advocate keeps
critical operating issues in front of the senior DHS leaders.

The DHS Operations Directorate is providing integrated connectivity and in-
creased situational awareness through a Common Operating Network and a Com-
mon Operating Picture. The common operating network is the Homeland Security
Information Network (HSIN). It is used for operational reporting that will be fed
into a Common Operating Database (COD) that feeds the Common Operating Pic-
ture (COP). Using the HSIN and the COP as two tools to coordinate or blend the
DHS operation centers (strategic, operational, tactical levels) into a functioning
whole (unity of effort). The COP will then be provided to the components for their
use and for updating. The integration of the DHS Operations Centers via HSIN and
the COP/COD provides information sharing and situational awareness, both
vertically and horizontally, for increased unity of effort.

Long Term

When considering long term options, DHS is exploring solutions that will lead to
the consolidation as well as integration of its various operations centers. Among the
options being considered is the National Operations Center. A National Operations
Center facility would provide the protections of subterranean, positive pressure
CBRNE survivability features common to modern Department of Defense Oper-
ations Centers would ensure that mission critical collaboration and coordination ac-
tivities throughout all phases of national incident management activities.

a Qu{;zstion. Is there money in the fiscal year 2007 President’s Budget to get that
one?

Answer. The 2007 President’s budget request fully funds capability milestones
planned for HSIN and the Common Operating Picture necessary to integrate oper-
ations across the department in the short-term.

I STAFF

Question. What is the status of the I staff?

Answer. The Operational Integration Staff (I-STAFF) no longer exists. As part of
the DHS reorganization following the Second Stage Review, the Secretary incor-
porated I-STAFF functions into the Operations and Preparedness Directorates.

Question. How many of the detailees to the I staff have returned to their agencies
and how many are detailed to the Operations Directorate?

Answer. There are no former I-Staff personnel detailed to the Operations Direc-
torate. All of the personnel previously detailed to the I-Staff have either returned
to their previous organizations or been placed in permanent FTE positions else-
where in the Department, with the exception of 2 detailees who are transitioning
into permanent positions and 4 Coast Guard Officers who have been assigned on
detail to the Preparedness Directorate.

Question. Are detailees to the Operations Directorate reimbursed?
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Answer. As a general rule, the Operations Directorate does not reimburse parent
organizations for the interagency support that is provided to the Operations Direc-
torate. However, Operations does have reimbursable agreements with a few agen-
cies to cover the cost of support provided to the HSOC. Currently, agreements are
in place with the CIA, the National Geospatial Mapping Agency (NGA) and Immi-
gration and Customs Enforcement (ICE).

MORALE PROBLEMS AT DHS

Question. From August to December of 2004, the Office of Personnel Management
sent out surveys to 276,424 Federal employees at 30 cabinet departments. The pur-
pose of this survey was to allow managers to measure, “employees’ perceptions of
whether, and to what extent, conditions characterizing successful organizations are
{)resent in their agencies.” In June of 2005 the results of the survey were made pub-
ic.

According to the survey, Department of Homeland Security employees rated their
Department the lowest in terms of performance and job satisfaction. Of the 78 ques-
tions on the survey, the Department of Homeland Security was in the bottom 10
percent of all departments and agencies more than 96 percent of the time. In fact,
the Department ranked dead last on exactly half of the questions asked. Here are
some of the survey results:

Only 12 percent said they felt strongly that they were, “encouraged to come up
with new and better ways of doing thing.”

Only 4.6 percent strongly agree that, “Employees are rewarded for providing high
quality products and services to customers.”

Only 3.3 percent strongly agreed with the following statement, “Personnel deci-
sions are based on merit.”

Mr. Secretary, that survey was taken before you came on board. This past sum-
mer, you reorganized the Department. Then Hurricane Katrina hit. Do you believe
that morale and performance are improving at DHS?

Answer. The results of the Federal Human Capital (HC) Survey were received
shortly prior to my arrival at DHS. While the employees’ responses demonstrated
a strong commitment to the DHS mission and how their work efforts relate to our
important tasks at hand, I was less pleased with DHS’ overall standing in the sur-
vey and responses to specific areas such as establishment of a performance culture
and trust in top organizational leaders. Since receiving the survey results, I have
taken several actions to ensure that we maintain a focus on improving the quality
of work life for employees of the Department. Upon receiving the survey results, I
immediately took action to address the findings, including correspondence to De-
partmental leaders and establishment of an employee-led team to address the find-
ings and opportunities for improvement. Additionally, a “culture and communica-
tions” team was charted under my Second Stage Review for the express purpose of
identifying opportunities to improving morale and communications within DHS. The
2SR team identified a number of findings, including an increased emphasis on lead-
ership development, creating a continuous learning environment, and establishing
a performance-based culture.

I believe that the action steps that are being undertaken as a result of our re-
sponse to the HC Survey as well as the 2SR team finding are having, and will con-
tinue to have, a positive impact on the organization. Our continued emphasis on im-
plementing the Department’s new human resources system, MAXHR, will also have
a tremendous impact on our continued development of organizational leaders and
movement towards a more performance-based organization.

ng)stion. What specific steps are you taking to improve morale at the Depart-
ment?

Answer. Today, the HC Survey response team within DHS, the I-team, continues
to work employee issues at a grass roots level, including sponsoring employee focus
groups to identify specific action plans for improving DHS morale. A Chief Learning
Officer position has been established to increase our focus on training and develop-
ment opportunities, and MAXHR performance leadership training has been initiated
and completed for over 3,000 DHS managers to heighten their skills and awareness
of employee issues and creating a stronger performance culture—with 9,000 more
managers scheduled for training this year. All SES members of the Department re-
ceived specific training in August of last year that included how to improve commu-
nications and coaching skills within the workforce and how to create a better align-
ment between organizational priorities and individual performance expectations. Ad-
ditionally, I have recently taken steps to improve communications between senior
leadership and all DHS employees, through a Secretarial webcast, through which
answers to frequently asked employee questions were provided. I plan to continue
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this and other efforts aimed at bettering communications with our leaders and our
workforce.

CIVIL RIGHTS

Question. How many civil rights complaints/investigations were there in fiscal
year 2004, fiscal year 2005, and fiscal year 2006 to date (listed by agency)?

Answer. The Office for Civil Rights and Civil Liberties (CRCL) categorizes “Civil
Rights Complaints” in two ways: (1) external complaints are allegations that em-
ployees or officials of the Department have violated the civil rights or civil liberties
of members of the public, organizations, or non-DHS employees; and (2) for internal
complaints, the Secretary has delegated the authority to direct processing of Equal
Employment Opportunity (EEO) complaints. The response to this QFR 1is divided
into these two categories.

External.—For external complaints, there are multiple entry points into the De-
partment. The Office for CRCL receives complaints from the public and categorizes
them by component. The Office retains these complaints for investigation or refers
them to the appropriate office for investigation. In addition, we have provided sepa-
rate information for complaints filed directly with a component Civil Rights Office
of professional responsibility. Complaints filed with the DHS Office of Inspector
General are not included in these QFR responses.

DHS Office for Civil Rights and Civil Liberties

The number of complaints received by fiscal year and component in the Office for
Civil Rights and Civil Liberties complaint management system is as follows:

EPR/ IAIP/

Fiscal year Total CBP DHS™ | Fewa | prep ICE TSA USCG | USCIS | USSS
2004 ...... 88 35 | v 2| 25 20 | . 5 1
2005 ....... 88 36 3 1 30 5 4 7 2
2006 (to date;

46 | W E— | E— 24 3 T | e

Lindicates a multiple-

Information for complaints filed directly with DHS component offices is listed
below:

Customs and Border Protection

Fiscal year 2004—218
Fiscal year 2005—255
Fiscal year 2006—111 (to date)

Federal Emergency Management Agency Office of Equal Rights

Fiscal year 2004—1
Fiscal year 2005—2
Fiscal year 2006—13 (to date)

Immigration and Customs Enforcement
Fiscal year 2004—42
Fiscal year 2005—97
Fiscal year 2006—38 (to date)

Transportation Security Administration Office of Civil Rights

Fiscal year 2004—167
Fiscal year 2005—564
Fiscal year 2006—57 (to date)

Internal (EEO)

For internal complaints the aggrieved individual contacts a component EEO Of-
fice, completes the informal process for discrimination complaints and if the issue
is not resolved to his or her satisfaction may file a complaint with that component.
Upon acceptance of the complaint, the component EEO Office arranges for an im-
partial investigation of the complaint. If the issue remains unresolved after the in-
vestigation, the complainant has the right to a final agency decision with a hearing
conducted by an EEOC Administrative Judge or on the record. The Office for Civil
Rights and Civil Liberties issues final agency decisions for the Department.

Fiscal year CIS CBP FEMA FLETC HSHQ CE SA SCG SSS
2004 90 208 34 9| s 271 594 34 14
2005 126 242 64 15 3 274 393 35 16
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Fiscal year CIs CBP FEMA FLETC HSHQ CE SA SCG N\

2006 (Ist Q) oo 24 77 18 4 3 45 63 5 3

Question. On average, how long does it take to investigate and resolve a claim?
Answer. The amount of time to investigate and resolve a claim depends on various
factors, which are listed below:

External

DHS Office for Civil Rights and Civil Liberties:

—The average length of time for investigation and resolution of the closed re-
ferred and retained complaints in the Office for Civil Rights and Civil Liberties
complaint management system is 284 days.

Information for complaints filed directly with DHS component offices is listed

below:

Customs and Border Protection & Immigration and Customs Enforcement:

—CBP and ICE use a joint database to track civil rights complaints; the average
is 6 months.

Federal Emergency Management Agency Office of Equal Rights:

—The average is 160 days.

Transportation Security Administration Office of Civil Rights:

—The average is 110 days out of an allotted 180 days.

Internal (EEO)

The numbers in the following chart refer to the average number of days to inves-
tigate a complaint per component.

Fiscal year 18 CBP FEMA [ FLETC | DHSHQ ICE TSA usca USSS
2004 267 211 270 329 | 227 314 168 181
2005 161 253 293 164 | ... 216 414 211 321
2006 (1St QD) oo N/A N/A N/A N/A N/A N/A 391 143 N/A

Question. What is the current backlog?
Answer. The backlog is listed below:

External

DHS Office for Civil Rights and Civil Liberties
The Office defines “backlog” as complaints that have been open in the Office for
Civil Rights and Civil Liberties complaint management system for over 180 days.
The current backlog is 57 complaints, of which 30 are retained within the Office and
27 are referred to components for investigation, out of total number of 223 com-
plaints received to date.
b {nformation for complaints filed directly with DHS component offices is listed
elow:

Customs and Border Protection & Immigration and Customs Enforcement

CBP and ICE use a joint database to track civil rights complaints. From fiscal
year 2004 through fiscal year 2006 YTD 761 Civil Rights Complaints were received
at the CBP/ICE Joint Intake Center (JIC). Of the 761 complaints 621 have been
completed and closed out. 140 Civil Rights Complaints remain open and under in-
vestigation.
Federal Emergency Management Agency Office of Equal Rights

The current backlog is 15 pending investigation, 2 from fiscal year 2005 and 13
from fiscal year 2006. The increased activity as a result of Hurricane Katrina cre-
ated a backlog in processing fiscal year 2005 cases.
Transportation Security Administration Office of Civil Rights

The current backlog is 13 complaints from fiscal year 2005.

Internal (EEO)
For internal complaints “backlog” is defined as all open complaints.

As of CIS CBP FEMA FLETC HQ ICE TSA usca USSS

2006 (1St QD) oo 140 535 103 12 6 397 995 57 19
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US VISIT
IDENT-IAFIS

Question. 1 was very pleased that you announced last summer that you planned
to migrate the US VISIT program from the current two fingerprint enrollment for
visitors entering this country to ten fingerprint enrollment. As you know, I have
been pressing for this since the Department was created. And I am also pleased that
your budget requests $60 million for achieving interoperability between the FBI and
Homeland Security biometric databases as part of this effort.

VI\gI}'}‘%’t is your estimated timeline for achieving a 10 fingerprint process for US

Answer. In order to realize the full benefits of collecting 10 fingerprints, US VISIT
must undertake two initiatives: deploy electronic readers capable of scanning 10 fin-
gerprints accurately and quickly; and develop interoperability between the FBI’s In-
tegrated Automated Fingerprint Identification System (IAFIS) and DHS’s Auto-
mated Biometric Identity System (IDENT). US VISIT has already made progress to-
wards IDENT/IAFIS interoperability and is exploring 10-print readers for deploy-
ment to multiple environments.

DHS, along with the Departments of State, Justice, and Defense, as well as the
National Institute of Standards and Technology, hosted an industry day to challenge
the private sector to make a smaller, faster, and more accurate 10-print capture de-
vice. We are working with industry to help design new capture devices that meet
DHS'’s basic operational requirements at primary inspection. Advances in technology
will allow DHS and State to routinely collect 10 slap prints, without negatively im-
pacting the thousands of international visitors that pass though our ports and visa
1ssuing posts every day.

Question. What specific elements could be expedited in fiscal year 2006 if funding
were available?

Answer. The Department has sufficient resources for IDENT/IAFIS interoper-
ability in fiscal year 2006.

EXIT

Question. Provide an update on funding estimates necessary to implement exit
and the status of the exit pilots.

Answer. The Department will submit to Congress plans on implementation of exit
screening once the review of the exit pilots is complete.

VISA WAIVER PROGRAM (WVP)

Question. Please explain the DHS role in reviewing any new expansion of VWP
applications.

Answer. The Secretary of Homeland Security, in consultation with the Secretary
of State, may designate a country meeting the statutory criteria for participation in
the program. The DHS has established the Office of International Enforcement to
oversee the Department’s role in VWP; conduct the statutorily required reviews of
currently participating countries; and, working with Department of State, evaluate
whether any additional countries are eligible to participate in the program.

Qu?estion. What are the criteria required for a country to become a VWP partici-
pant?

Answer. The Visa Waiver Program (VWP) was established as a pilot program in
1988. Under the program, nationals of designated countries who are in possession
of valid passports may visit the United States for business or pleasure for 90 days
or less without first obtaining a nonimmigrant visa. Such visitors must sign a waiv-
er of certain rights and affirm, in writing, their admissibility and understanding of
program conditions prior to application for admission. A visitor under the program
may not extend his stay or change or adjust status with minor exceptions (adjust-
ment through an immediate relative petition or an application for asylum).

The Visa Waiver Permanent Program (VWPP) Act of 2000 made the Visa Waiver
Pilot Program permanent. The statutory requirements for the VWP are found at
Section 217 of the Immigration and Nationality Act (INA). Currently, 27 countries
participate: Andorra, Australia, Austria, Belgium, Brunei, Denmark, Finland,
France, Germany, Iceland, Ireland, Italy, Japan, Liechtenstein, Luxembourg,
Monaco, the Netherlands, New Zealand, Norway, Portugal, San Marino, Singapore,
Slovenia, Spain, Sweden, Switzerland, and the United Kingdom. The last expansion
took place in 1999 with the addition of Singapore and Portugal. In fiscal year 2004,
according to the Office of Immigration Statistics, approximately 15.9 million visitors
(over 50 percent of all controlled entries) entered the United States under the VWP.
Most, but not all, EU countries participate in the VWP.
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The VWPP Act of 2000 and The Enhanced Border Security and Visa Entry Re-
form Act of 2002 modified Section 217 to impose new conditions on VWP countries.
Current statutory requirements are that the country:

—has reciprocal visa-free travel extended to citizens of the United States for 90

days or less (tourism and business);

—has a low nonimmigrant visa refusal rate;

—has a low immigration violations rate (overstays, etc.);

—certifies that it reports to the United States on a timely basis the theft of blank
passports issued by that country;

—has a program to issue Machine Readable Passports (MRP) that are tamper-re-
sistant and incorporate biometric and document authentication identifiers that
comply with standards established by the International Civil Aviation Organiza-
tion (ICAO) by October 26, 2006; and

—through its designation does not compromise U.S. law enforcement and security
interests, including enforcement of U.S. immigration laws and procedures for
extraditions to the United States.

The statute also requires that:

—a VWP traveler present an MRP;

—DHS have equipment to read these passports at ports of entry;

—Transportation carriers provide manifest data electronically; and

—Participating countries be evaluated against statutory criteria every 2 years.

By policy issued in June and July 2005, DHS elaborated on the statutory criteria
by expanding the Lost and Stolen Passport(s) (LASP) reporting requirement to in-
clude issued as well as blank passports and clarified the biometric passport require-
ments. In addition, under the new guidelines, participating countries must have a
program in place to issue MRPs which contain a digital photograph of the bearer
embedded in the biographical data page by 10/26/05 (Level I Certification) and a
“true” biometric passport (“e-passport”) which includes an IC chip containing the bi-
ographical information and photo by 10/26/06 (Level II Certification). Level II Cer-
tification also requires that each VWP country commit to certain LASP reporting
stansdards. Currently, these new LASP reporting standards are being finalized at
DHS.

TEN PRINT CAPACITY OVERSEAS

Question. Please provide the specific time table for the Department of State’s plan
to pilot a 10 print enrollment capacity at overseas consulates?

Answer. The Department of State is the lead agency responsible for deploying 10-
print enrollment capabilities to overseas consulates. Questions concerning this issue
would be best answered by the Department of State.

Question. At which locations are the pilots being considered?

Answer. The Department of State is the lead agency responsible for deploying 10-
print enrollment capabilities to overseas consulates. Questions concerning this issue
should be answered by State.

WESTERN HEMISPHERE TRAVEL INITIATIVE

Question. The Intelligence Reform and Terrorism Prevention Act of 2002 man-
dates that the government develop and implement a plan to require U.S. citizens
and foreign nationals to present a passport—or other appropriate secure identity
and citizenship document—when entering the United States. Starting by the end of
this year, for instance, a driver’s license will not be sufficient proof of identification
for flying between Washington, DC and Montreal. This is a major change in how
we have treated travel relations with our neighbors to the north and the south. Citi-
zens on our border have not been required to obtain passports in the past. This is
a burden and a major concern for many of our citizens, especially for the elderly
and those in rural areas.

On January 17, 2006, you and Secretary Rice announced a plan to create and
issue, by the end of 2006, new travel documents for Canadian, Mexican, and United
States citizens to ensure the secure, but relatively unhindered, entry of these citi-
zens into the other countries without the need for costly United States passports.
You have named it the “People, Access, Security, Service”—or PASS card. As I un-
derstand it, this card may contain biometric data, such as a fingerprint and a digital
photograph of the card holder.

Given that cardholders will still have to fill out a form and provide this personal
data, how is the proposed PASS card fundamentally different than a passport?

Answer. The recently proposed “PASS System” is an important element of the
Western Hemisphere Travel Initiative (WHTI). Specific questions concerning this
issue should be directed to the Department of State.
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Question. What funds are included in the President’s fiscal year 2007 budget re-
quest to facilitate this new program and where are they located?

Answer. No funds are needed for this initiative in fiscal year 2007.

Question. How much will this new program cost the United States government?

Answer. Many elements of the PASS system, including specifics related to the
production of travel documents, are in planning and are predecisional.

Question. What will be the cost to American citizens of obtaining these new docu-
ments and how will they go about applying for them?

Answer. Many elements of the PASS system, including the specifics related to the
production of travel documents, are in planning and are predecisional.

Question. Who will issue this document?

Answer. The Department of State and DHS have announced that State will
produce PASS system documents.

Question. How much will the card cost and who will have to pay for this card?

Answer. Many elements of the PASS system, including specifics related to the
production of travel documents, are still in planning and are predecisional.

Question. Will new card readers or scanners be required to read these documents?
How much will they cost?

Answer. Many elements of the PASS system, including specifics related to the
production of travel documents, are still in planning and are predecisional.

Question. Are funds included in the budget request for machines to read these
cards at the ports of entry?

Answer. There are no funds needed at this time.

Question. What is your estimate of the total cost of this program?

Answer. Many elements of the PASS system, including specifics related to the
production of travel documents, are still in planning and are predecisional.

Question. Where will these documents be produced?

Answer. Many elements of the PASS system, including specifics related to the
production of travel documents, are still in planning and are predecisional.

Question. How will you ensure that these documents will be secure and not sub-
ject to tampering and fraud?

Answer. The Department of Homeland Security will work with the Department
of State to develop standards to ensure that any PASS travel documents issued will
contain anti-tampering and counterfeiting features.

STRATEGIC BORDER INITIATIVE

Question. Explain the functions and expectations of the Southwest border program
to end catch and release.

Answer. Ending catch and release is a major objective of the Secure Border Initia-
tive (SBI)’s unified border control strategy, which encompasses the interdiction of
cross border violators at and between official ports of entry. The Department has
already made significant progress in achieving this goal. Quick and efficient deten-
tion and removal of apprehended aliens is crucial to border control.

Three major strategies in this effort are:

—Detect and respond to all cross-border crime;

—End “catch and release” of non-Mexican illegal aliens; and

—Deter cross-border violations.

A deterrence factor exists only when potential violators understand that the
chances that they will be apprehended and removed have increased. This prevents
a significant number of potential violators from even attempting initial or repeat
cross-border violations.

We have made great strides in our ability to detain non-Mexican national aliens
apprehended while illegally entering the United States on our Southwest Border by
employing three tools: increased capacity, faster turnover (including increased use
of expedited removal), and increased deterrence. Indeed, we are now able to detain
virtually all non-Mexican aliens apprehended between ports of entry along the
Southwest border with the notable exceptions of El Salvadoran nationals who can-
not be placed into expedited removal due to an outstanding court injunction, and
aliens from countries that are slow to accept repatriation of their nationals. With
the money from the recent supplemental, an additional 4,000 beds are available,
which will allow for the detention of El Salvadoran nationals.

In addition, until recently, family groups were routinely released, but with the
opening of a 500 bed family detention center in May, ICE is able to detain all appre-
hended family units on the Southwest border.

Question. How many people are detained?
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Answer. The funded bed level in fiscal year 2006 is 20,800. The average daily pop-
ulation fluctuates, but the average nationwide from October 2005 to February 1,
2006 was 20,501.

Question. How many people are ineligible for expedited removal? What is being
done with them?

Answer. Citizens of Cuba arriving at a United States port of entry by aircraft are
ineligible, by statute, for expedited removal. DHS extended this exemption in 2005
to Cubans arriving at a land-border port of entry. Also, as a result of an injunction
entered by the U.S. District Court for the Central District of California 17 years ago
in Orantes-Hernandez v. Thornburgh, the Department is prohibited from applying
expedited removal to Salvadorans.

The Administration has asked the Court to lift or modify its injunction last fall.
Discovery is still continuing in the court proceedings and no decision is anticipated
in the immediate future. The Administration has also asked Congress to reform the
immigration injunction process so that the Administration may have additional
flexibility in the removal process.

Under the Immigration and Nationality Act, all nationalities are amenable to ex-
pedited removal as prescribed by law, excluding the noted exceptions. Aliens ex-
cepted from expedited removal is given a Notice to Appear, which places them into
removal proceedings, and a determination is then made as to whether the alien
should be paroled or subject to continued detention, based on the likelihood the indi-
vidual poses a danger to the community and/or will appear for the removal hearing.

The recent supplemental will allow the Department to detain additional aliens
and will also allow the Department to detain El Salvadoran nationals.

Question. What percent of detainees are refused return by their home county and
must be released in the United States?

Answer. Currently, the Department does not track the percentage of detainees
who are refused return by their home country.

The Detention and Removal Office (DRO), however, pursuant the Supreme court’s
decision in Zadvydas v. Dabis, and 8 CFR 241.13, generally issues release decisions
once a determination is made that removal is not likely to occur in the reasonably
foreseeable future, usually based on lack of a travel document. DRO issued 969 re-
lease decisions pursuant to 8 CFR 241.13 in fiscal year 2005. That figure is approxi-
mately 80 percent of the total cases referred to DRO and in which DRO head-
quarters issued either a release or detain decision pursuant to 8 CFR 241.13. These
statistics do not address those non-criminal aliens ICE does not apprehend or take
into custody because the country does not issue travel documents.

Question. Does the Executive Office for Immigration Review (EOIR) have an in-
crease in its budget request proportionally comparable to support DHS’ efforts under
SBI?

Answer. The Department received the following response from the Department of
Justice: For 2007, the President has requested a program increase of 120 positions
(including 20 immigration judges, 10 Board of Immigration Appeals staff attorneys,
and related legal/clerical support staff) and nearly $9 million.

Question. Please provide the caseload statistics for EOIR for fiscal year 2003/04/
05.

Answer. See below statistical tables provided by the EOIR.
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Table 3 shows all types of proceedings received by the Immigration Courts between
FY 2001 and FY 2005. Receipts of deportation and exclusion cases have declined from
FY 2001 levels because these types of proceedings were no longer initiated by INS (now
DHS) after 1997.

Table 3 - Immigration Court Proceedings Received by Case Type

Type of Proceeding FY2001 | FY 2002 | FY 2003 | FY 2004 | FY 2005
Deportation 1727 7,534 5,936 4,541 4,230
Exclusion 1,065 1,277 751 503 412
Removal 220528 | 233,623 | 244,885 249480 | 323,749
Credible Fear 78 85 42 41 13
Reasonable Fear* : 104 85 103 92 55
Claimed Status 118 85 o1 50 77
Asylum Only . 3039 2,236 2,297 2,616 1,547
Rescission R 40 39 23 28 25
Continued Detention Review ol o 5 8 3
NACARA 82 59 91 35 4
Withholding Only 102 118 117 162 181
Unknown 0 8 2 3 0

Total 241,883 | 245,149 | 254,343 | 257,559 | 330,396

*Prior to FY 2003 this was reported under Credible Fear.

Executive Office for Immigration Review Office of Planning, Analysis, and Technology
FY 2005 Statistical Year Book c3 February 2006
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Table 4 shows all types of proceedings completed by the Immigration Courts for the
period FY 2001 to FY 2005.  Note that proceedings completed do not reflect only
Immigration Judge decisions. These numbers include other completions such as transfers
and changes of venue. As shown in Tab D, “other completions” accounted for 16 percent
of the proceedings completed in FY 2005.

Table 4 - Immigration Court Proceedings Completed by Case Type

Type of Proceeding FY2001 | FY 2002 | FY 2003 | FY 2004 | FY 2005
Deportation , 10,755 8644 | 8962 6,264 4,692
Exclusion 1,212 1,087 | 1,236 836 578
Removal 203,555 | 215,999 | 238,065 | 249,896 | 306,395
Credible Fear 80 84 42 37 114
Reasonable Fear* ‘ 105 87| 101 92 57
Claimed Status 123| © 84 88 54 75
Asylum Only 2257 | 2,227 2,049 2,405, 2,060
Rescission 39 33 47 27 27
Continued Detention Review 0 0 3 10 3
NACARA 57 60 29 70 29
Withholdirig Only 95 116 125 138 187
Unknown (] 1 2 3 1

Total 218,278 | 228,422 | 250,819 | 259,832 | 314,218
*Prior to FY 2003 this was reported under Credible Fear.

Executive Office for Immigration Review Office of Planning, Analysis, and Technology

FY 2005 Statistical Year Book . February 2006

Question. With the expansion of expedited removal across the SW border, what
is the average number of days an alien occupies a detention bed? And what was
the comparable average in August 2005? Please provide this by nationality.

Answer. Because of their length, breakdown by nationality is provided below. The
lists are further divided by credible fear and non-credible fear cases. Please note
that both of these figures include Canada and Mexico; countries whose citizens have
an extremely short length of stay due to proximity and minimal document require-
ments.
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AVERAGE LENGTHS OF STAY (LOS) BY COUNTRY

[Expedited removals—credible fear claimed cases]

August 1, 2005

Country June 26, 2006

ALBANIA 68.4
ALGERIA
BANGLADESH 97.0
BOLIVIA 52.1
BRAZIL 52.3
BULGARIA 515
BURMA 19.0
CAMEROON
CHILE
CHINA, PEOPLES REPUBLIC 50.6
COLOMBIA 55.7
COSTA RICA 65.5
DOMINICAN REPUBLIC 60.8
ECUADOR 58.9
ERITREA 29.0
ETHIOPIA 55.3
GUATEMALA 43.7
GUYANA
HAITI 54.6
HONDURAS 48.7
INDIA 63.2
IRAN 19.0
LITHUANIA
MACEDONIA
MEXICO 9.5
NEPAL
NICARAGUA 70.2
NIGERIA 73.0
PAKISTAN 453
PERU 50.0
POLAND 30.0
PORTUGAL
ROMANIA 55.0
RUSSIA 19.0
SERBIA
SLOVAKIA
SOUTH KOREA
TURKEY 44.3
UKRAINE 22.0
URUGUAY
VENEZUELA 94.3
YUGOSLAVIA 45.9
Overall Average for Countries With Credible Fear Claimed Expedited Removals (In-

cluding Canada and Mexico) 431

1178
262.0
219.6
39.8
49.4
86.1
25.0
132.0
42.0
1775
1432
35.2
92.2
59.4
222.5
231.0
54.5
196.0
112.1
65.2
209.9

63.0
171.0
43.4
84.5
109.5

692
161
209.9

434

183.5
2215

124.8

AVERAGE LENGTHS OF STAY (LOS) BY COUNTRY

[Expedited removals—no credible fear claimed cases]

COUNTRY June 26, 2006 August 1, 2005

ALBANIA 43.5 89.2
ARGENTINA 30.1 35.3
BANGLADESH 165

BELIZE 62.3

BOLIVIA 34.9

BRAZIL 25.9

BULGARIA 355

CAMEROON 137.0

CANADA

CHILE 25.9 234
CHINA, PEOPLES REPUBLIC 23.7 106.1
COLOMBIA 29.2 55.4
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AVERAGE LENGTHS OF STAY (LOS) BY COUNTRY—Continued

[Expedited removals—no credible fear claimed cases]

COUNTRY June 26, 2006 August 1, 2005
COSTA RICA 29.8 439
DOMINICAN REPUBLIC 39.6
ECUADOR 21.1
ERITREA 48.0
FRANCE
GABON
GUATEMALA 18.8
GUYANA
HAITI 38.0
HONDURAS 153
INDIA 78.7
ISRAEL 17.3
ITALY 23.0
JAMAICA 26.6
KOREA 154
LITHUANIA 31.0
MACEDONIA 37.5
MEXICO L5
NEPAL
NETHERLANDS 21.0
NICARAGUA 29.3
NIGERIA 73.0
PAKISTAN 29.0
PANAMA 60.0
PARAGUAY 51.0
PERU 30.0
PHILIPPINES
POLAND 31.0
ROMANIA 44.0
SENGAL 103.0
SLOVENIA
SLOVAK REPUBLIC
SLOVAKIA
SOUTH KOREA 48.0
SPAIN 54.4
SRI LANKA 37.0 | s
SWEDEN 71.0
TURKEY 35.5 | s
UNITED KINGDOM 2.0 40.0
URUGUAY 36.4 434
VENEZUELA 19.1 48.8
YUGOSLAVIA 31.0 149.5

Question. Is ICE’s workforce enforcement effort considered a part of SBI?

Answer. Yes, ICE’s worksite enforcement effort is a part of SBI. In developing
SBI, DHS is taking an integrated approach to the problem including border security,
interior enforcement, and the Temporary Worker Program. For any of these pieces
to work, each must be coordinated. One principal objective of the interior enforce-
ment piece is ending the tolerance of illegal employment. Comprehensive employ-
ment verification, improved recordkeeping, document and database checks, and com-
pliance audits are all important as the Administration develops an comprehensive
strategy. Passage of comprehensive immigration reform will be critical to improve
tllle tools available to the Department increase our capacity to target egregious em-
ployers.

CUSTOMS AND BORDER PROTECTION
CBP AND NCRC MISSION

Question. Since initiating the National Capitol Region air security mission in
2003, CBP has performed this security mission via temporary rotations of aircraft
and personnel from the Southwest border and elsewhere in the country—without re-
ceiving any additional funds to perform this task.
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What is the origin/inspiration for the proposed transfer of $5 million from the
CBP base budget to the Coast Guard to perform the National Capitol Region air
defense mission?

Answer. The $5 million transfer represents the annual cost to operate the Na-
tional Capital Region Air and Marine Branch. This amount is being proposed for
transfer to the Coast Guard because in fiscal year 2007 CBP will no longer be per-
forming this function.

Question. How is this not an erosion of the CBP base budget?

Answer. The funding supported a function that CBP will not be performing in fis-
cal year 2007. For this reason, it is not an erosion of the base.

Question. What did CBP spend on this mission in fiscal year 2004 and fiscal year
2005 and what is the estimate for fiscal year 2006?

Answer. In fiscal year 2004, The National Capital Region (NCR) costs of oper-
ations were $4,239,557. Salary costs were for eight permanent FTE. In addition, an
undetermined number of temporary duty station personnel supported the NCR.

In fiscal year 2005, NCR costs of operations were $5,305,490. Salary costs were
for twelve permanent FTE. In addition, fourteen temporary duty station personnel
supported the NCR.

Estimated fiscal year 2006 costs of operations are $5,414,655. These costs are only
through August 1, 2006, when the transfer of the mission to U.S. Coast Guard is
expected to take place.

INSPECTIONS OF ARRIVING SAUDIS

Question. There have been reports that certain Saudi nationals were not proc-
essed through US VISIT by CBP officers when they arrived at Dulles International
Airport. Is this true and, if so, why?

Answer. CBP is not aware of the specific incidents) this inquiry references, and
would be pleased to research further with additional background information. How-
ever, certain classes of travelers are exempt from US VISIT enrollment. These ex-
empted classes include, travelers applying for admission using an A, G, or NATO
nonimmigrant visa; Taiwan representatives of TECRO and dependents; children
under the age of 14 and persons over the age of 79. Additionally, the Secretary of
State and the Secretary of Homeland Security have the authority to exempt indi-
vidual travelers from US VISIT enrollment. These individual exemptions sometimes
include foreign government officials and delegations who may not be traveling with
diplomatic visas.

Question. More generally, do supervisors have the ability to decide who to enroll
and/or process and who not to? What is a supervisors “override” authority?

Answer. Individual supervisors do not have the ability to decide who is and is not
enrolled and processed by US VISIT. The Secretary of State and the Secretary of
Homeland Security have the authority to exempt individual travelers from US
VISIT enrollment. This authority is exercised at the headquarters level in advance
of the arrival of the passenger. These individual exemptions sometimes include for-
eign government officials and delegations who may not be traveling with diplomatic
visas.

ENFORCEMENT OF CUSTOMS LAWS

Question. With the creation of the Department of Homeland Security, we have
witnessed the steady erosion of the Transportation Security Administration’s legis-
lated mandate to secure “all modes of transportation”, not just aviation. Now I am
hearing more and more stories from the field that the enforcement of Customs laws
and regulations are being routinely ignored by Immigration and Customs Enforce-
ment in favor of enforcing immigration laws. I take a back seat to no one in my
strong belief that all of our immigration laws should and must be enforced. But this
should not occur to the detriment of enforcing Customs laws. Trade enforcement is
critical to the well being of our national economy.

What assurances can you provide me that a continued focus on Customs enforce-
ment is being accorded the proper level of support?

Answer. DHS is absolutely committed to ICE’s concurrent customs and immigra-
tion enforcement missions. ICE’s Financial and Trade Investigations Division over-
sees national enforcement of traditional customs investigative arenas, including
bulk cash smuggling, trade-based money laundering, commercial trade fraud and in-
tellectual property rights (IPR) violations. Specifically, the Trade Transparency Unit
(TTU) and the Commercial Fraud and IPR Unit target predatory trade practices
that threaten U.S. economic stability, restrict U.S. industry competitiveness in
world markets, and place the public health and safety of the American people at
risk. The TTU, led by ICE, in cooperation with U.S. Customs and Border Protection



110

(CBP) and the U.S. Departments of State and Treasury, specifically analyzes domes-
tic and foreign import and export trade data for discrepancies or anomalies that
may indicate trade-based money laundering or other trade fraud violations. The
Commercial Fraud and IPR Unit targets traditional customs violations, including
IPR crimes, illegal textile transshipment, illegal importation of counterfeit and re-
stricted pharmaceuticals, tobacco smuggling, circumvention of international trade
agreements, and importer and broker compliance.

In addition, the ICE Commercial Fraud and IPR Unit has implemented special
enforcement operations targeting identified areas of vulnerability in the U.S. com-
mercial trade system. These operations include Fraud Investigation Strike Teams
(FIST), which target fraud within foreign trade zones and customs bonded ware-
houses, and Operation Security Bond, which targets the illegal use of the in-bond
system to smuggle merchandise. During these operations, ICE’s enforcement of cus-
toms and immigration statutes has resulted in an increased discovery of commercial
fraud violations and the identification and removal of illegal immigrants with unau-
thorized access to secure areas.

ICE’s commitment to enforcing its concurrent customs and immigration enforce-
ment missions is unwavering.

CBP PRESENCE AT AIRPORTS

Question. On November 1, 2005, NTEU President Colleen M. Kelley wrote to USA
Today responding to an October 24 story the paper had written about the increas-
ingly long wait times for international passengers arriving in the United States. She
claimed that it is the result of too few inspectors at the airports as well as because
the “One Face at the Border” training has resulted in degradation in the specialized
types of training CBP officers need to effectively do their jobs.

Are the wait lines the result of too few inspectors?

Answer. Wait times are contingent on available staffing, the number of available
primary booths, the number and type of arriving flights/passengers (high risk
flights/passengers vs. low risk), the number of arrivals during peak hours, the de-
gree of scrutiny required for each passenger, and any heightened security measures.

Question. Has training been degraded?

Answer. Current CBP training is more comprehensive and structured then in ei-
ther former agency.

New CBP Officers receive 160 hours of Pre-Academy Orientation at their assigned
port of entry before they depart for the Federal Law Enforcement Training Center.
They graduate after 72 classroom days of training then return to the port prepared
to fulfill a limited scope of responsibility-primary inspection for what once was Im-
migration and Customs purposes.

Upon return to their port they undergo a rigorous and regimented 2-year training
program filled with classroom, systems and on-the-job training which begins the
process of preparing them for the different inspection environments to which they
will be assigned, such as air passenger processing, air cargo processing, land pas-
senger processing, sea cargo processing, etc. Neither the Customs Service nor the
Immigration and Naturalization Service (INS) had such a structured program.

The current “combined” Academy training is shorter in length than if CBP had
merely put new CBP Officers into back-to-back courses of the legacy training. In re-
structuring its training programs, CBP discovered that it was able to condense the
combined training in a rational way due to the many overlapping areas and simi-
larly taught courses between the legacy immigration and customs training courses.
For example, while Customs Inspectors previously received introductory immigra-
tion training in their basic course, and Immigration Inspectors received some intro-
duction in Customs law, they both received firearms, defensive tactics, profes-
sionalism, Equal Employment Opportunity (EEO), and interviewing skills training
that applies in both environments. In addition, CBP now only requires Spanish lan-
guage training for the Southwest border, Miami and Puerto Rico where those skills
are needed.

Incumbent officers who were employed prior to the March 1, 2003 merger are re-
quired to participate in structured and specific cross training courses for disciplines
they have not previously received training for prior to being assigned to a new task.
As of December 31, 2005, CBP has identified, built and distributed more than 37
cross-training modules ranging from a 6-hour CD-ROM awareness course on Cus-
toms/Immigration fundamentals to an 8-day classroom session on immigration law
and procedures in processing passenger in primary. All of these training programs
include many of the required pre-requisites.

In addition to the new CBP Academy curriculum, CBP also worked with USDA
to develop a new unified entry-level training program for Agriculture Specialists.
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CBP INSPECTORS AT OUR PORTS

Question. Many valid concerns have been raised about the troubling sale of control
of a number of U.S. seaports to a foreign government-owned entity. This sale is
troubling on so many levels. The President assures us that the ports are secure be-
cause the Coast Guard provides security at the ports and Customs and Border Pro-
tection officers examine the containers as they are being unloaded. But many out-
side observers believe there are not enough CBP inspectors at the ports to conduct
robust screening and security activities. While there are significant hiring increases
in the budget request for Border Patrol agents and immigration enforcement offi-
cers—increases I strongly support—there are no apparent hiring increases for in-
spection personnel at our ports.

If there are insufficient inspection personnel at our ports at this point, and many
of our ports are being controlled by foreign entities, how can you assure us that this
budget request makes our ports safer in the absence of additional inspection staff?

Answer. In the fiscal year 2007 President’s budget proposal, CBP is requesting
an additional 106 positions to enhance its ability to detect illicit radiological mate-
rials concealed within shipments, conveyances or containerized cargo entering the
United States. The additional staff will support the deployment of weapons of mass
destruction (WMD) detection systems deployed through Domestic Nuclear Detection
Office’s WMD procurement program and ensure CBP will have dedicated personnel
to resolve alarms from Radiation Portal Monitors (RPMs) and to conduct radio-
logical examinations at our Nation’s busiest seaports.

WMD detection systems are a critical part of CBP’s layered process that builds
on redundant enforcement layers to detect and prevent contraband, including illicit
materials, from entering the United States. CBP recognizes that no single strategy
or risk assessment is 100 percent effective and accurate, so CBP focuses on layering
multiple initiatives together to accomplish its mission. CBP employs its layered en-
forcement approach in safeguarding U.S. borders from threat by land, air and sea.

Non-Intrusive Inspection (NII) technology enable CBP to screen or examine a
larger portion of the stream of commercial traffic in less time while facilitating le-
gitimate trade. These tools provide CBP with a significant capability to detect and
interdict terrorist weapons at our ports of entry.

CONTAINER SECURITY INITIATIVE (CSI)

Question. Please explain the process by which an overseas port becomes a member
of CSI, including the security review and the procedures to which the host govern-
ment (and Customs officials) agree to adhere.

Answer. A potential Container Security Initiative (CSI) port is identified either
by CBP or through a formal request from the foreign government to the U.S. Em-
bassy or directly to CBP. The decision on the first 20 CSI ports was based on the
total volume of direct container traffic to the United States. Subsequent to the first
20 ports, potential CSI ports are evaluated on several factors including container
volume to the United States, intelligence threat level, strategic potential, port as-
sessment status, government political will and capacity building status.

Once a potential CSI port is identified, a preliminary study is conducted of the
number of containers arriving in the United States from that port, the number of
high-risk containers arriving in the United States from that port, the potential of
that port being used for transshipment from a high-risk country, intelligence infor-
mation threats and perceived political will.

An assessment is then conducted at the potential CSI port. The assessment teams
consist of personnel from CBP, U.S. Immigration and Customs Enforcement (ICE),
U.S. Coast Guard Officers, and more recently, Department of Energy Megaports
Program Officers. The assessment evaluates the overall port practices with the goal
of determining the vulnerabilities to their cargo processing systems, the level of
competence of the host government to conduct inspections, the technical security at
the port, the personnel security of the port, any vulnerabilities in both the govern-
ment agencies as well as private companies working at the port, the amount of co-
operation that the host government is willing to provide CSI, the types and effec-
tiveness of radiation monitoring systems, the types and effectiveness of large scale
non-intrusive X-ray or Gamma-ray machines, and the laws applicable to allow in-
spections of cargo.

Once a favorable assessment is completed, CBP and the host government sign a
Declaration of Principles (DOP). The DOP is a non-binding arrangement between
the two governments to implement CSI. The DOP contains language that both Cus-
toms Administrations agree to:

—Intensify bilateral customs cooperation;
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—Exchange information and work closely to help ensure the identification, screen-

ing and sealing of high-risk containers at the earliest possible opportunity;

—Station, on a basis of reciprocity and on a pilot basis U.S. CBP officers; and

—Consult closely on the implementation of CSI at the port.

After the DOP is signed, CBP and the host Nation work together to implement
the CSI program by facilitating the physical build-out of working areas and devel-
oping local CSI Standard Operating Procedures (SOP). The local SOP describes in
detail how the CSI process will work as well as the container examination proce-
dures.

After the CSI port becomes operational, an evaluation of the port is conducted at
3-months, 6-months, and every 6 months thereafter. The evaluations determine
whether or not CBP and the host Nation are complying with the SOP and formulate
ways to improve the CSI operation.

DUBAI PORTS WORLD (DPW)

Question. The Port of Dubai has recently become the first port in the Middle East
to become a Container Security Initiative (CSI) port. When did the initial port as-
sessment for Dubai’s participation in CSI occur, who performed the assessment, and
when was participation finalized?

Answer. The initial port assessment at the Port of Dubai took place September
23-25, 2004. Personnel from CBP, U.S. Immigration and Customs Enforcement
(ICE), DHS Attache Offices in Abu Dhabi and Dubai and the U.S. Coast Guard par-
ticipated in the assessment. The Declaration of Principles between CBP and Dubai
Ports Customs and Free Zone Corporation (Dubai Customs) was signed on Decem-
ber 12, 2004. The CSI port of Dubai began operations on March 26, 2005.

Question. What role, if any, did the Department of Defense play in the assessment
and/or the determination that Dubai should become a member of CSI?

Answer. The Department of Defense did not participate in the assessment and/
or the determination that Dubai should become a member of CSI.

Question. Under CSI, the United States stations CBP officials at a participating
ports and, based on threat and analysis, inspects or screens containers (determined
to be potentially high risk and which are headed directly for a U.S. port) prior to
the loading of the container on the ship. Our CBP personnel request host country
Customs officials to screen suspect containers and/or physically inspect them for
suspicious items, however, at best, U.S. CBP officials only observe that process.
Once a container arrives at a U.S. port, our inspectors are able to screen and open
containers. It has been asserted by CBP officials that the port operators (including
potentially DPW) do not have access to or are not involved with the imaging or
other inspection of these containers overseas or in the United States.

What confidence do we have that CBP’s methods of operation cannot be com-
promised by a government-controlled port operating company with a CSI port lo-
cated in that country—i.e. when a potential bad actor has a high degree of visibility
into both ends of the supply chain?

Answer. CBP utilizes a multi-faceted layered defense, which employs various en-
forcement activities at several points along the supply chain. The system was de-
signed to mitigate the possibility of compromising the entire supply chain by breach-
ing one component of it.

Since 9/11 CBP has initiated:

—The 24-hour rule which requires cargo information to be transmitted to CBP 24

hours prior to laden at a foreign seaport;

—The CBP National Targeting Center, which was established to ensure all ship-
ments destined to the United States are reviewed against the CBP Automated
Targeting System;

—The CBP Customs Trade Partnership against Terrorism (C-TPAT), which also
was initiated as a force multiplier by employing the import/export community
to enhance security measures within their respective business practices; and

—The CBP Container Security Initiative (CSI), which was developed to augment
the other CBP programs by allowing for enforcement action to be taken at a
point earlier in the supply chain and creating an additional layer of scrutiny
and enforcement within the overall supply chain.

Cargo moving through the supply chain would also be subjected to the security

and enforcement programs of other U.S. agencies such as:

—U.S. Coast Guard 96 hour notice of arrival requirement;

—Port security enhancements as set forth by the International Ship and Port Fa-
cility Security (ISPS) code; and

—Department of Energy (DOE) Megaports program.
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Many of the programs listed above, which are components of the U.S. govern-
ment’s layered defense, are not accessible by port operators.

CBP performs the targeting and analysis of cargo shipments. The Automated Tar-
geting System is not shared or linked to the port operators or foreign Customs ad-
ministrations.

When members of a CSI team suspect that a container warrants examination, a
request is made to the host Customs Administration. If there is agreement, the
cargo is examined utilizing Non-Intrusive Inspection (NII) equipment. If there is
any anomaly then a subsequent more intrusive examination is conducted. If the host
Customs Administration refuses to conduct the examination, then a decision is
made by the CSI team either to permit the loading of the container and designate
such container for an examination at the U.S. port of arrival, or for CBP to issue
a Do-not-Load (DNL) order to the cargo carrier.

Any cargo that is examined at a CSI location is always subject to the CBP en-
forcement protocols in the United States, as well as the possibility of the cargo being
re-examined. Port operators do not have any control or insight into the cargo selec-
tion and examination process at a CSI location and they do not have any insight
into the selection and examination/re-examination process at U.S. ports of entry.

The CBP programs, in conjunction with the multitude of other U.S. government
agency enforcement initiatives, put forth a layered/multi-dimensional strategy to
combat the attempts by any members of the import/export community to com-
promise the supply chain.

SHIPPING CONTAINERS

Question. Please provide the most recent data on the total number of shipping
containers which enter the United States, the percentage of those that are screened,
those that are examined, and those that are inspected. Also please provide your defi-
nitions of those terms.

Answer. CBP employs a layered process that builds on redundant enforcement
layers to detect and prevent contraband, including illicit materials, from entering
the United States. CBP recognizes that no single strategy or risk assessment is 100
percent effective and accurate, so CBP focuses on layering multiple initiatives to-
gether to accomplish its mission. CBP employs its layered enforcement approach in
safeguarding U.S. borders from threat by land, air and sea.

Conveyances that are identified as high-risk undergo an examination. In fiscal
year 2005, 11,342,493 sea-borne containers entered the United States from foreign
locations. Approximately 5 percent, or 569,308 sea containers were examined. CBP
defines an examination as a physical inspection of a conveyance and/or the imaging
of a conveyance using large-scale Non-Intrusive Inspection (NII) technology, for the
presence of contraband.

CBP defines screening as a passive means of scanning a conveyance, baggage or
cargo. CBP screens conveyances, baggage, and cargoes with radiation portal mon-
itors and other radiation detection equipment for the presence of radiological emis-
sions. CBP currently screens 40 percent of all sea-borne containers for the presence
of radiation.

NII technology enables us to screen or examine a larger portion of the stream of
commercial traffic in less time while facilitating legitimate trade. These tools pro-
vide CBP with a significant capability to detect and interdict terrorist weapons at
our ports of entry.

INSPECTIONS AT AIR PORTS OF ENTRY

Question. There do not appear to be staffing increases in the budget for the POEs.
What impact does this have on primary and secondary inspections at airports?
Answer. CBP’s existing staff will manage the current and anticipated increases
in travel and trade by utilizing advanced information components and international
programs like the Container Security Initiative (CSI) agreements to mitigate any
delays in traveler and cargo processing. Implementation of trusted traveler pro-
grams and further development of the CBP Immigration Advisor Program at foreign
ports of debarkation would also minimize the impact of a static staffing model. CBP
utilizes state of the art information technology, traveler information sharing efforts
with the Department of State, advance traveler screening via the Advance Pas-
senger Information System (APIS), and the National Targeting Center (NTC).
Question. Is there a requirement that port directors have been given that they
must meet in terms of inspecting inbound plane passengers—such as 45 minutes?
Answer. CBP is not currently bound by a required processing time; a previous leg-
islative requirement to process all inbound international passengers within 45-min-
utes of arrival was repealed by the Enhanced Border Security and Visa Entry Re-
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form Act of 2002 (Public Law 107-173). CBP does, however, have a 30-minute proc-
essing time as a future goal.

Question. Does this budget address concerns enumerated in GAO report 05-663?

Answer. CBP has addressed the concerns raised by GAO report 05-663 entitled
“International Air Passengers: Staffing Model for Airport Inspections Personnel Can
Be Improved.” Through cross-training initiatives, CBP has been adding officers at
the passenger primary lanes in our airports, processing all travelers, and making
mission related referrals to secondary inspection for people considered higher risk.
The fiscal year 2007 budget requests funds to improve the Automated Targeting
System, extend the Immigration Advisory Program, leverage pre-departure pas-
senger information, and strengthen consolidated anti-terrorism secondary inspec-
tion. This will create an effective force-multiplier, and serve to speed the processing
of legitimate travelers, thus lowering overall wait times.

OUTBOUND INSPECTIONS

Question. What is the status of meeting the outbound inspections recommenda-
tions as listed in the June 2005 report—OIG-05-21?

Answer. CBP’s Office of Field Operations is beginning its re-evaluation of the Out-
bound program, which is responsible for enforcing U.S. export laws and regulations
and ensuring that weapons of mass destruction do not fall into the hands of crimi-
nals or terrorists. The goal is to align Outbound enforcement and processing with
current Inbound processes, to the extent possible, which will improve uniformity
and enhance border security programs.

With the pending implementation of mandatory Automated Export System (AES)
filing, which will require electronic filing for all export shipments that currently re-
quire a Shippers Export Declaration (SED), more information will be available on
export shipments. It will be critical to leverage this electronic information to en-
hance the secure screening and processing of outbound cargo, whereas current capa-
bilities for this purpose are limited. Not all export shipments are currently filed
through AES, which hampers CBP’s Outbound targeting efforts. The U.S. Census
Bureau also has what is known as the “Option 4” filer program, which allows cer-
tain exporters to file export information after the shipment has departed the United
States. Ultimately, CBP resources must be aligned in a manner that allows this ad-
ditional advance information to be used to screen and target high-risk shipments
and to conduct compliance inspections. As part of this process, CBP must also imple-
ment a risk-based screening model for export cargo, similar to what is already in
place on the import side.

Currently, CBP outbound enforcement is accomplished with the resources resident
in the Anti-Terrorism Contraband Enforcement Teams (A-TCET) at the ports of
entry. These teams work as a single, united enforcement team with a primary focus
on targeting terrorists and terrorist weapons. Their secondary focus is the interdic-
tion of narcotics, other contraband, alien smugglers/trafficking, fraudulent docu-
ments and agricultural terrorism.

TUNNELS

Question. What is the policy regarding filling tunnels discovered on the borders?
Who is responsible for filling them and using what funds?

Answer. While there is currently no policy regarding tunnel filling or remediation,
both CBP and ICE are currently drafting Tunnel Principles/Policy (roles and respon-
sibilities) when a sophisticated tunnel (highly organized or sophisticated tunnel
leading to a house or warehouse) is discovered. The tunnel principles mainly empha-
size joint cooperation and coordination between CBP and ICE. The Border Patrol
Sector Chief and ICE Special-Agent-in-Charge will develop local protocols based
upon these principles.

There is no specific authority or funding indicating that any particular group in
the Federal Government has been designated the responsibility to fill border tun-
nels. The cost of the remediation of the tunnel in the San Diego, CA area is esti-
mated to be approximately $3 million (these costs include security, concrete, envi-
ronmental safety, labor etc). Generally speaking, most of the tunnels detected have
been rather small by comparison to the most recently discovered tunnel in San
Diego, CA. The tunnels have been filled by the Office of Border Patrol (OBP) Facili-
ties Department or the National Guard, using general Salaries and Expenses appro-
priated funds.

Question. What activities are being taken by CBP, Science and Technology, or
other agencies to improve the technology for discovering tunnels?

Answer. The S&T Directorate is working with the Office of Border Patrol, Cus-
toms and Border Protection (CBP) and the Department of Defense (DOD) to find
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technology solutions for tunnel detection along the Southern and Northern borders
of the United States.

The S&T Directorate participated in the Tunnel Detection Technical Support
Working Group (TSWG) meeting held in January 2006 and the Joint Task Force-
6 Tunneling Conference held in June 2004. The S&T Directorate is also engaged
with NORTHCOM’s Futures Group in relaying, discussing, and leveraging potential
technologies that satisfy DOD and DHS’s tunnel detection needs. The S&T Direc-
torate’s Border & Transportation (B&T) Portfolio met with NORTHCOM officials in
August 2005 to discuss specific opportunities to collaborate and leverage each orga-
nization’s expertise.

CBP is also coordinating with a number of sources that could possibly provide
technology that will meet CBP’s detection needs. These sources include the Defense
Advanced Research Projects Agency (DARPA), Sandia Laboratories, and the Border
Research Technology Center. There is currently no proven technology that can de-
tect the types of tunnels that have recently been encountered. Some promising re-
search and development is being done by Sandia Laboratories, but at this time, its
field utility is unknown.

CBP AIR AND MARINE

Question. Please breakout the items you plan to procure in fiscal year 20006/2007
and the funding source within AMO for each item (i.e. Northern Border, WHDEA,
etc.).

Answer.
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PLANNED CBP AIR AND MARINE ACQUISITIONS FOR FISCAL YEAR 2006 AND FISCAL
YEAR 2007—DOLLARS IN MILLIONS

FY 2006 Acquisitions
Aircraft/Activity Detail Available Source of Funds
Funding
P-3 Palletized Sensor Systems Purchase at least two (2) commercial 15.0 FY 2006 Appropriation

long range tracker and surveillance
radars, plus maintenance support

P-3 Service Life Extension Program|Define P-3 fleet SLEP requirements 16.0 FY 2006 Appropriation
(SLEP) and initiate procurement activities

Covert Surveillance Aircraft Purchase one (1) aircraft in 14.0 FY 2006 Appropriation
conjunction with a U.S. Coast Guard
acquisition

Multirole Patrol Aircraft (MPA) Purchase one (1) MPA plus sensor 30.1 Recurring WHDEA and
systems, modifications, and spares Northern Border Funds
(Dash-8s previously procured)

OH-6A Replacement Helos Purchase ten (10) EC-120 20.0 FY 2006 Appropriation
helicopters plus maintenance

support, ground support, tools, test
equipt, and training.
Medium Lift Helicopters (MLH)  |Purchase two (2) MLHs; 30.6 Recurring WHDEA and
i ing a joint acquisition with Northern Border Funds
the U.S. Coast Guard
Unmanned Aerial Vehicle (UAV) |Purchase one (1) UAV, sensors, and 10.2 FY 2006 Appropriation
Program support equipment UAYV Program Funding

[ Total FY 2006 1359 |

FY 2007 Planned Acquisitions

Aircraft/Activity Detail Available Source of Funds
Funding
Helicopters Purchase TBD Light Enforcement 61.4 FY 2007 President's
Helicopters and possibly additional Budget Request;
Medium Lift or Light Observation Recurring
Helicopters WHDEA/Northern
Border Funds |
Unmanned Aerial Vehicle (UAV) |Purchase one (1) UAV, sensors, and 104 FY 2007 Request UAV
Program support equipment Program Funding

| Total FY 2007 __ 718 |

Question. What is the status of establishment of all of the Northern border
airwings? Please provide the number of personnel on board at each location, the
number and types of equipment at each location, the hours per day/week of oper-
ations at each location, and specific milestones which must be met (and when they
will be met) to achieve full operating capacity at each location.

Answer. In fiscal year 2003, CBP Air and Marine (formerly Air and Marine Oper-
ations) received congressional funding to open the first of five planned Northern bor-
der air wing locations. The five planned locations were strategically placed along the
Northern border in areas that provided for a 1-hour minimum response time to a
border penetration. The five planned locations are Plattsburgh, New York; Detroit,
Michigan; Grand Forks, North Dakota; Great Falls, Montana; and Bellingham,
Washington. Bellingham was the first to be opened on August 20, 2004, followed by
Plattsburgh 18 days later on October 8, 2004. Great Falls will open third in the
summer of 2006. CBP will begin the activation process for the new air sites in both
Detroit and the Grand Forks area of North Dakota in fiscal year 2007. The site sur-
vey for Detroit has been completed and preliminary work to assess hangar, mainte-
nance, and support facility requirements is ongoing. Air assets are being identified
for transfer to the site and staffing plans are being compiled. The fiscal year 2006
appropriation provided $2 million for the North Dakota air site assessment, which
is in progress and should be completed in late May 2006. In addition, DHS is devel-
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oping funding options to ensure we meet the goal of establishing a presence at both
sites by the end of fiscal year 2007.

Current number of personnel on board, the number and types of equipment, and
ic)h(le hours per day/week of operations at each location are as follows in the table

elow.

In order to achieve full operating capacity, CBP’s aviation strategic modernization
plan needs to be completed, reviewed and approved by the Department and Con-
gress. This plan includes fleet modernization, recapitalization and fleet standardiza-
tion by reducing the number of aircraft types currently being operated and associ-
ated technology, staffing and facility requirements. CBP is taking an incremental
ﬁppmﬁch to attain full operating staffing capacity at the Northern Border Air

ranches.

Location Current FTE Current aircraft Current coverage hours
Plattsburgh, NY ..o 18 | I—PC-12 ....... 0800-2400
2—AS350 ... 5 days
1—C-206 ........ After hours callout as necessary
1—C-210 .
Detroit, Ml ... 1| 1—0H6 ... 0800-1600
5 days
After hours callout as necessary
Grand Forks, ND ......oovverevrviicrriennns 3 | 1—AS350 ......... 0700-1500
1—C-206 ........ 7 days
1—C-182 After hours callout as necessary
Great Falls, MT ......coocovvrreceeerennne 134 | 2—C550 .. TBD
1—PC-12
2—UH60
Bellingham, WA 19 | 1—C-550 ... 0700-1700
1—PC-12 ... 5 days
1—AS350 ... After hours callout as necessary

1—MD600 ...

1The staffing and aircraft numbers indicated for Great Falls, which will be opening this summer, are projected.
ADVANCED TRAINING CENTER

Question. In the December 28, 2005, response to my October 19, 2005, letter re-
garding the status of items identified in Conference Report 109—241, I was told that
the “final spending plan, project schedules, and projected training requirements”
would be provided to the Committee “by February 18, 2006”. It is now March 6,
200@) and we have yet to receive the report. When can we expect to receive the re-
port?

Answer. The report receiving final revisions and will be transmitted shortly.

Question. Also, please provide the level of funding provided in the fiscal year 2007
request for operations and activities at the Advanced Training Center.

Answer. CBP’s base budget for fiscal year 2007 includes $9.5 million for ongoing
operations and management at the Advanced Training Center.

TUCSON SECTOR CHECKPOINTS

Question. The DHS Inspector General issued a report in January of 2006 that
made a strong case for permanent Border Patrol checkpoints. It said that, “Perma-
nent checkpoints permit safer, more efficient law enforcement. It is not necessary
to prohibit permanent checkpoints in order to encourage the use of alternative tac-
tics and mobile interior operations.”

What are you doing to remove the House-backed bill language that mandates the
periodic movement of these checkpoints in the Tucson sector?

Answer. CBP Congressional Affairs has conducted numerous briefings to House
Appropriations Committee Staff members on the use of efficient checkpoints. Perma-
nent checkpoints elsewhere on the Southwest Border, located in strategic
chokepoints in areas of egress from border areas, have proven to be effective en-
forcement tools and thus make up an important part of CBP’s “defense in depth”
strategy of controlling the border. Permanent checkpoints are used effectively in
every Sector of the Southwest Border except Tucson Sector.

Question. How much does it cost to rotate these checkpoints?

Answer. The checkpoint located on Interstate 19 is the only tactical checkpoint
rotated every 7 days from one location to another. The two locations currently have
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checkpoint equipment located at both sites and only require personnel to rotate from
one location to another. In order to rotate checkpoints, it takes a minimum of 10
agents 2 hours in order to complete the checkpoint rotation, which includes the
breakdown of one site, and the setup of the other. It also costs the duplication of
checkpoint equipment to include port-a-johns, trailers, signage, cones and lighting.
These costs are not per rotation, but are as a result of having to rotate. The dupli-
cate equipment costs about $65,000 plus an additional port-a-john contract for $140
per month.

Question. What, if any, health-related problems have been experienced by the men
and women who are working in this difficult (extreme heat, vehicle exhaust, lack
of rest facilities) environment?

Answer. There have not been any health-related problems to personnel working
at the rotating Tucson sector checkpoints. All medical and safety precautions are
taken for the agents working at the checkpoint. Shade, water, medical and commu-
nication are available to the working agents or the checkpoint would not be allowed
to open.

Question. What is the full construction cost of permanent checkpoints in the Tuc-
son sector?

Answer. The total cost for establishing three proposed checkpoints in Tucson Sec-
tor was $45.78 million in December 2004. An updated estimate would include in-
creases associated with construction and inflation factors.

—Highway 85—$12.79 million

—Highway 90—$15.31 million

—Interstate 19—$17.68 million

This is an estimated total that includes land acquisition, design, construction
costs, auxiliary cost, management services, and support costs. National comprehen-
sive traffic control guidelines are being developed in response to the National Trans-
portation Safety Board, and may also impact the cost estimate. The guidelines are
a collaborative effort between CBP, Federal Highway Administration, and rep-
reslentatives from the American Association of State Highway Transportation Offi-
cials.

Question. To what extent do law breakers take advantage of the temporary check-
points by moving illegal aliens when CBP is closing the temporary checkpoints?

Answer. Since Arizona is required to rotate checkpoints every 7 days, and Nogales
only has two authorized sites, they rotate every Saturday. Border Patrol’s move-
ments are predictable as dictated by the appropriations language, and give the
smugglers a clear advantage.

Law breakers do take advantage when CBP is closing the temporary checkpoints
by smuggling their illegal cargo (illegal aliens, narcotics, etc.) further into the inte-
rior of the United States. When the checkpoint is at the northern location, smug-
glers simply stage their loads just south of it and once it is moved to the southern
location, they move their loads north. The moment a checkpoint is closed, scouts no-
tify smugglers immediately to transport their illegal cargo further north into the
United States. The smugglers are very in tune to these rotations. Border Patrol de-
ploys additional resources to the interstate when possible, but the manpower re-
quired to move the checkpoints limits this.

Smugglers also take advantage of Border Patrol movements by exploiting the lack
of flanking infrastructure, which would otherwise be present at a permanent site.
With no cameras and only limited sensors to the flanks of the temporary sites,
smugglers routinely walk around the temporary checkpoints.

NORTHERN BORDER CARRYOVER FUNDS

Question. On what activities will you obligate the remaining $11 million in unobli-
gated Northern Border prior year balances? When will these funds be obligated?
Answer. We anticipate obligating $6 million on Radiation Portal Monitors (RPM’s)
and Personal Radiation Detectors (PRD’s) throughout fiscal year 2006, $3.8 million
for facilities repairs and alterations by the end of fiscal year 2006, and $1.2 million
tTo be obligated by July 2006 for various mission support projects to support Anti-
errorism.

SUPPLY CHAIN SECURITY SPECIALISTS

Question. What is the per person cost to hire, train, and make proficient the spe-
cialists who verify participants’ compliance as a member of C-TPAT?

Answer. It is estimated that the per-person cost to hire, train, and make proficient
the specialists who verify participant’s compliance as a member of C-TPAT is
$201,560. This includes $15,000 in training costs, $83,000 in SCS Salary and com-
pensation, $26,560 in benefits and $77,000 for 1 full year of validation visits.
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A newly hired Supply Chain Specialist (SCS) must undergo a 2-week Basic SCS
Training course. This course focuses on the core program requirements of the C—
TPAT program and is administered by CBP C-TPAT program officers and man-
agers, and experienced SCSs. Private sector instructors who have first hand knowl-
edge of supply chain principles, logistics management, and related business prac-
tices provide additional instruction.

In addition to the basic course, two 3-day training sessions are held annually. One
coincides with the Annual C-TPAT Training Seminar and the other is a session
held at one of the C-TPAT Field Offices.

These sessions allow the HQs C-TPAT Director and the Program Management
staff to communicate important program developments and newly implemented pro-
cedures and technology.

While the Basic SCS course provides the students with formal and effective class-
room instruction to learn the scope of the duties of the SCS position, accompanying
experienced SCSs on a year’s worth of validation visits is critical to attaining the
desired level of proficiency of the SCS.

ARBITRATION DECISION ON THE FISCAL YEAR 2005 AWARDS

Question. What is the potential cost of the recent arbitrator decision on the fiscal
year 2005 awards process?

Answer. For fiscal year 2005, CBP implemented a unified awards process in order
to ensure that employees working side-by-side and performing the same duties
would have the same opportunities for awards recognition. CBP inherited four dif-
ferent negotiated awards processes when it was formed, two of them very similar
to this unified process. One union with a significantly different awards program
agreed to the unified process, but the National Treasury Employees Union (NTEU)
sought to maintain its status quo using local joint awards committees (JAC). It is
the agency’s position that we cannot treat our front line officers differently while
holding them to common standards of performance.

This arbitrator decision affects only bargaining unit employees represented by
NTEU. The figures below are estimates based on how the funding for awards under
the old JAC process would have been constructed.

—As of September 3, 2005, there were approximately 13,650 employees in the

NTEU bargaining unit, with combined salaries of $754.6 million.

—A unit’s awards “pool” is typically calculated on the basis of 1 percent of the
combined salaries of employees on-board in that unit as of a particular date.
For fiscal year 2005, the awards pools were calculated in Pay Period 17, which
ended on September 3. The awards pool that would have been available to
award just NTEU employees for fiscal year 2005 would have been $7.546 mil-
lion.

—Organizational components typically reserve 15 to 25 percent of the awards pool
to fund special act awards throughout the year. The balance of the pool is avail-
able to distribute as awards for superior performance. It is estimated that $6.04
million would have been available to pay awards to NTEU employees under the
JAC process.

—The arbitrator’s decision requires the agency to recreate the local JACs, collect
nominations for shares, and reach consensus on the number of shares to award,
if any, to each nominee. If an award calculated under this process is determined
to be higher than what an employee was actually awarded, additional payment
is to be made. The decision is silent on the action to be taken if the JAC rec-
ommends a lower award or no award to an employee who received one. Theo-
retically, then, the decision could result in merely a redistribution of awards
without additional cost. In reality, however, the agency is unlikely to take ac-
tions that will result in loss of an award already paid out.

—The award process used was designed to be fair and equitable to employees of
all bargaining units, and similar to the NTEU process, provided employees the
opportunity to nominate themselves and/or co-workers for awards. Therefore, it
is not expected that re-running the 2005 awards under the NTEU process would
result in substantial increase in costs.

It is noted that CBP believes the arbitrator’s decision is flawed, and the agency

is filing exceptions with the Federal Labor Relations Authority.

Question. If CBP is required to correct the process and pay out the rewards, from
which account would these funds be drawn?

Answer. Any required payments would be made from CBP’s Salaries and Ex-
penses account.
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RESPONDING TO LETTERS FROM CONGRESS

Question. Is CBP looking for a contractor to help its employees write letters to
Congress? If so, why and isn’t this more properly a Department rather than a con-
tractor function?

Answer. CBP does not employ contractors to write letters to Congress. We have
employed contractors to instruct writing skills to our employees so that they are bet-
ter able to author and edit memos, letters, reports, and other documents.

BORDER PATROL DUTIES

Question. On February 15, 2006, the Washington Post ran an article regarding the
Vice President’s accidental shooting of a friend while hunting quail on a private
ranch in Texas that stated, in part, “and a Federal Border Patrol agent, guarding
the gate because Cheney was there, knew nothing about the accident.” The Vice
President already is protected by a significant Secret Service detail.

Given the relative paucity of Border Patrol agents posted along our Southwest
border, and the public’s strong interest that our borders be protected, why was an
agent pulled off the border to perform a duty that is routinely and more appro-
priately performed by the Secret Service?

Answer. The U.S. Border Patrol’s Rio Grande Valley Sector did provide perimeter
security during the Vice President’s visit to the ranch. The U.S. Secret Service re-
quested assistance from the Rio Grande Valley Sector due to the vastness of the
ranch, the Border Patrol’s 4-wheel drive vehicle capabilities and the agent’s knowl-
edge and familiarity with the area. The ranch is located within the sector’s
Kingsville Station area of responsibility and is routinely patrolled by Border Patrol
agents. According to the sector, this request for assistance was received well in ad-
vance of the visit and was supported without sacrificing agent presence along the
immediate border area or at the sector’s checkpoints.

VIRGIN ISLAND SUBSTATION

. 1ngs{)ion. What is the status of opening a Border Patrol substation in the Virgin
slands?

Answer. The current threat assessments in the sector do not support placing it
as a priority enforcement area with the creation of a new Border Patrol sector. Cur-
rent assessments of the illegal immigrant flow in the U.S. Virgin Islands (USVI)
place it at 0.1 percent of that of other focus areas, such as the Southwest land bor-
der, with an annual illegal immigrant flow that exceeds 1 million. Therefore, DHS
does not support establishing a Border Patrol facility in the USVI at this time.

ICE CONTRACT WITH KELLOGG, BROWN AND ROOT

Question. Immigration and Customs Enforcement (ICE) recently awarded Kellogg,
Brown and Root, the engineering and construction subsidiary of Halliburton, a con-
tingency contract to support ICE facilities in the event of an emergency. With a
maximum total value of $385 million over a 5-year term (consisting of a 1-year base
period and four 1-year options), the competitively awarded contract will be executed
by the U.S. Army Corps of Engineers. KBR held the previous ICE contract from
2000 through 2005. The contract calls for establishing temporary detention and
processing capabilities to augment existing ICE Detention and Removal Operations
facilities in the event of an emergency influx of immigrants into the United States,
or to support the rapid development of new programs. The contingency support con-
tract provides for planning and, if required, initiation of specific engineering, con-
struction, and logistics associated with expanding facilities as required.

Is it your intention to use this contract to construct the additional detention
bedspace and the 6,700 new beds called for in the budget request?

Answer. The contingency contract provides ICE with an emergency response
mechanism to deploy support services and temporary shelters within short response
times for both emergency responders as well as migrant populations. ICE has not
utilized the KBR contingency support contract to construct detention facilities in the
past. ICE does not anticipate the need to utilize the KBR contract for developing
new detention facilities associated with the increase of the 6,700 fiscal year 2007
detention beds.

Question. Has KBR constructed existing detention bedspace under the terms of
this contract or of any previous contracts? Please provide us with the details.

Answer. ICE has not exercised the current contingency support contract to con-
struct any existing detention facilities. Further, ICE has not utilized any previous
contingency support contracts awarded to KBR for the purpose of constructing per-
manent detention facilities.
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WORKSITE ENFORCEMENT

Question. For worksite enforcement, please provide fiscal year 2005 case and
workload statistics, both criminal and administrative.

Answer. There were a total of 412 worksite enforcement criminal cases closed in
fiscal year 2005. For fiscal year 2005, there were 176 arrests for criminal violations
and 1,116 administrative apprehensions.

LENGTH OF STAY

Question. What is the average length of stay for a detained alien in ICE’s custody,
including those in expedited removal?

Answer. The current average length of stay for all detained aliens, including all
case types and nationalities, is 33.7 days. Release from custody includes all possible
release types, to include bonds, order of recognizance, order of supervision, removal,

etc.
Source: DRO official statistics (as of May 31, 2006).
OFFICE OF THE PRINCIPAL LEGAL ADVISOR (OPLA)

Question. Please provide a break out of the attorneys in OPLA for fiscal year
2003/2004/2005/2006, including position type and location, the percentage of growth,
how many are on board currently?

Answer. There are 3 SES positions within OPLA: Principal Legal Advisor, Deputy
Principal Legal Advisor and the Director of Field Legal Operations. The remaining
ICE attorneys are in the GS-905 series.

The following is a breakdown of the number of attorneys onboard:

—September 30, 2003: 614

—September 30, 2004: 608

—September 30, 2005: 571

—February 10, 2006: 599 (on board)

The decrease in the number of attorneys from September 2003 (614) to February
2006 (599) was the result of several factors. OPLA lost attorneys to CIS and CBP
in the transition to DHS. Additionally, because of an uncertain budget situation,
ICE instituted a hiring freeze and waiver process that precluded OPLA from effec-
tively replacing staff lost through attrition.

The attached charts show the number of attorneys by location.

Question. What is the expected average caseload reduction for attorneys based on
the requested resources for fiscal year 2007?

Answer. Each additional attorney assigned to perform immigration court work
handles at least 500 cases annually. With additional attorney resources, there will
be more time in which to respond to motions, prepare cases, write briefs and re-
spond to inquiries from clients. If the ICE legal program receives the requested posi-
tions, attorneys will be able to spend more time preparing the average case for hear-
ing before the Immigration Courts. This will have numerous beneficial con-
sequences:

ICE attorneys will have additional time to obtain and review the A-files, prepare
the cross-examination of the respondents, locate and interview other witnesses, re-
search complex legal issues, write pre-trial briefs, and confer with opposing counsel.

The current attorney level results in the delay and/or termination of court pro-
ceedings, provides more time for undocumented aliens to amass equities in the
United States, and results in additional detention costs for the agency. Each 1-week
continuance costs ICE $665 (i.e., $95 per day) in additional detention costs. In fiscal
year 2004, detainees remained in agency custody for an average of 39 days. The Im-
migration Courts completed 84,975 detained cases that year, which accounted for 34
percent of its total caseload. Furthermore, with an increased attorney workforce, at-
torneys will have more time to enter into stipulated deportation agreements with
detainees, resulting in a more effective use of detention beds. With an increased
number of attorneys, the program could make more effective use of detention and
removal resources.

BREACHED BOND

Question. Please explain the Breached Bond program, how many detention beds
it supported in fiscal years 2002-2005, how many beds are estimated to be sup-
ported by it in fiscal year 2006 and budgeted for in fiscal year 2007.

Answer. The Breached Bond/Detention Fund was authorized in Section 112 of the
Department of Justice Appropriations Act of 1993 (Public Law 102-395). The Act
amended Section 286 of the Immigration and Nationality Act (INA) of 1952, by es-
tablishing, in the General Fund of the Treasury, a separate account to be called the
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Breached Bond/Detention Fund. The first $8,000,000 in breached cash and surety
bonds collected goes to the General Fund of the U.S. Treasury. All collections in ex-
cess of $8,000,000 posted under the INA, which are recovered by the Department
of Justice, are deposited as offsetting collections into this fund. Amounts deposited
into the fund, which remain available until expended, can be used for expenses in-
curred in the collection of breached bonds, bond management, litigation activities to
obtain compliance from surety companies found to be delinquent in meeting their
obligations to ICE, and for expenses associated with the detention of criminal and
illegal aliens.

In 1998, the Immigration Detention account receipts were merged into this ac-
count. These receipts are derived from the penalty portion of the receipts collected
under Section 245(1) of the INA. Section 245(i) allows a person who qualifies for per-
manent residency, but is ineligible to adjust status in the United States because of
an immigration status violation, to pay a $1,000 penalty to continue processing in
the United States. A portion of each application fee (not to exceed $200.00) that the
Attorney General determines is required to process the application under the section
and is remitted to the Attorney General. Any remaining portions of such fees are
deposited by the Attorney General into the Breached Bond Detention Fund estab-
lished under § 286(r).

Detention beds supported from fiscal years 2002—-2005 are as follows:

—Fiscal year 2002: 3,857

—Fiscal year 2003: 5,166

—Fiscal year 2004: 3,498

—Fiscal year 2005: 3,378

Estimated detention beds supported and budgeted for fiscal years 2006-2007 are
as follows:

—Fiscal year 2006: 2,598

—Fiscal year 2007: 2,598

Question. Also, please explain the estimated impact on the program of the antici-
pated increase in detentions resulting from the SBI.

Answer. While the number of aliens apprehended and detained will rise, the De-
partment has put into place practices that will allow the program to turn over de-
tention beds quicker, improve the processing of aliens, and facilitate their removal
from the United States.

DETENTIONS

Question. For fiscal years 2002—-2005, how many illegal aliens did you detain for
one day or longer?

Answer. Illegal aliens detained for 1 day or longer during fiscal years 2002—-2005
are as follows:

—Fiscal year 2002: 181,236

—Fiscal year 2003: 209,629

—Fiscal year 2004: 215,417

—Fiscal year 2005: 217,270

Question. Of that total, how many were detained for less than 2 weeks, less than
1 month, and more than 1 month?

Answer. Illegal aliens detained for less than 2 weeks, less than 1 month, and
more than 1 month are detailed below.

2 Weeks 2 Wks—1 Mo. > 1 mo. Total
Fiscal year 2002 93,728 33,869 53,639 181,236
Fiscal year 2003 114,210 36,006 59,413 209,629
Fiscal year 2004 115,613 34,637 65,167 215417
Fiscal year 2005 112,705 45,149 59,416 217,270

LAW ENFORCEMENT SUPPORT CENTER

Question. Please provide the number of State inquiries into the LESC for fiscal
year 2003 and fiscal year 2004, and any specific workload statistics for LESC in
support of fugitive operations.

Answer. In fiscal year 2003, the LESC responded to a total of 594,352 queries
from Federal, State and local law enforcement officers, of which 385,651 were que-
ries from State and local law enforcement officers. For fiscal year 2004, the LESC
responded to a total of 667,453 queries, of which 458,711 were queries from State
and local law enforcement officers.

The LESC identified a combined total of 4,617 ICE fugitives through NCIC in fis-
cal years 2003 (488), 2004 (1,854) and 2005 (2,275). ICE immigration detainers were
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lodged in each instance by ICE Special Agents assigned to the LESC, who then co-
ordinated local action with ICE field officers.

LESC agents are also able to identify alien fugitives based upon information con-
tained in incoming queries from the law enforcement community. Wanted aliens
identified by the LESC are not tracked by individual category. However, in fiscal
years 2004 and 2005, LESC agents lodged a combined total of 27,886 detainers
against criminal or other wanted aliens, including fugitive aliens.

The LESC routinely provides fugitive leads to ICE field offices based on informa-
tion received from callers to the ICE tip-line. Tip-line statistics are not available for
individual categories of calls; however, a substantial number of callers do provide
information concerning ICE fugitives.

Question. Describe the work load for LESC.

Answer. In fiscal years 2003, 2004 and 2005, the LESC responded to a combined
total of 1,938,307 electronic queries from Federal, State, local and tribal law enforce-
ment agencies in all 50 States, the District of Columbia, two U.S. Territories and
Canaﬁa. Electronic queries to the LESC average in excess of 50,000 queries per
month.

In fiscal years 2004 and 2005 the LESC received a combined total of 126,528 calls
on the ICE tip line (98,857 of those calls were received in fiscal year 2005 alone).

ICE Special Agents assigned to the LESC lodged a combined total of 27,886 ICE
immigration detainers in fiscal years 2004 and 2005, or in excess of 1,000 ICE immi-
gration detainers each month.

The LESC received more than 107,036 telephone calls on its dedicated law en-
forcement line in fiscal year 2005. Calls to the LESC’s law enforcement line average
almost 9,000 per month. In fiscal year 2005, the LESC had more than 880,000 con-
tacts with the law enforcement community or the public concerning law enforcement
matters associated with ICE authorities and responsibilities.

In fiscal years 2003, 2004 and 2005, the LESC entered a combined total of more
than 90,000 new ICE records in the NCIC database—an average of about 2,500 per
month. However, new procedures recently implemented at the LESC are expected
to increase record entries to an average of 5,700 per month.

In fiscal years 2004 and 2005, the LESC was required to validate a combined total
of 212,420 NCIC records. In the first 3 months of fiscal year 2006, the LESC vali-
dated an average of 12,000 records per month.

In fiscal year 2005, the LESC records staff completed more than 1.1 million file
transactions. In the first 3 months of fiscal year 2006, they averaged 92,000 record
transactions per month, resulting in a similar annual projection for fiscal year 2006.

INTENSIVE SUPERVISION PROGRAM EXPANSION

Question. On page 24 of the ICE congressional justification, it states that the in-
tensive supervision program is to be expanded to a ninth and tenth city. To which
cities are you expanding?

Answer. We are currently reviewing opportunities to expand ISAP within the
scope of current contracts. No determinations have been made at this time.

GUANTANAMO FACILITY

Question. What is the status of the $5 million in fiscal year 2005 construction
funds that were to be used at the Guantanamo facility?

Answer. $6 million was appropriated in fiscal year 2004 for the facility, which pro-
vides housing for refugee applicants that are awaiting determination of their claims.

Construction activities undertaken between fiscal years 2004 and 2006 are:

20-Bed Segregation Unit $1,787,000
East Compound 2.1 Acres Security Fencing and Mobilization of Temporary Facilities .......cc.cccooeoveiveriineiinenens 1,566,658
West Compound 2.9 Acres Security Systems and Perimeter Fences 821,792
Building 624 Demolition and Asbestos Abatement 529,200
Building 1567 64-Bed Renovation Project 147,153

Total 4,851,803

TRANSPORTATION SECURITY ADMINISTRATION
EXPLOSIVES TRACE PORTALS

Question. Please provide a purchase and deployment schedule for Explosives De-
tection Trace Portals (ETPs). The schedule should include, by airport, all ETPs pur-
chased and deployed for fiscal year’s 2005 and 2006, ETPs scheduled to be pur-
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chased and deployed based on the fiscal year 2007 request, and ETPs scheduled for
deployment in the future.

Answer. Below, in figure A, is the list of airports where Explosives Trace Portals
(ETP) were deployed with fiscal year 2005 funding.

ETP deployment using fiscal year 2006 funding will be installed in two phases.
Below, in figure B, is Phase I of the fiscal year 2006 deployment. The airport loca-
tions and number of units for all fiscal year 2006 deployments are subject to change
due to space constraints, local airport construction, etc.

Phase II of the fiscal year 2006 deployment is in figure C. And, the list of airports
scheduled to receive the 92 ETPs requested in the President’s fiscal year 2007 budg-
et is below in figure D. This list accounts for 82 units; the remaining 10 units will
be used to backfill at airports in which ETPs have not been deployed due to local
airport construction. Airport locations and number of units are subject to change
due to space constraints, local airport construction, etc.

FIGURE A
Airport Airport name No. of units

BOS Boston-Logan International Airport—MA 1
BWI Baltimore-Washington International Airport—MD 1
CLT Charlotte/Douglas International Airport—NC ... 3
DCA Ronald Reagan Washington National Airport—DC 2
DFW Dallas/Ft. Worth International Airport—TX . 4
DTW Detroit Metro Wayne County Airport—MI 3
EWR Newark International Airport—NJ ........... 2
FLL Ft. Lauderdale/Hollywood International Airport—FL 2
GPT Gulfport-Biloxi International Airport—MS 1
IAD Washington-Dulles International Airport—VA . 1
IND Indianapolis International Airport—IN .... 3
JAX Jacksonville International Airport—FL 2
JFK JFK International Airport—NY ............. 1
LAS McCarran Las Vegas International Airport—NV . 4
LAX Los Angeles International Airport—CA ... 1
MIA Miami International Airport—FL ......... 7
PBI West Palm Beach International Airport—FL 1
PHX Phoenix-Sky Harbor International Airport—AZ 1
PIT Pittsburgh International Airport—PA .. 2
PVD T. F. Green Airport—Providence, RI .... 1
ROC Greater Rochester International Airport—NY .. 1
SAN San Diego International Airport—CA 1
SFO San Francisco International Airport—CA .......cccovvvvivierinnne 7
SIU Luis Munoz Marin International Airport—San Juan, PR ... 3
SMF Sacramento International Airport—CA 3
TPA Tampa International Airport—FL 1

Total 59

FIGURE B
Airport Airport name No. of units

ABQ Albuquerque International Sunport Airport—NM 2
ALB Albany International Airport—NY .........cccooonn. 1
ATL Hartsfield Atlanta International Airport—GA .. 3
BDL Bradley International Airport—CT 2
BOS Boston Logan International Airport—MA 8
BUF Buffalo Niagara International Airport—NY . 2
BWI Baltimore-Washington International Airport—MD .. 8
CLE Cleveland Hopkins International Airport—OH 4
CMH Port Columbus International Airport—OH 3
CVG Cincinnati/Northern Kentucky International Airport—XY ... 4
DEN Denver International Airport—CO 6
DFW Dallas/Fort Worth International Airport—TX 8
EWR Newark International Airport—NY .. 5
HNL Honolulu International Airport—HI 3
IAH George Bush Intercontinental Airport Houston—TX 2
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FIGURE B—Continued

Airport Airport name No. of units

JFK John F. Kennedy International Airport—NY .........cccccoovvuns 3
LAX Los Angeles International Airport—CA .....coovvvvverccienne 8
LGA LaGuardia Airport—NY 2
MCI Kansas City International Airport—MO ... 4
MCO Orlando International Airport—FL .. 4
MDW Chicago Midway Airport—IL 2
MSP Minneapolis-St. Paul International Airport—MN ... 7
0AK Oakland International Airport—CA 5
ORD Chicago 0'Hare International Airport—IL .. 8
PBI Palm Beach International Airport—FL 1
PDX Portland International Airport—oOR .... 4
PHL Philadelphia International Airport— .. 7
PHX Phoenix Sky Harbor International Airport—AZ ... 4
PVD T. F. Green Airport—Providence, RI 1
RDU Raleigh-Durham International Airport—NC ... 3
SEA Seattle-Tacoma International Airport—WA ... 6
SFO San Francisco International Airport—CA ... 1
SLC Salt Lake City International Airport—UT ... 5
STL Lambert St Louis International Airport—MO 5
TPA Tampa International Airport—FL .....coovvvviereeeereene 6

Total 147

FIGURE C
Airport Airport name No. of units

ANC Ted Stevens Anchorage International Airport—AK ... 3
ATL Hartsfield Atlanta International Airport—GA ..... 6
AUS Austin-Bergstrom International—TX ...... 3
BHM Birmingham International Airport—AL .. 1
BNA Nashville International Airport—TN ... 2
BOI Boise Air Terminal/Gowen Field—ID .. 2
BUR Bob Hope Airport—Burbank, CA 2
C0S Colorado Springs Municipal—CO .........ccooovmiimmireriirerinens 1
DAL Dallas Love Field—TX 3
DAY James M. Cox Dayton International Airport—OH 1
DCA Ronald Reagan Washington National Airport—DC 4
DEN Denver International Airport—CO ............. 5
DTW Detroit Metro Wayne County Airport—MI 6
ELP El Paso International Airport—TS 1
EWR Newark International Airport—NJ 4
GEG Spokane International Airport—WA ... 2
GSO Piedmont Triad International Airport—NC . 2
HOU William P. Hobby Airport—TX ... 4
IAD Washington-Dulles International Airport—! 4
JFK John F. Kennedy International Airport—NY 4
KOA Kona International Airport—AK 2
LAS McCarran International Airport—NV 5
LAX Los Angeles International Airport—CA .. 4
LGA LaGuardia Airport—NY 4
LIT Little Rock National Airport—AR .......ccccooveveerrereerrcireies 1
MCO Orlando International Airport—FL ......ccccooviniiiriirerireriens 4
MDW Chicago Midway Airport—IL 2
MEM Memphis International Airport—TN ......cccoeverrercerccrenies 4
MHT Manchester Airport—NH 3
MIA Miami International Airport—FL 3
MKE General Mitchell International Airport—WI 4
MSP Minneapolis-St. Paul International Airport—MN ... 3
MSY New Orleans International Airport—LA .......ccccoovverrrernnnce. 4
0GG Kahului Airport—HI 2
0KC Will Rogers World Airport—-0K .........cccocovrvmriirmrirerirsnisniins 2
OMA Eppley Airfield—NE 2
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FIGURE C—Continued

Airport Airport name No. of units

ONT Ontario International Airport——CA ..o, 2
ORD Chicago 0'Hare International Airport—IL .. 4
ORF Norfolk International Airport—VA .......... 3
RNO Reno/Tahoe International Airport—NV ... 2
RSW Southwest Florida International Airport—FL . 3
SAN San Diego International Airport, Lindbergh—C 5
SAT San Antonio International Airport—TX .. 2
SDF Louisville International Airport—KY 2
SEA Seattle-Tacoma International Airport—WA ... 6
SIC San Jose International Airport—CA 6
SNA John Wayne Airport—CA 4
TUL Tulsa International Airport—0K ........ccooveveerirerereereeiern 1
TUS Tucson International Airport—AZ .......cooovevenrrrnriierienis 2

Total 151

FIGURE D
Airport Airport name No. of units

ABE Lehigh Valley International Airport—PA .... 1
ACY Atlantic City International Airport—N) 1
AVMA Amarillo International Airport—TX . 1
AVL Asheville Regional Airport—NC . 1
BGR Bangor International Airport—ME . 2
BIL Billings Logan International Airport—MT .. 1
BTV Burlington International Airport—VT 2
BIN Gallatin Field Airport—MT 1
CAE Columbia Metropolitan Airport—SC ....... 1
CAK Akron-Canton Regional Airport—OH .. 1
CHA Chattanooga Metropolitan Airport .. 1
CHS Charleston International Airport/AFB—SC . 2
CID The Eastern lowa Airport—IA ................ 1
CRP Corpus Christi International Airport—TX ... 1
DAB Daytona Beach International Airport—FL .. 1
DSM Des Moines International Airport—IA 1
EUG Eugene Airport/Mahlon Sweet Field .... 1
EYW Key West International Airport—fFL 1
FAI Fairbanks International Airport—AK .. 1
FAT Fresno Yosemite International Airport—CA 1
FNT Bishop International Airport—MI 1
FSD Joe Foss Field—SD 1
FWA Ft. Wayne International Airport—Baer Field—IN .. 1
GRB Austin Straubel International Airport—TX ..... 1
GRR Gerald R. Ford International Airport—MI .. 2
GSP Greenville-Spartanburg Airport—SC .......... 2
HRL Rio Grande Valley International Airport—TX . 1
HSV Huntsville-Madison County Airport—AL 1
ICT Wichita Mid-Continent Airport—KS 1
ISP Long Island MacArthur Airport—NY 2
ITO Hilo International Airport—HI ........ 1
JAN Jackson International Airport—MS ... 2
INU Juneau International Airport—AK ..o 1
LAN Capital City Airport—MI 1
LBB Lubbock International Airport—TX ........coovoeververrerscireris 1
LEX Blue Grass Airport—KY 1
LGB Long Beach Daugherty Field Airport—CA .......ccovvvvvorerenece. 2
LIH Lihue Airport—HI 1
MAF Midland International Airport—TX .....cooivineiiniierireriens 1
MDT Harrisburg International Airport—PA 1
MFE McAllen-Miller International Airport—TX 1
MLB Melbourne International Airport—FL .. . 1
MLI Quad Cities International Airport—IL .......cocoorrvverrvrerrennens 1




127
FIGURE D—Continued

Airport Airport name No. of units

MOB Mobile Regional Airport—AL 1
MSN Dane County Regional Airport—WI 1
MSO Missoula International Airport—MT ... 1
MYR Myrtle Beach International Airport—SC .......ccovvvvvrevirernnn 1
PHF Newport News/Williamsburg International Airport—VA 1
PIE St Petershurg-Clearwater Int'l Airport—FL . 2
PNS Pensacola Regional Airport—FL ......... 1
PSP Palm Springs International Airport—FL . 1
PWM Portland International Jetport—ME ... 1
RIC Richmond International Airport—VA 3
ROA Roanoke Regional Airport—VA ....... 1
ROC Greater Rochester International Airport—NY .. 2
SAV Savannah International Airport—GA 1
SBA Santa Barbara Municipal Airport—CA 2
SBN South Bend Regional Airport—IN 2
SFB Orlando Sanford Airport—FL 2
SGF Springfield/Branson Regional Airport—MO0 2
SHV Shreveport Regional Airpot—ILA ................ 2
SRQ Sarasota Bradenton International Airport—FL 3
SYR Syracuse-Hancock International Airport—NY 1

Total 82

Question. Provide a similar schedule for other emerging technology that will be
used to screen passengers for explosives.

Answer. Below is the deployment plan for emerging technology in fiscal year 2007.
These deployments will enable the Transportation Security Administration (TSA) to
screen all passengers designated for additional screening and a random number of
passengers selected to keep the equipment in continuous use. TSA is currently de-
veloping a strategic plan for our passenger screening program which will establish
our goals for screening passengers for explosives and provide a deployment schedule
by airport.

Technology # of units Location
Explosives Trace Portals 192 | 1 per 3 checkpoint lanes at Category X & | airport
Automated Explosives Spot Sampler ........ccccovververnnne. 93 | 1 at each Category Il checkpoint
Automated Carry-On Bag Explosives Detection Sy- 27 | 1 at each Category X airport
stem.
Whole Body Imaging 91 [ 1 per 8 checkpoint lanes at Category X & | airports
Cast and Prosthetics Scanner ... 210 | 1 at each Category X checkpoint

1This is the final phase of deployment to complete the 1 per 3 lanes ratio.

Question. Provide a list of all certified ETP technology.

Answer. The following Explosives Trace Portals (ETPs) have been reviewed by
TSA, and are qualified for screening aviation passengers for explosives:

—Smiths Detection Sentinel II; and

—GE IonTrack Entry Scan3.

Question. Provide a list of all ETP technology that is being evaluated by DHS for
certification.

Answer. The Transportation Security Administration (TSA) continues to work
with the two current manufacturers of Explosives Trace Portals (ETP) to further re-
fine system performance and operational suitability. At the present time, no other
vendors have submitted an ETP for TSA evaluation.

Question. How many airports have explosives detection “puffer” technology?

Answer. There are currently 94 Explosives Trace Portals installed at 37 airports.

Question. In fiscal years 2005 and 2006, what percent of airline passengers were
screened with this technology?

Answer. In fiscal year 2005 and early fiscal year 2006, the Transportation Secu-
rity Administration (TSA) was in the early stages of deployment of Explosives Trace
Portals (ETP). Currently, there are 94 ETPs deployed at 37 airports. The ETPs are
used to screen passengers requiring additional screening and a random number of
passengers to keep the units in continuous use. The actual percentages of people
screened using this technology is considered Sensitive Security Information and can-
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not be disclosed to the public. TSA would be happy to provide the Committee with
this information in the appropriate forum.

CONTRACT OVERSIGHT

Question. How many contract officers are employed at TSA? How does that level
compare to industry and Federal Government standards?

Answer. The Transportation Security Administration currently has 72 contract
specialists and 32 of the specialists are contracting officers.

The generally accepted benchmark for staffing for the procurement function is
“cost to spend.” This metric divides the total dollars obligated by the direct man-
power costs associated with the contracting function. In fiscal year 2005, TSA’s Of-
fice of Acquisition operated at a 0.348 percent cost to spend. The Center for Ad-
vanced Purchasing Studies (http://www.capsresearch.org) is recognized as the indus-
try expert organization regarding benchmarking for the acquisition function. Their
applicable standard for the acquisition function is 2.1 percent.

The Department of Homeland Security (DHS) has established a standard for the
contracting function of 1.2 percent to 1.9 percent. The DHS Chief Procurement Offi-
cer established a staffing goal of 1.2 percent in fiscal year 2006. TSA requested $7.5
million for an additional 30 FTE and 61 positions in fiscal year 2007.

Question. How many additional contract employees will be hired based on the fis-
cal year 2007 request?

Answer. Based on the fiscal year 2007 request, the Transportation Security Ad-
ministration expects to hire an additional 61 staff.

Question. What percentage of the TSA budget in fiscal year 2006 is spent on con-
tract oversight?

Answer. In fiscal year 2006, the Transportation Security Administration’s (TSA)
total budget authority is $6.3 billion and TSA is executing approximately $2 billion
in contracts. The total budget for acquisition, the office that performs contract over-
sight functions, is $20.9 million (payroll, compensation and benefits, and operating
expenses), and this is approximately 0.3 percent of TSA’s total budget authority.

Question. Would the fiscal year 2007 request increase that percentage? If so, by
how much?

Answer. The President’s fiscal year 2007 budget request increases the acquisition
budget by $7.5 million. The percentage of the Transportation Security Administra-
tion’s budget authority spent on contract oversight increases to 0.45 percent.

Question. Of TSA’s full budget authority in fiscal year’s 2005 and 2006, what
amount is spent on contracts?

Answer. The Transportation Security Administration (TSA) awarded $2.1 billion
on contracts in fiscal year 2005. In fiscal year 2006, TSA expects to award approxi-
mately $2 billion on contracts.

Question. How much of the fiscal year 2007 request is planned for contracts?

Answer. The Transportation Security Administration anticipates executing ap-
proximately $2 billion of contracts from the total budget authority in fiscal year
2007.

Question. Please explain TSA’s Investment Review Board process.

Answer. Transportation Security Administration (TSA) acquisition programs are
categorized into four investment levels (1-4) based on Department of Homeland Se-
curity (DHS) criteria, with Level I being the most significant. Program levels deter-
mine the review forum for each Key Decision Point approval. Level 1 and 2 invest-
ments have an acquisition value over $50 million and are reviewed at both TSA and
DHS. The TSA Investment Review Process (IRP) is the initial review point for Level
1 and 2 programs and the final review point for Level 3 and 4 programs. Level 1
and 2 programs, once approved at TSA, continue to the DHS IRP.

The TSA IRP contains two components, the Business Management Council (BMC)
and Investment Review Board (IRB). Both components ensure alignment of capital
investments with DHS mission and goals, identify program risks, and assess the
program’s current cost, schedule, and performance status. The BMC is the initial
review point for all TSA programs before proceeding to the TSA IRB. The TSA IRB
is the final approval authority for Level 3 and 4 programs and assesses the readi-
ness of Level 1 and 2 programs before proceeding to DHS.

CUSTOMER SERVICE

Question. What are TSA’s performance measures for customer service?

Answer. The Transportation Security Administration (TSA) has measured its cus-
tomer satisfaction using airport customer satisfaction surveys. Below are the areas
of customer satisfaction measured and the results from the customer satisfaction
surveys for fiscal year 2003-fiscal year 2005.
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FYO04/05

Airport Survey Results FY03/04

Total Airport Survey Satisfaction Score

Courtesy Satisfaction Score 86% 84%
Baggage Satisfaction Score 82% 79%
Screening Time Satisfaction Score 82% 82%
% of Passengers Waiting less than expected 52% 56%
% of Passengers believing screening procedures are similar NA 85%
% of Passengers believing Thoroughness is adequate 86% 89%
% of Passengers with Confidence in TSA 83% 82%

Very Dissatisfied  [INDISAUSHEquN
0% 25% 5% 100%

Question. Are TSA’s goals being met in those areas?

Answer. The Transportation Security Administration is currently evaluating the
metrics that are being captured to ensure that we are measuring elements that are
meaningful and that will truly provide information that will lead to process im-
provements. Simultaneously, we will continue using the metrics in place and have
set an overall satisfaction goal of at least 81 percent for fiscal year 2006 and 82 per-
cent for fiscal year 2007.

STAFFING

Question. Last year, TSA warned against a reduction in funding for screeners on
the basis that passenger wait times would be longer and training costs would be
higher. Based on the funding reduction for TSA screeners in fiscal year 2006, have
those concerns become reality?

Answer. Prior to November 2005, system wide average wait times were stable,
averaging just 3 minutes. Since then, average wait times have increased, as evi-
denced by the table below.

While it is not surprising that wait times might rise over the holiday months, the
continued rise in wait times in February indicates that even with the efficiency im-
provements from the December 22, 2005 Standard Operating Procedures changes,
the wait times experienced by passengers has increased.

Month Oct 2005 Nov 2005 Dec 2005 Jan 2006 Feb 2006 Mar 2006

Average Wait Time .....coovverveeceecreesieesesins 291 3.18 3.62 3.39 3.62 3.85

Question. Please provide a comparison of passenger wait times at high peak peri-
ods in fiscal year 2006 to the same periods in previous fiscal years.

Answer. A useful period comparison of peak period travel is the winter holiday.
Actual passenger traffic was down 3.5 percent this past winter holiday period, while
Transportation Security Administration (TSA) staffing was down 10 percent due to
the staffing reductions required for fiscal year 2006. TSA staff were more produc-
tive, handling 7.3 percent more passengers per Transportation Security Officer than
in the previous year. However, passenger wait times during this past winter holiday
period increased 8.4 percent over the same period of 2004/2005.

Question. With a shrinking screener workforce, how will TSA pull screeners off
normal security lines and place them at dedicated Registered Traveler lines without
increasing wait times for normal passengers?

Answer. The Transportation Security Administration (TSA) does not expect the
implementation of the Registered Traveler program to increase the required number
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of Transportation Security Officer (T'SO) Full Time Equivalents. TSA does not an-
ticipate a need to move any TSOs from normal security lines nor do we foresee in-
creases in wait times for passengers.

Question. Please provide a chart that displays airport management staff by air-
port versus all other staff.

Answer. The requested information is provided in the table below.
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